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Chapter 1 Media Gateway - Connecting ISDN /
SIP clients to the SIP provider with bandwidth
management

1.1 Introduction

Media gateway serves as a translation instance between different telecommunications net-
works, e.g between the plain old phone network and the next generation networks (IP net-
works). With the bintec Media Gateway, a company equipped with an automatic PBX on a

wired telephone network can be connected to a SIP Trunking Service Provider on the Inter-
net in order to use IP telephony. The bintec Media Gateway supports the binding of several
SIP Provider Accounts.

The following chapter describes how to connect an SIP telephone and an ISDN PBX to the
media gateway. The media gateway is connected to an SIP provider and to an external
ISDN point-to-multipoint connection simultaneously.

The media gateway is connected to the Internet over an ADSL connection. Consequently,
this section also discusses the functions Application Level Gateway (NAT Proxy), band-
width management through the functions Quality of Service and Real Time Jitter Control
(Jitter reduction).

In this example scenario the following call assignment is set up:

Call Assignment

External number External medium Internal number Internal device

0911/2557435 ISDN IP telephone
0911/2558296 ISDN 20 ISDN PBX
0911/30839681 SIP 20 ISDN PBX



Public
| Network

IP-290

SIP Provider

Internet

LAN

?

Fig. 1: Example scenario

Requirements

The following are required for the configuration:

* Boot image from version 7.8.2

* A bintec Media Gateway

* The optional DSP module must be set up in the gateway

* The optional licence for the second ISDN interface is required

¢ The ADSL connection to the gateway must be set up in advance

Configuration in this scenario is carried out using the GUI (Graphical User Interface).

1.2 Configuration

1.2.1 Configuring the external ISDN interface

You can use the ISDN BRI interface of your device for both dialup and leased lines over
ISDN.

The external ISDN interface is connected directly with an NTBA (Network Termination
Basis Connection). On this connection the extensions 2557435 and 2558296 are switched.

Go to the following menu to configure the ISDN interface for your device:
(1) Go to Physical Interfaces ->ISDN Ports -> <bri2-0 (TE)>@|.
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Save configuration ISDN Configuration MSN Configuration
System Management -
Rineicaliterfaces - Basic Parameters

Alx Port ki briz-0 (TE|

Ethernet Ports bkl hiiz-0 {TE)

ISDH Ports Autocorfiguration on Bootup [“]Enabled
LAN - Result of Autoconfiguration Port Usage: Dialup (Euro ISDN), ISDN Configuration Type: Paoint-to-Multipoint
Eouting = PartUsage
WAN - -
o ISDM Gonfiguration Type Point-to-Multipoint  Point-to-Point
Firewall :

- Advanced Settings
VolP hd
OK Cancel

Local Services -

Fig. 2: Physical Interfaces -> ISDN Ports -> <bri2-0 (TE)> .

Relevant fields in the ISDN Configuration menu

Field Meaning

Port Name Shows the name of the ISDN port.
Autoconfiguration on Here, select whether the ISDN switch type should be automatic-
Bootup ally recognised.

Result of Autoconfigura- The status of the ISDN autoconfiguration is displayed here.
tion Automatic D-channel recognition runs until a setting is found.
This field cannot be edited.

Port Usage
If the ISDN protocol is not automatically recognised, you must
select the port here manually. For this, you must first disable
Automatic Configuration at Start.
Select Dialup (Euro-ISDN).

ISDN Configuration Here, select the ISDN access configuration Point-

Type to-Multipoint.

MSN Configuration

If no entry is specified (in the ex works state no MSN number is entered), every incoming
ISDN call is accepted by the ISDN Login service. To avoid this, you should make the ne-
cessary entries here. As soon as an entry exists, the incoming calls not assigned to any

entry are forwarded to the CAPI service.

(1) Go to Physical Interfaces -> ISDN Ports -> MSN Configuration -> New.
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Save configur ation ISDN Configuration MSN Configuration
Assistants -
System Management -
Physical Interfaces - Basic Parameters

AX 1SON Port briz-3

Ethernet Ports

ISDH Ports. Service FFF (Routing)
LN . MEN ERERE
Wireless LAN Controller -

MM Recognition ) Ri ) i
e . o @PRightto Left O Left to Right (DDI)
Routing Protocols - Bearer Senvice @ Dpata + Woice Opata O voice
Multicast -
oK Cancel

WAN

Fig. 3: Physical Interfaces -> ISDN Ports -> MSN Configuration -> New

Relevant fields in the MSN Configuration menu

Field Meaning

ISDN Port Select the ISDN port for which the MSN is to be configured.

Service Select the service to which a call is to be assigned on the num-
ber below.

MSN Enter the call number.

MSN Recognition Select the mode your device is to use for the number comparis-

on for MSN with the called party number of the incoming
call. By default, the value is seton right to left. Selectthe
value left to right (DDI) if your device is connected to a
point-to-point connection.

Service attribute Select the type of incoming call (service detection). bata +
Vo1ice specifies that both data and voice calls (default value)
are executed.

1.2.2 Configuring the internal ISDN interface

The optional 1-BRl licence is required to be able to use the second ISDN interface. The
second ISDN port is operated as a point-to-multipoint connection in NT mode so that the
external ISDN line of the PBX (point-to-multipoint connection; TE mode) can be operated.

To be able to operate the 2. ISDN interface in NT mode, several link plugs (jumpers) in the
device must be modified:

For further information on setting the ISDN interfaces see Release Notes 7.5.1 (Chapter:
2.2 Variable switching for ISDN S0 interfaces).

(1) Go to Physical Interfaces ->ISDN Ports-><bri2-3 (NT)>.
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Assistants -
System Management -
Physical Interfaces - Basic Parameters

Aux Part Name

Ethernet Ports

1SDH Ports Autoconfiguration on Bootup
LAN = FortUsage

Wireless LAN Controller  ~ JSDN Gorfiguration Type

Networking -
Routing Protocols -
Multicast ~7
®.31 6425 InD Channel)
WAN -
VPN -
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ISDN Configuration MSN Configuration

bri2-3 (NT)

Clenabled

Dialup (Euro ISDN) »

@ point-to-Muttipoint O Point-to-Point

Advanced Settings

Clenabled

OK Cancel

Fig. 4: Physical Interfaces ->ISDN Ports-><bri2-3 (NT)>.

Relevant fields in the ISDN Configuration menu

Port Name Shows the name of the ISDN port.
Port Usage Here, select Dialup (Euro ISDN).
ISDN Configuration Select the ISDN access configuration
Type Point-to-Multipoint.

MSN Configuration

As on the external ISDN port, a dummy subscriber number must also be saved for the in-

ternal ISDN port.

(1) Go to Physical Interfaces -> ISDN Ports -> MSN Configuration -> New.

Save configur ation

Assistants -

System Management -

Physical Interfaces i Basic Parameters
ALX 15D Port
Ethernet Ports
ISDH Ports Service

LAN b4

MEM

Wireless LAN Controller  +
MSMN Recognition

Networking -
Routing Protocols b kil
Multicast b
WAN -

ISDN Configuration MSN Configuration

brig-3 »

PPP (Routing) +
589933

@ Right to Left O Left to Right (DDI

@ pata + Wice Opata Ovoice

oK Cancel

Fig. 5: Physical Interfaces -> ISDN Ports -> MSN Configuration -> New

Relevant fields in the MSN Configuration menu

ISDN Port Select the ISDN port for which the MSN is to be configured.

Service Select the service to which a call is to be assigned on the num-

ber below.
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MSN Enter the call number.

MSN Recognition Select the mode your device is to use for the number comparis-
on for MSN with the called party number of the incoming
call. By default, the value is seton right to left.

Service attribute Select the type of incoming call (service detection). Data +
Voice specifies that both data and voice calls (default value)
are executed.

1.2.3 Enabling the Application Level Gateway for dynamic
monitoring of the NAT and firewall

To enable IP telephones to connect by SIP to a VoIP Provider your device has an Applica-
tion Level Gateway (ALG), i.e. an appropriate proxy that implements the necessary NAPT
and firewall releases.

@ Note

The Application Level Gateway must always be used if NAT is enabled on the inter-
face that makes the connection to the Internet.

In the VolIP-> Application Level Gateway menu, a list is shown of all configured Applica-
tion Level Gateway entries. These entries enable the ALG. Each entry defines a particular
TCP or UDP destination port that is to be supervised by the ALG. In the ex works state,
there are two entries configured for the SIP Ports TCP 5060 and UDP 5060 in accordance
with the IANA definition.

The router is connected to the internet via an ADSL line. The NAT firewall is active for this
connection. No portforwarding is required to open the NAT firewall for the VolP data (SIP
and RTP), instead the Application Level Gateway must be enabled. The Low Latency
Transmission option highlights the VolP data for the high priority queue relating to QoS.

Go to the following menu to configure an Application Level Gateway entry:

(1) Goto VolIP -> Application Level Gateway -> SIP-Proxys -><SIP UDP 5060> .



bintec elmeg GmbH 1 Media Gateway - Connecting ISDN / SIP clients to the
SIP provider with bandwidth management

Save configuration SIP Proxies SIP Endpeints
System Management

Physical Interfaces
LAN

Basic Parameters

4 4 4 4

Description SIP UDFR0R0

Routing
WAN — Administrative Statug “lEnabled
VPN - Protocal UDP +| Destination Port|5060
Eirewall T Session Timeout 7200 sec
VolP -

Application Level Gateway Low Lateney Transmission M Enabled

Media Gateway

OK Cancel

Local Services L

Fig. 6: VoIP -> Application Level Gateway -> SIP-Proxys -><SIP UDP 5060> .

Relevant fields in the SIP Proxies menu

Field Meaning

Description Displays the name of the Application Level Gateway entry.
Administrative Status Determines whether or not the proxy should be active.
Protocol Defines the protocol to be used.

Destination Port Here you enter the port to be supervised by the proxy.
Session Timeout Shows the time in seconds for which a session stays up if no

data packets are sent or received.

Low Latency Transmis-
sion Mechanism to minimise the transit time of VolP data packets
between two subscribers. This guarantees good voice quality

with high line load.

Note that Low Latency Transmission does not have to be
switched on if the media gateway supervises the VolP connec-
tion.

The voice quality is optimised by choosing Enabled.

1.2.4 Registering the router with VoIP provider sipgate.de

If your want your device is to connect to other SIP servers (e.g. servers of Internet SIP Ser-
vice providers), you can configure the necessary entries here.

@ Note

In no case should you use this menu to configure extensions, i.e. for SIP clients or
PSTN clients such as SIP telephones, terminal adapters or ISDN telephones Exten-
sions can be configured in the menu VolP-> Media Gateway -> Call transformation -
> New.



After installing the DSP module, you can save the login data for the extension.

(1) For this, go to VoIP -> Media Gateway -> SIP Accounts -> New.

Extensions | SIP Accounts Call Routing | CLID Translation  Call Translation Options

?Wﬁ Basic Parameters
;ﬁ Description lsnpgate—
;wﬁ Administrative Status [“IEnalled
ﬁ TrunkMods | @otr Octient Oserver
Reugistrar stpgate.de
W it susi catuvusv Quthound Proxy . |
P — - |
i Protocol . MOR:ISDBD
BdemalRepotiog = | Usernams [ia35s01
i Authentication ID . |

Fassword |gehewm

Registration . [l Enabled

‘ Expire Time 600 sec

Codec Seftings

Codec Proposal Seguence

Sort Order

Woice Guality Settings

Oerze-3z  Oeyzeza o618 FOTMF Outband |

Advanced Sett'ings

@ pefaut O ouality C Low Bandwidth O High Bandwidth

Fler1 o Fortataw Hoers | Oerzedo

Echo Cancellation [l Enabled
Comfort Noise Generation [l Enabted
Packet Size |4D ms
4 oK ) cancel )

Fig. 7: VoIP -> Media Gateway -> SIP Accounts -> New

Relevant fields in the SIP Accounts menu

Field Meaning

Description Here, assign a name to the account. Maximum number of char-
acters: 40.

Administrative Status Enable the administrative status of the account.

Trunk Mode Select the trunk mode to be used. If you select 0f £, the trunk
mode is not used.

Registrar Enter the IP address of the remote SIP terminal (client or serv-
er) here. Maximum number of characters: 40.

Protocol Select the protocol to be used for the connection to the server

Or Proxy.
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Port Number of the TCP or UDP port to be used for the connection
to the server or proxy.

User Name Here, enter the username for authentication if your VolP pro-
vider has assigned one to you.

Authentication ID Enter a name that is to be used for authentication. If you do not
enter a name, the name in the User Name field is used.

Password The VolIP provider gives you a PIN or password for authentica-
tion. You must enter this value here. Maximum number of char-
acters: 40.

Registration Enables or disables the SIP REGISTER registration mechan-
ism.

Expire Time Shows the time in seconds after which the current registration
becomes invalid and a new registration request is therefore
sent.

In the Advanced settings menu, you can define which codecs are used for the chosen ac-
count.

Note

The codecs actually used are the intersect of the codecs defined here and those sig-
nalled by the provider. For outgoing calls, any remaining codecs are dropped from the
list that would require more than the available bandwidth.

Relevant fields in the menu Advanced Settings

Field Meaning

Codec Proposal Se-

quence Determine the order in which the codecs are offered for use by

the media gateway. If the first codec cannot be applied, an at-
tempt is made to use the second codec, and so on. Set Codec
Proposal Sequence to default. The codec in the first posi-
tion will be used.

You can sort the codecs according to quality or bandwidth.

Sort Order Select the codecs to be proposed for the connection. The co-
decs chosen here are proposed in a certain order, depending
on the setting in the Codec Proposal Sequence field.

Echo cancellation Enable or disable echo cancellation. If Enabled is selected,
echo feedback is suppressed.



Field Meaning

Comfort Noise Genera-
tion (CNG) Specify whether Comfort Noise Generation should be used. The

slight comfort noise generation prevents subscribers from think-
ing that the connection is lost during pauses.

Packet Size The transmission time of an RTP data packet in milliseconds.
Possible values: 10 ... 60.

If registration with the VoIP provider is successful, the status in the provider menu shows
€3 - The status of the VoIP connection is changed by pressing the |£| button or E button in

the Action column.
(1) Goto VoIP -> Media Gateway -> SIP Accounts.

Extensions SIP Accounts Call Routing  CLID Translation  Call Translation Options
,77 _[‘)Escr‘\pltlnn 'F{a_g\ﬂrar r[]u!bm_ung thﬂxy Pratocal Status :;_“.CT_\E!’V
ETT o M m®

New

Application Level Gateway

Fig. 8: VoIP -> Media Gateway -> SIP Accounts

1.2.5 Configuring the internal extension

Here you can configure the subscriber numbers for the terminals that are connected to the
media gateway.

In this example two internal extensions are used. Extension 10 for the IP telephone and ex-

tension 20 for the PBX connected to the internal ISDN port.

Configuring extension 10 - IP telephone

(1) Goto VoIP -> Media Gateway -> Extensions -> New.
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Save configur ation Extensions SIP Accounts Call Routing CLID Translation Call Translation Options
System Management -
Ringicaliniadaces Z Basic Parameters
LAN %
Desctiption i|P’TE|EfDn
Routing z
WAN 5 Extension/ User Name |1El
VPN - Intarface Type @sip OI1SDN
Firewall Z Registration Enabled
VolP & E—
| Application Level Gateway BiireTime ,ED Bec:
Media Galeway Authentication ID E] i
Local Services &
Maintenance = Passwaord Egehelm
External Reporting - Protacal | UDP v |
Monitoring il Port ESDBU
Advanced Settings
Codec Settings
Cadec Proposal Sequence @ pefautt O auality O Lowest O Highest
71 ulaw G711 alaw Morza | Cle 72640
Sort Order

Oerzeaz  Ooereze  Clorze-16 CoTMF outband

“oice Quality Seftings

Echo Cancellation [l Enabled
Comfort Moise Generation [“lEnabled
Packet Size E4D ms
OK ) Cancel

Fig. 9: VoIP -> Media Gateway -> Subscriber -> New

Relevant fields in the Extensions menu

Field Meaning

Description Enter the name of the terminal.

Extension / User Name Enter the call number. A maximum of 40 characters can be
entered.

Interface Type Select the interface type to be used.

Registration Enables or disables the SIP REGISTER registration mechan-
ism.

Expire Time Enter the time in seconds after which the current registration be-

comes invalid and a new registration request is therefore sent.

Authentication ID
Here you can enter a name that is to be used for authentication.
The name given here must also be entered on the SIP tele-

phone.

Maximum number of characters: 20.

Password
Enter a password here. The password given here must also be
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entered on the SIP telephone.

Maximum number of characters: 20.
Protocol Select the protocol to be used for data transmission.

Port Select the port to be used for data transmission.

In the Advanced Settings menu you can select the possible codecs for the account.

Relevant fields in the menu Advanced Settings

Field ' Meaning

Codec Proposal Se-

quence Determine the order in which the codecs are offered for use by

the media gateway. If the first codec cannot be applied, an at-
tempt is made to use the second codec, and so on. Set Codec
Proposal Sequence to default. The codec in the first posi-
tion will be used.

You can sort the codecs according to quality or bandwidth.

Sort Order Select the codecs to be proposed for the connection. The co-
decs chosen here are proposed in a certain order, depending
on the setting in the Codec Proposal Sequence field.

Echo cancellation Enable or disable echo cancellation. If Enabled is selected,
echo feedback is suppressed.

Comfort Noise Genera-
tion (CNG) Specify whether Comfort Noise Generation should be used. The

slight comfort noise generation prevents subscribers from think-
ing that the connection is lost during pauses.

Packet Size The transmission time of an RTP data packet in milliseconds.
Possible values: 10 ... 60.

Configuring extension 20 - internal PBX

(1) Goto VoIP -> Media Gateway -> Extensions -> New.
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Extensions SIP Accounts  Call Routing  CLID Translation | Call Translation  Options

System Management Z
BinsicaliterEces ',. Basic Parameters
LAN il
— Description IISDN port
Routing -
WAN i Extension / User Name lED
VPH Fiud Interface Type Osip @1SDN
Firowal s Select ISDN interface briz-0

VolP e
| Application Level Gateway
| Media Gateway

2 et

Advanced Settings

OK Cancel

Fig. 10: VoIP -> Media Gateway -> Subscriber -> New

Relevant fields in the Extensions menu

Description

Extension / User Name

Interface Type

Select ISDN interface

Enter the name of the terminal.

Enter the call number. A maximum of 40 characters can be
entered.

Terminal type, an internal PBX is used for the call.

The ISDN setting can only be selected if ISDN interfaces with
the ISDN Configuration Type = Dialup (Euro ISDN)
point to multipoint (TE Mode) is set.

Select an ISDN interface. The ISDN interfaces you can select
depends on the device used.

1.2.6 Call assignment - Call Routing - CLID Translation

You can configure the PBX functions for the media gateway in the menu VoIP -> Media

Gateway -> Options.

In addition to the call assignment, here you can configure the delay between entering the
subscriber number and starting to dial (Dialling ).

(1) Goto VoIP -> Media Gateway -> Options.
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Save configuration

Extensions SIP Accounts Call Routing CLID Translation  Call Translation | Options

System Management -
Physical Interfaces -
LAN b4 Basic Parameters
Routing hut Session Border Controller Mode Auto ¥
WAN -]
Media Stream Termination Cenabtea

VPH -]
Firewall - Default Drop Extension I
VolP = Dial Latency IS Secomnds

Application Level Gateway

Melia Gatevay, Advanced Settings
Local Services -

QK Cancel

Maintenance -

Fig. 11: VoIP -> Media Gateway -> Options

Relevant fields in the Options menu

Session Border Control-

ler Mode

Media Stream Termina-
tion

Determines the behaviour of the media gateway in combination
with a session border controller.

* Auto: for all extensions that exactly agree with an existing ac-
count, the call routing is handled by the session border con-
troller, i.e. all SIP messages configured for the corresponding
account are forwarded to the session border controller. For all
other extensions, call routing is handled by the media gate-
way in accordance with the configured call routing entries.
Note that the call routing is handled by the media gateway if
the provider is not available (backup).

e orf: call routing is handles exclusively by the media gateway
in accordance with the configured call routing and the local
extensions. For calls that are to be routed via a particular pro-
vider (account), you must configure a corresponding call rout-
ing entry. Internal calls (from internal extension to internal ex-
tension) that are only to be routed internally do not require an
additional call routing entry.

* <STP Trunk>: A SIP trunk account is configured and selec-
ted for the session border controller under VolP -> Media
Gateway -> SIP Accounts. In this case, the call routing for all
extensions is handled by the session border controller, all SIP
messages configured for the selected account are forwarded
to the session border controller. Note that the call routing is
handled by the media gateway if the provider is not available
(backup).

Determines how RTP sessions are controlled by the system.

bintec elmeg GmbH
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* Enabled: RTP sessions are terminated on the media gate-
way, i.e. all RTP streams are controlled by the media gateway
and routed via the media gateway. The participating terminal
devices (e.g. SIP telephones) are not connected directly with
one another.

Note that, for VoIP to VoIP connections, there is no code
translation for different VoIP terminal codecs. This is why the
codecs from media gateway and VolP terminals must match;
the RTP sessions are not terminated on the media gateway,
i.e. all RTP streams are routed from the media gateway
without termination. The RTP data packets can be routed in
complex networks and thus also via other gateways.

* Disabled (default value): RTP sessions are not terminated
on the media gateway, i.e. all RTP streams are routed by the
media gateway without termination. The RTP data packets
can be routed in complex networks and thus also via other
gateways.

Default Drop Extension  Here you can nominate an extension to receive calls that cannot
be routed because there is no valid routing entry for them.

Dialling break
Maximum delay time before the system assumes the telephone
number entered is complete and starts the SIP dialling process
(sends the SIP INVITE message).
This timeout is reset each time that a button is pressed. If you
terminate the number entered with #, dialling is immediate.
Call Routing

In the Call Routing menu, you can define the conditions for the routing of calls.

In this example, an outgoing call made to a number starting with a 0 is routed with the
same subscriber number to the external ISDN connection. If the destination number starts
with a 9, the 9 (which is used as a trunk prefix) is replaced by 0049 and is sent over the
VoIP connection to the provider sipgate.

Since the internal ISDN connection has been configured as a point-to-multipoint connec-
tion, the type external is used instead of a trunk. Proceed as follows to configure the
VoIP connection to the provider sipgate.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save configur ation Extensions SIP Accounts Call Routing CLID Translation Call Translation Options
System Management -
AinEicalinteriaces e Basic Parameters
LAN .
Description Iswpgate
Routing ~
WAN - Administrative Status Enable
VPN - Type External |+
Firewall T Calling Line Ay W
VolP - i -
Application Level Gateway waling Address
MedpCaowny Called Address |9*
Local Services = "
Priarity Line Called Address Translation Status Action
Maintenance - 1 B o no) &
External Reporting - Add
Monitoring .l Routing Rule
Prinrity |1
Adrninistrative Status Enable
Quthound Line briz-0
Called Address Translation |<9:DD49>,
Apply
OK Cancel

Fig. 12: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

Field Meaning

Description Here, enter the name of the call routing entry.

Administrative Status The entry is used with enabled.

Type Select External for calls that are to be routed as outgoing, ex-
ternal calls.

Calling Line Here you can restrict the routing entry to the line on which the
call comes in.

Calling Address Here you can restrict the routing entry to a particular caller. To
do this, you must specify the subscriber number exactly (no
wildcards).

Called Address Here, you can enter an address (call number) that is compared

with the dialled address. You can use wildcards here. For ex-
ample 9* means that at the end of a character string an arbit-
rary number of any characters can follow.

You can now create a list with rules that are assigned to the currently selected routing
entry, and that serve to manipulate the signalled destination number. You can also delete
routing entries.

Use Add to create entries.
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Relevant fields in the Routing Rule menu

Priority Determines the order of the filter rules, starting with 1 in in-
creasing numerical order.

Administrative Status The entry is used with Enable.

Outbound Line Defines the PSTN line (PRI, BRI, FXO) or the SIP account used
for an outgoing call.

Called Address Transla- The rule shown <9:0049> indicates how the destination number
tion is manipulated. Before it is used for a call, the 9 used as the
trunk prefix is replaced by the number 0049.

CLID Translation

In the CLID Translation menu, you can create a list for the translation of subscriber num-
bers, i.e. this list associates internal and external numbers.

The CLID Translation is crucial in this example for incoming calls. For incoming ISDN calls
to extension 2557435, this number is replaced by extension 10. The connection is routed to
local extension 10 (SIP telephone). Calls on the SIP account and on the ISDN number
2558296 will be routed to the PBX connection.

(1) Goto VoIP -> Media Gateway -> CLID Translation -> New.

Save configur ation Extensions SIP Accounts Call Routing CLID Translation Call Translation Options
System Management

Physical Interfaces
LAN

Basic Parameters

Description |255?435—>WD

Routing
WAN - Calling Line briz-0  »
VPN - Called Ling Ay W
Eirewoll T Called Address [es57438
VolP -

Application Level Gateway Calling Address Translation |<2557435 103;

Media Gateway

OK Cancel

Local Services =
Fig. 13: VoIP -> Media Gateway -> CLID Translation -> New

Relevant fields in the CLID Translation menu

Field 7 Meaning

Description Here, enter the name of the CLID translation entry.

Call number Select the line or SIP account via which the calls are to be
routed.

Called Line

Here you enter the direction to which the entry is to apply.
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Select Any for incoming and outgoing calls (bidirectional).

Called Address Here you have the option of entering the destination address of
the call.

Calling Address Transla- Enter the transformation rule applied to the call numbers.
tion

Proceed as with configuration of numbers 1839681 -> 20 and 2558296 -> 20. The final
configuration looks like this:

(1) Goto VoIP -> Media Gateway -> CLID Translation .

Save configuration Extensions  SIP Accounts Call Routing CLID Translation Call Translation Options

System Management >

Rinsicalintaraces — Description Calling Line Called Address Called Line

LAN - IEAT436-210) briz-0 7657435 Ay
Routing = 183968120 sipgate 1830681 Any [l
WAN - 2550296-»20 briz-0 2550296 Arty i
VPH hd

New
Firewall A

VolP -
Application Level Gateway
Media Gateway

Fig. 14: VoIP -> Media Gateway -> CLID Translation

Real Time Jitter Control

For telephone calls over the Internet, VolP packets normally have the highest priority. Nev-
ertheless, if the upstream bandwidth is low, noticeable delays in voice transmission can oc-
cur when other packets are routed at the same time. The Real Time Jitter Control func-
tion in the VolP implementation solves this problem. So as not to block the "line" for VoIP
packets for too long, the size of other data packets is reduced if need be during a tele-
phone call.

(1) Go to WAN->Real Time Jitter Control->Controlled Interfaces->New.
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Save configuration Controlled Interfaces
System Management -
Physical Interfaces -
LAN d Basic Settings
RBguting — Interface enl-0 «
s = Conralled FTP 3 |
a4
SiEE T Control Made ontralle treams only
Leased Line Maximum Upload Speed 128 khps
Real Time Jitter Control
i) T oK Cancel
Firewall -

Fig. 15: WAN->Real Time Jitter Control->Controlled Interfaces-> New

Relevant fields in the Controlled Interfaces menu

Field Meaning

Interface Here you select the Interface on which the voice transmission is
to be optimised.

Control Mode
Select the mode for the optimisation.

Select Controlled RTP Streams only: By means of the
data routed through the media gateway, the system recognises
VolIP data traffic and optimises the voice transmission. This set-
ting should always be used together with the media gateway.

Maximum Upload Speed |If you're using an external DSL modem, enter the bandwidth in
(kbit/s) the upload directions in kbit/s for the selected interface.

Policies

If the Internet connection of the router is used for normal internet traffic or VPN connec-
tions, for example, in addition to VoIP data traffic, QoS must be enabled.

When setting up the Application Level Gateway option, enabling Low Latency Trans-
mission automatically performed QoS classification. All VoIP data (SIP and RTP) are high-
lighted for the High Priority Queue. To improve QoS monitoring, a high priority
Queue without bandwidth restriction should be stored in the QoS configuration alongside
the default Queue.

(1) Go to Firewall -> Policies -> Filter Rules ->New.
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Save configur ation Filter Rules QoS Options
System Management -
Physical Interfaces -
LAN hd Basic Parameters
Routing hut Source ANY b
WAN -

Destination ANY A

VPH -
Firewall - i e x

Policies Action Access ¥

Interfaces

g Apply Q05 Enabled

Services Traffic Priarity High b
VolP -
Local Services - OK Cancel
Maintenance -

Fig. 16: Firewall->Policies->Filter Rules->New

Relevant fields in the Filter Rules menu

Source Location Select one of the preconfigured aliases for the source of the
packet. The value ANY means that neither the source interface
nor the source address is checked.

Destination Select one of the preconfigured aliases for the destination of the
packet. The value Any means that neither the destination inter-
face nor the destination address is checked.

Service Select one of the preconfigured services to which the packet to
be filtered must be assigned.

Action Select the action to be applied to a filtered packet. If you select
the Access option, packets are passed according to the in-
struction.

Apply QoS Select whether you want to enable QoS for this policy with the

priority selected in Data Traffic Priority

Traffic Priority Select the priority with which the data specified by the policy is
handled on the send side.

Monitoring

The Monitoring menu contains submenus that enable you to locate problems in your net-
work and monitor activities, e.g. for bandwidth management.

(1) Go to Monitoring -> Interfaces -> Statistics.
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Statistics
Show | Transfer Totals “ | Mutomatic Refresh Interval 300 Seconds Apply
Wig IEU per page Fitter in | None | egual e Go
# Description  Type Tx Packets TxBytes TxErrors RxPackets Rx Bytes RxErrors Status Unchanged for Action
1 ent-0 Ethemet 592 588.23K 0 405 81.60K 0 O 0d 0h 28m S0s =l
2 ent-4 Ethemet 0 i 0 i i i ©  0dohz2om s K=l

Page: 1, fems: 1-2

Fig. 17: Monitoring -> Interfaces -> Statistics

You change the state of the interface by pressing the E| button or E button in the Action

column. Press the @ button to display the statistical data for the individual interfaces in de-

tail.

1.3 Overview of configuration steps

Configuring the external ISDN interface

Autoconfiguration on Bootup Physical Interfaces -> ISDN Aktiviert

Ports -> ISDN Configura-
tion -> <bri2-0 (TE)

Result of Autoconfiguration  Physical Interfaces -> ISDN Port Usage: Dialup

MSN Configuration

Ports -> ISDN Configura- (Euro ISDN), ISDN
tion -> <bri2-0 (TE)

Configuration Type:
Point-to-multipoint

ISDN Port

Service

MSN

Physical Interfaces -> ISDN bri2-o0
Ports -> MSN Configura-
tion -> New

Physical Interfaces -> ISDN e.g. ISDN Login
Ports -> MSN Configura-
tion -> New

Physical Interfaces -> ISDN e.g. 999999
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Ports -> MSN Configura-
tion -> New

MSN Recognition Physical Interfaces -> ISDN Right to Left
Ports -> MSN Configura-
tion -> New

Service attribute Physical Interfaces -> ISDN Data + Voice
Ports -> MSN Configura-
tion -> New

Configuring the internal ISDN interface
Field Menu Value

Port Usage Physical Interfaces -> ISDN Dialup (Euro ISDN)
Ports -> ISDN Configura-

tion -> <bri2-3 (NT)

ISDN Configuration Type Physical Interfaces -> ISDN Point-to-multipoint
Ports -> ISDN Configura-

tion -> <bri2-3 (NT)

MSN Configuration 7 7
Field Menu Value

ISDN Port Physical Interfaces -> ISDN bri2-3
Ports -> MSN Configura-
tion -> New

Service Physical Interfaces -> ISDN e.g. PPP (routing)
Ports -> MSN Configura-
tion -> New

MSN Physical Interfaces -> ISDN e.g. 999999
Ports -> MSN Configura-
tion -> New

MSN Recognition Physical Interfaces -> ISDN Right to Left
Ports -> MSN Configura-
tion -> New

Service attribute Physical Interfaces -> ISDN Data + Voice
Ports -> MSN Configura-
tion -> New

Application Level Gateway

Description VoIP -> Application Level s1ip UDP 5060
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Gateway -> SIP Proxies

Administrative Status VoIP -> Application Level Aktiviert
Gateway -> SIP Proxies

Protocol VolP -> Application Level UDP
Gateway -> SIP Proxies

Destination Port VolIP -> Application Level 5060
Gateway -> SIP Proxies

Session Timeout VoIP -> Application Level 7200
Gateway -> SIP Proxies

Low Latency Transmission VoIP -> Application Level Aktiviert
Gateway -> SIP Proxies

Configuration of SIP accounts

Field Menu Value

Description VoIP -> Media Gateway -> e.g. sipgate
SIP Accounts -> New

Administrative Status VoIP -> Media Gateway -> Aktiviert
SIP Accounts -> New

Trunk Mode VoIP -> Media Gateway -> Off
SIP Accounts -> New

Registrar VoIP -> Media Gateway -> e.g. sipgate.de
SIP Accounts -> New

Protocol VoIP -> Media Gateway -> UDP
SIP Accounts -> New

Port VoIP -> Media Gateway -> 5060
SIP Accounts -> New

User Name VoIP -> Media Gateway -> e.g. 1839681
SIP Accounts -> New

Password VoIP -> Media Gateway -> e.g. secret

SIP Accounts -> New

Registration VoIP -> Media Gateway -> Aktiviert
SIP Accounts -> New

Expire Time VoIP -> Media Gateway -> 600
SIP Accounts -> New

Codec Proposal Sequence  VoIP -> Media Gateway -> Default

SIP Accounts -> New-> Ad-
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Sort Order

Echo cancellation

Comfort Noise Generation

(CNG)

Packet Size

vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

Configuring the internal extension

Description

Extension / User Name

Interface Type

Registration

Expire Time

Authentication ID

Password

Protocol

Port

Codec Proposal Sequence

Sort Order

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Extensions -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->

G.711 uLaw, G.711 aLaw,
G.729, DTMF Outband

Aktiviert

Aktiviert

e.g. 40

e.g. IP Telephone

e.g. 10

e.g. SIP

Aktiviert

60 Sec

e.g. 10

e.g0. secret

e.g. UDP

5060

Default

G.711 uLaw, G.711 aLaw,
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Extensions -> New-> Ad- G.729, DTMF Outband
vanced Settings

Echo cancellation VoIP -> Media Gateway -> Aktiviert
Extensions -> New-> Ad-
vanced Settings

Comfort Noise Generation VoIP -> Media Gateway -> Aktiviert
(CNG) Extensions -> New-> Ad-
vanced Settings

Packet Size VoIP -> Media Gateway -> e.g. 40
Extensions -> New-> Ad-
vanced Settings

Configuring the internal PBX 7
Field Menu Value

Description VoIP -> Media Gateway -> e.g. ISDN port
Subscriber -> New

Extension / User Name VoIP -> Media Gateway -> e.g. 20
Subscriber -> New

Interface Type VoIP -> Media Gateway -> e.g. ISDN
Subscriber -> New

Select ISDN interface VoIP -> Media Gateway -> e.g. bri2-3
Subscriber -> New

Configuration of PBX functions
Field Menu Value

Session Border Controller VoIP -> Media Gateway -> Auto

Mode Options
Media Stream Termination  VolP -> Media Gateway -> Disabled
Options
Dialling break VoIP -> Media Gateway -> 5 seconds
Options
Call Routing
T
Description VoIP -> Media Gateway -> e.g. sipgate
Call Routing -> New
Administrative Status VoIP -> Media Gateway -> Enable

Call Routing -> New
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Type

Calling Line

Called Address

Priority

Administrative Status

Outbound Line

Called Address Translation

CLID Translation

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

External

Any

e.g. 9*

Enable

e.g. bri2-0

e.g. <9:0049>;

Description

Call number

Called Line

Called Address

Calling Address Translation

Description

Call number

Called Line

Called Address

Calling Address Translation

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

e.g. 2557435-> 10.

e.g. bri2-0

Any

e.g. 2557435

e.g. <2557435:10>;

e.g. 1839681-> 20.

e.g. sipgate

Any

e.g. 1839681

e.g. <1839681:20>;.
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Description VoIP -> Media Gateway -> e.g. 2558296-> 20.
CLID Translation -> New

Call number VoIP -> Media Gateway -> e.g. bri2-0
CLID Translation -> New

Called Line VoIP -> Media Gateway -> Any
CLID Translation -> New

Called Address VoIP -> Media Gateway -> e.g. 2558296
CLID Translation -> New

Calling Address Translation ~ VolP -> Media Gateway -> e.g. <2558296:20>;.
CLID Translation -> New

Controlled Interfaces

Field Menu Value

Interface WAN->Real Time Jitter e.g. enl-0
Control->Controlled Inter-
faces->New

Control Mode WAN->Real Time Jitter Controlled RTP only
Control->Controlled Inter-
faces->New

Maximum Upload Speed WAN->Real Time Jitter e.g. 128 kbit/s.
Control->Controlled Inter-
faces->New

Filter Rules

Field Menu Value

Source Location Firewall->Policies->Filter = e.g. ANY

Rules->New

Destination Firewall->Policies->Filter e.g. ANY
Rules->New

Service Firewall->Policies->Filter e.g. any
Rules->New

Action Firewall->Policies->Filter = Access

Rules->New

Apply QoS Firewall->Policies->Filter Aktiviert
Rules->New
Traffic Priority Firewall->Policies->Filter = High

Rules->New



Chapter 2 Media Gateway - Connection of an
Asterisk IP PBX to a point-to-point ISDN access

2.1 Introduction

The following chapter describes how to configure the bintec R4100 as a media gateway to
connect an Asterisk IP PBX to a point-to-point ISDN access.

A few extracts are shown from the Asterisk IP PBX configuration to ensure that registration
is successful, and that the subscriber number is transmitted correctly. At the exchange, an
ISDN party line is used (consisting of two point-to-point ISDN accesses with four B-
channels) with the subscriber number 0911/7660069(0-9).

1
: - 1 [ Public
. ‘- IP-290 : Network
| — '
. 1
! [—
PolEy :
1
¢ m : Internet
1
1
: .
| D — :
: LAN 1
1

PBX

Fig. 18: Example scenario

Requirements

The following are required for the configuration:

* Boot image from version 7.8.4

* A bintec Media Gateway

Configuration in this scenario is carried out using the GUI (Graphical User Interface).

Workshops (Excerpt)
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2.2 Configuration

2.2.1 Configuring the bintec R4100 media gateway

ISDN interface configuration

The ISDN interfaces ISDN-0 and ISDN-1 are used to connect the media gateway to the
point-to-point ISDN access. The ISDN Configuration Type must be setto Dialup (Euro
ISDN) point-to-point (TE Mode) based on the point-to-point ISDN access for the
two interfaces BRI2-0 and BRI2-1.

Go to the following menu to configure the ISDN interface for your device:

(1) Go to Physical interfaces -> ISDN-Ports -> <bri2-0 (TE) .

Save configuration ISDN Configuration MSN Configuration
System Managemert -
Physical Interfaces = Basic Parameters

Al Port bl briz-0 (TE

Ethernet Ports o ame bri2-0 (TE}

ISDH Ports Autoconfiguration on Bootup |:| Enabled
LAy - Port Usage Diialup (Euro [SDM) +
Routing -

ISDM Carfiguration Tupe C point-to-Multipoint © Point-to-Point
WAN -
VPN - Subscriber Number I
Firewall - =
Advanced Settings
VolP -
- OK Cancel

Local Services

Fig. 19: Physical Interfaces ->ISDN Ports-><bri2-0 (TE).

Relevant fields in the ISDN Configuration menu

Port Name Shows the name of the ISDN port.
Autoconfiguration on Here, select whether the ISDN switch type should be automatic-
Bootup ally recognised.

Result of Autoconfigura- The status of the ISDN autoconfiguration is displayed here.

tion Automatic D-channel recognition runs until a setting is found.
This field cannot be edited.

Port Usage
If the ISDN protocol is not automatically recognised, you must
select the port here manually. For this, you must first disable
Automatic Configuration at Start.
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point-to-point ISDN access

Select Dialup (Euro-ISDN).

ISDN Configuration Here, select ISDN access configuration Point-to-Point.
Type

ISDN Trunks

The ISDN Trunks menu appears only if your device has at least one ISDN point-to-point
connection (BRI or PRI) and this connection is configured in NT mode.

In this example, an ISDN party line (consisting of two point-to-point ISDN accesses) is used
at the exchange. Both ISDN ports must be joined together so that both ISDN connections
can be used as a bundle. For this, go to the following menu:

(1) Goto VoIP -> Media Gateway -> ISDN Trunks-> New.

Save configuration ; IP call CLID call ISDN )
System Management . | Extensions ', Counts Routin Translation Translation Trunks | 2Ptions
Physical Interfaces -
LAN - Basic Parameters
Routing = Description Iisdn_TE
WAN -

ISOM Mode external v

VPN =
Firewall - briz-0
VoIP - Bri-1

Application Level Gateway

Media Gateway oK Cancel

Local Senvices -

Fig. 20: VoIP ->Media Gateway-> ISDN Trunks-> New

Relevant fields in the ISDN Trunks menu

Description
Here you give the party line a name.

Maximum number of characters: 20.

ISDN Mode
Displays the mode in which the party line is to be operated.

External: Point-to-point TE connection (to connect to the
point-to-point ISDN access).

Enable the ISDN connections to be used for the party line.

Connecting the Asterisk to the bintec R4100



An account must be created in which the media gateway is run as a SIP Server to register
the Asterisk IP PBX on bintec R4100.

In the Trunk Settings submenu you can define the settings for direct dial-in. An incoming
call can be routed to just one terminal device (direct dial-in). For an outgoing call, the caller
can be indicated to the called party.

Go to the following menu to configure the required accounts:

(1) Goto VoIP -> Media Gateway -> SIP Accounts-> New.

Extensions SIP Accounts Call Routing = CLID Translation  Call Translation Options

Basic Parameters

| Deseription . W

. Administrative Status . [ Enabled

| Trunk Mode " ot Oclient @ server
Realm |

. Protocol . lUDF’ :“'{PDI'I: iEUEU

. User Marme . I.R41DD -

Authentication 1D [

Passwiord |gehewm
. Registration . [ Enamed
Expire Titne GO0 sec
Trunk Seftings -
SIF Header Field(s) for Caller Address

Subseriber Mumber |

Advanced Settings
| Codec Settings

Codec Proposal Seguence @ pefaut 2 ouality C Low Bandwidth C High Bandwidth

M6 711 uaw o711 alaw Forze | orae-40

Sort Ordear .
Oerzeaz  Oerez4 [le726-16 CIDTMF Outband

Yoice Guality Settings

Echo Cancellation “lEnabled
Comfort Moise Generation [“IEnabled
Packet Size an ms

ok ) ( cancel )

Fig. 21: VoIP -> Media Gateway -> SIP Accounts -> New

Relevant fields in the SIP Accounts menu

Field Meaning

Description Here, assign a name to the account. Maximum number of char-
acters: 40.

Administrative Status Enable or disable the administrative status of the account.

Workshops (Excerpt)
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Trunk Mode
Select the trunk mode to be used. If you select Server, the me-
dia gateway is run as a SIP Server.

Realm Here you can enter a further domain name of the SIP Proxy
server. Enter a name only if this is explicitly specified by the pro-
vider. The field can also be used to identify the authorised user.

Protocol Select the protocol to be used for the connection to the server
Of proxy.

Port Number of the TCP or UDP port to be used for the connection
to the server or proxy.

User Name Here, enter the username for authentication if your VoIP pro-
vider has assigned one to you.

Authentication ID Enter a name that is to be used for authentication. If you do not
enter a name, the name in the User Name field is used.

Password The VolIP provider gives you a PIN or password for authentica-
tion. You must enter this value here. Maximum number of char-
acters: 40.

Registration Enables or disables the SIP REGISTER registration mechan-
ism.

Expire Time Shows the time in seconds after which the current registration
becomes invalid and a new registration request is therefore
sent.

SIP Header Field(s) for

Caller Address This option defines where and how the DDI sender (caller) ad-

dress is sent for outgoing calls.

Select P-Preferred. The so-called "p-preferred-identity” field
is added to the SIP header and contains the sender address.

Call number Here you can set a number that is added as a prefix for outgo-
ing calls and is removed from the sender address for incoming

calls.

In the Advanced Settings menu, perform the settings for the SIP protocol and other spe-

cific settings.

In the Codec Settings submenu you can define which codecs are used for the chosen ac-

count.

The codec settings for the RTP streams can be applied without changes.

Some fields are optional and only have to be set if required for the corresponding account.



bintec elmeg GmbH

2 Media Gateway - Connection of an Asterisk IP PBX to a
point-to-point ISDN access

Relevant fields in the menu Advanced Settings

Codec Proposal Se-
quence

Sort Order

Echo cancellation

Comfort Noise Genera-
tion (CNG)

Packet Size

Determine the order in which the codecs are offered for use by
the media gateway. If the first codec cannot be applied, an at-
tempt is made to use the second codec, and so on. Set Codec
Proposal Sequence to default. The codec in the first posi-
tion will be used.

You can sort the codecs according to quality or bandwidth.

Select the codecs to be proposed for the connection. The co-
decs chosen here are proposed in a certain order, depending
on the setting in the Codec Proposal Sequence field.

Enable or disable echo cancellation. If Enabled is selected,
echo feedback is suppressed.

Specify whether Comfort Noise Generation should be used. The
slight comfort noise generation prevents subscribers from think-
ing that the connection is lost during pauses.

The transmission time of an RTP data packet in milliseconds.
Possible values: 10 ... 60.

Media Gateway Configuration

You can configure the PBX functions for the media gateway in the menu VoIP -> Media

Gateway -> Options.

Incoming and outgoing calls are managed and terminated by the bintec R4100 using the
Session Border Controller and Media Stream Termination settings shown.

(1) Goto VoIP -> Media Gateway -> Options.
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Save configuration Extensions | SIP Accounts | Call Routing | CLID Translation  Call Translation Options
System Management -
Physical Interfaces -
LAN A Basic Parameters
Routing T Session Border Controller Mode Off |«
WAN =

Wedia Stream Termination [¥IEnabled

VPN =
S = Diefault Drop Extension
VolP - Dial Latency 5 Seconds

Application Level Gateway

Metlia Catovwy Advanced Settings
Local Services -

oK Cancel

Maintenance -

Fig. 22: VoIP -> Media Gateway -> Options

Relevant fields in the Options menu

Session Border Control-

ler Mode Determines the behaviour of the media gateway in combination

with a session border controller.

* Auto: for all extensions that exactly agree with an existing ac-
count, the call routing is handled by the session border con-
troller, i.e. all SIP messages configured for the corresponding
account are forwarded to the session border controller. For all
other extensions, call routing is handled by the media gate-
way in accordance with the configured call routing entries.
Note that the call routing is handled by the media gateway if
the provider is not available (backup).

* orf: call routing is handles exclusively by the media gateway
in accordance with the configured call routing and the local
extensions. For calls that are to be routed via a particular pro-
vider (account), you must configure a corresponding call rout-
ing entry. Internal calls (from internal extension to internal ex-
tension) that are only to be routed internally do not require an
additional call routing entry.

Media Stream Termina-

tion Determines how RTP sessions are controlled by the system.

* Enabled: RTP sessions are terminated on the media gate-
way, i.e. all RTP streams are controlled by the media gateway
and routed via the media gateway. The participating terminal
devices (e.g. SIP telephones) are not connected directly with

one another.

Note that, for VoIP to VolP connections, there is no code
translation for different VolP terminal codecs. The codecs of
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Default Drop Extension

Dialling break

media gateway and VoIP terminals must therefore agree.
RTP sessions are not terminated on the media gateway, i.e.
all RTP streams are routed by the media gateway without ter-
mination. The RTP data packets can be routed in complex
networks and thus also via other gateways.

* Disabled (default value): RTP sessions are not terminated
on the media gateway, i.e. all RTP streams are routed by the
media gateway without termination. The RTP data packets
can be routed in complex networks and thus also via other
gateways.

Here you can nominate an extension to receive calls that cannot
be routed because there is no valid routing entry for them.

Maximum delay time before the system assumes the telephone
number entered is complete and starts the SIP dialling process
(sends the SIP INVITE message).

This timeout is reset each time that a button is pressed. If you
terminate the number entered with #, dialling is immediate.

Call routing / Extension translation

In the Call Routing menu, you can define the conditions for the routing of calls.

In this example, 10 terminals are connected to the Asterisk IP PBX. The numbers 100 to
109 are used for the extension numbers. Based on the following call routing all calls with a
destination number starting with 10 are routed to the Asterisk IP PBX. This setting is neces-
sary to allow incoming calls (from ISDN to Asterisk).

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save configuration Extensions SIP Accounts Call Routing ' CLID Translation Call Translation | Optians
System Management -
Ringicalintaraces - Biasic Parameters
LAN - T
Description Iasterlsk
Routing -
WAN - Administrative Status Enable
VPN - Type Trunk (¥
Firewall T Calling Line Ay ke
ValP N i l—
Application Level Gateway Calling Adoress
Media Gateway Called Address IS
Local Services -
Routing Rule
Maintenance -
Trunk Ling asterisk ¥
External Reporting -
Monitoring = Called Address Translation I
QK Cancel

Fig. 23: VoIP -> Media Gateway -> Call Routing-> New

Relevant fields in the Call Routing menu

Field Meaning

Description Here, enter the name of the call routing entry.

Administrative Status The entry is used with enabled.

Type Select Trunk for calls that are routed to a PBX behind the me-
dia gateway.

Calling Line Here you can restrict the routing entry to the line on which the
call comes in.

Calling Address Here you can restrict the routing entry to a particular caller. To
do this, you must specify the subscriber number exactly (no
wildcards).

Called Address Here, you can enter an address (call number) that is compared

with the dialled address. You can use wildcards here. For ex-
ample 10* means that at the end of a character string an arbit-
rary number of any characters can follow.

Trunk Line Defines the line (PRI, BRI, FXO) or the SIP account used for an
incoming connection.

An additional entry is required for outgoing connections (from Asterisk to ISDN). If wild-
cards * are used in the Called Address option, all other calls are routed via the two point-
to-point ISDN accesses. The following setting ensures that all outgoing calls are routed via
the ISDN party line.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save configuration Extensions | SIP Accounts  Call Routing ' CLID Translation  Call Translation Options
System Management "
Rinaicallntaraces - Basic Parameters
LAN ~2
Description Inuigumg_astensk
Routing ~2
WAN - Adrninistrative Status Enable
VPN - Trpe External %
Firewall -4 Calling Line asterisk v
VolP = I—
Application Level Gateway Calling Address
MeiaCatenmy Called Address |*
Local Services - -
Priarity Line Called Address Transkation Status: Action
Maintenance - 1 N ) E‘I‘ &
External Reporting 7 Add
Monitoring 4 Routing Rule
Priority |1
Administrative Status Enable
Outhound Line bri2-0 «
Called Address Translation I
Apply
OK Cancel

Fig. 24: VoIP -> Media Gateway -> Call Routing-> New

Relevant fields in the Call Routing menu

Field Meaning

Description Here you give the entry a name.
Administrative Status The entry is used with enabled.

Type Select External for calls that are to be routed as outgoing ex-
ternal calls. This can be done using standard SIP accounts or
SIP trunking accounts in DDI client mode.

Calling Line Here you can restrict the routing entry to the line on which the
call comes in.

Called Address
Here you can enter an address numerically (e.g. a subscriber
number) or alphanumerically that is to be compared with a di-
alled address. You can use wildcards.

* means that at the end of a character string any number of
characters may follow,

If the configured address agrees with the signalled address, the
routing entry is used.

You can now create a list with connections over which outgoing calls can be sent. If the line
(SIP provider or ISDN line) cannot be used with Order 1, the line with the next highest or-
der will be used to establish the connection.
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Use Add to create entries.

Relevant fields in the Routing Rule menu

Priority Determines the order of the filter rules, starting with 1 in in-
creasing numerical order.

Admin Status The entry is used with Enable.

Outbound Line Defines the PSTN line (PRI, BRI, FXO) or the SIP account used
for an outgoing call.

Call Translation

In the Call Translation menu, you can create a list for the translation of subscriber num-
bers, i.e. this list associates internal and external numbers.

Since the local extension numbers (numbers 100 to 109) must differ from the external num-
bers (0911/7660069(0-9)), the subscriber numbers have to be manipulated. In the Call
Translation menu, with outgoing connections the last digit of the outgoing subscriber num-
ber is kept while the previous digit of the subscriber number changes, e.g.

Local number = 100 ; External number = 091176600690 or

Local number = 101 ; External number = 091176600691 and so on

(1) Goto VoIP -> Media Gateway -> Call Translation -> New.

Save configuration Extensions  SIP Accounts Call Routing CLID Translation Call Translation Options
System Management >
Ainsicalinteriaces T Basic Parameters
LAN - n

Description asterisk->ISDMN

Routing A
WAN - Direction Outgoing
VPN T Associated Line bzl
Gigwall T Local Address |10?
VolP =

Application Level Gateway External Address IDS] 176600697

Media Gateway
Local Services - OK Cancel

Fig. 25: VoIP -> Media Gateway -> Call Translation -> New

Relevant fields in the Call Translation menu

Field Meaning

Description Give the number translation a name.

Direction
Here you enter the direction to which the entry is to apply.
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Select outgoing for outgoing calls.

Associated Line Determines the line or SIP account via which the calls are to be

routed.

Local Address

Here you enter the internal number (e.g. extension or PBX num-

ber).

For outgoing calls, the signalled Calling Party Number
(corresponds in the menu to the Local Address field) is trans-
lated to the External Address.

Numerical and alphanumerical characters are permissible.

? is a placeholder for an arbitrary digit.

Note Local Address and External Address must contain the
same number of wildcards.

External Address Enter the external number here. For outgoing calls, the sig-
nalled called party number (corresponding in the menu to the
Local Address field) is translated to the External Address.

In our example the destination number is transmitted without a dialling code for incoming
connections (from ISDN to Asterisk). Consequently, a further Call Translation rule is re-
quired. For example, an incoming call to the subscriber number 76600695 is changed to
destination number 105. Call Routing is then initiated and the call is routed to the Asterisk

IP PBX via the SIP trunk.

(1) Goto VoIP -> Media Gateway -> Call Translation -> New.

Save configuration Extensions  SIP Accounts | Call Routing  CLID Translation Call Translation | Options
System Management -
Ainsicallnierfaces b Basic Parameters
LAN - -

Desctiption ISDMN->asterisk

Routing -
WAN - Direction Incoming
VPN - Asgociated Line bri2-0 h
Eliowal s Local Address |1D?
VolP -

Application Level Gateway External Address I?EEEIEIEE’-‘

Media Gateway

oK Cancel

Local Services -

Fig. 26: VoIP -> Media Gateway -> Call Translation -> New

Relevant fields in the Call Translation menu
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Description Give the number translation a name.

Direction
Here you enter the direction to which the entry is to apply.

Select Tncoming for incoming calls.

Associated Line Determines the line or SIP account via which the calls are to be
routed.

Local Address
Here you enter the internal number (e.g. extension or PBX num-
ber).

For outgoing calls, the signalled Calling Party Number
(corresponds in the menu to the Local Address field) is trans-
lated to the External Address.

Numerical and alphanumerical characters are permissible.
? is a placeholder for an arbitrary digit.

Note Local Address and External Address must contain the
same number of wildcards.

External Address Enter the external number here. For incoming calls, the sig-
nalled Called Party Number (corresponds in the menu to the
External Address field) is translated to the Local Address.

2.2.2 Configuring Asterisk IP PBX

The two configuration files sip.conf and extensions.conf are adjusted to the scen-
ario described above. The Asterisk configuration file sip.conf is used to store general
settings along with the registration of the Asterisk IP PBX on bintec R4100 and the regis-
tration of the IP telephone on Asterisk IP PBX. Call routing for the IP PBX is defined in the
Asterisk configuration file extensions.conf. Both Asterisk configuration files are repres-
ented below.

sip.conf



[general]
port=5060
bindaddr=0.0.0.0 : IP address to hind to (0.0.0.0 hinds to all)
context=default—context

UDP Port to bind to (SIP standard port is 50600

maxexpirey=300 ; Max length of incoming registration we allow
defaultexpirey=60 ; Default length of incoming/outoing registration
disallow=all ; First disallow all codecs
allow=alaw
allow=ulaw ; hllow codecs in order of preference
allow=g729
musicelass=default : Zets the default music on hold class for all SIP calls
i : This may also be ser for individual users/peers
language=en ; Default language setting for all users/peers
: i : ; This may also be set for individual users/peers
rtptimeout=60 : Terminate call if &0 seconds of no RTP activity
H H ; vhen we're not on hold
repholdeimeout=300 ; Terminate call if 300 seconds of no RTP activicy

i o : ; when we're on hold (must be > rtptimeout)
useragent=Aisterisk : Allows you to change the user agent string
nat=no : NAT settings

i i : yes = Mlways ignore info and assuwe MAT

; no = Use NAT mode only according to RFC3581
; never = Never attempt MNAT mode or RFC3581 support
! route = Assume NAT, don't send rport (work around more UNIDEN bugs)

; R4100 registration
register =» R4100:asterisk@192.168.0.25¢/R4100 ; Register R4100

[R4100]
host=192.168.0.254
context=R4100-in
type=peer
demfmode=rfcz833
allow=alaw
allow=ulaw
allow=g729
insecure=very
usernams=R4100
fromuser=R4100
secrec=asterisk
canreinvite=no

Workshops (Excerpt)



: R4100 registration
register => R4100:asteriskf192.168.0.254/R4100 @ Register R4100
[R4100]

host=192.168.0.254

context=R4100-in

type=peer

demfrmode=rfe2833

allov=alaw

allow=ulaw

allow=g729

insecure=very

username=R4100

fromuser=R4100

secret=asterisk

canreinvite=nog

; registration of IP Clients
[100]
type=friend

context=default-context

secret=pud
host=dynamic
canreinvite=no

[101]

type=friend
context=default-context
secre

=pud
host=dynamic
canreinvite=no

[102]

type=friend
context=default-context
secret=pud

host=dynamic
canreinvite=nog

[103]

type=friend
context=default-concexs
secret=pud

host=dynamic
canreinvite=no

[104]

type=friend
context=default-context
secret=pud

host=dynawic
canreinvite=no

[108]
type=friend
context=defaulo-context
secrec=puwd

host=dynamic
canreinvite=no

[108]

type=friend

context=default-context

secret=pwd
host=dynamic
canreinvitesno

[107]

type=friend
context=default-context
secret=pwd

host=dynamic
canreinvite=no

[108]

type=friend
context=default-context
secret=pwd

host=dynamic
canreinvitesno

[109]

type=friend
context=default-context
secret=pud

host=dynamic
canreinvite=no

Workshops (Excerpt)
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extensions.conf

[general]
static=yes ;For now only the option yes is implemented, (so setting it to no won't have any effect)
writeprotect=no :Then you can save dialplan from the CLI command 'save dialplan'

autofallthrough=yes :If this option is set, after finishing with things to do, Asterisk will hang up the call.
If not set, Asterisk will wait
;for another extension to he dialed. It is highly recommended this option to be set to yes.
[default-context] ;entry point for local extensions (initial context)
include =»> local ;context for local calls - behind asterisk PBX
include =» R4100-out ;context for outgoing calls - Asterisk to mediagatway
include => R4100-in :context for incoming calls - mediagateway to Asterisk

[R4100-0ut] ;context for outgoing calls

exten =» _DX.,1,3IPiddHeader (P-Preferred-Identity:

<tel:${CALLERID (num) } >} :SIP-Header (invite) will be enlarged by
"P-Prefered-Identity" and set to Caller-address

exten =» 0X.,2,Dial (SIF/${EXTEN}BR4100, 60,tr) :Dial comwand initiates & new call to the dialesd
nunber [=exten], 60sec timeout

exten =» _DX.,3,Playback(invalid) ;If priority 1 and 2 fails "invalid” will be played

exten _N.,1,Hangup disconnect

[R4100-in] ;ocontext for incowing calls

exten => R4100,1,SET{SRC_ADDRESS=§{SIP_HELDER

(P-Preferred-Identity) :5}) ;SRC_ADDRESS is filled with P-Prefered-Identity and
Scolums at the beginning will be removed

EXLEn _R4100,n, SET(DEST_ADDRESS=§{3IP_HEADER(TO)}] sDEST_ADDREZS is filled with SIP-Header-TO field

exten =» R4100,n,3ET(DEST_ADDRESS=§{CUT(DEST ADDRESS,:,2)});content of DEST ADDRESS is rewoved up to the ":"
exten => _R4100,n,SET(DEST ADDRESS=${CUT(DEST ADDRESS,E,1)});content DEST ADDRESS which begins with a "@" is removed

exten => _R4100,n,SET(SRC_ADDRESS=§{CUT(SRC_ADDRESS,E,1)}] ;content of SRC_ADDRESS vhich begins with "@" will he removed
exten _R4100,n, SET{CALLERID (num) =§ { SRC_ALDDRESS] | sisterisk option CALLERID is set to SRC_ADDRESS
exten _R4100,n,Dial (SIP/§{DEST_ ADDRESS}, 60) :Dial command initiates a new eall with destination

= DEST_ADDRESE, G0sec timeout

[local] ;context for local calls - behind asterisk PEX

exten =»> _10X,1,SET(DE3T_ADDRESZ=§{SIP_HEADER(TO)}} :;DEST_ADDRESS is set to the content of the 3IP header "TO"
exten =» _10X,n, SET(DEST_ADDRESS=§{CUT(DEST_ADDRESS,:,2]}) seontent of DEST _ADDRESS is remowved up to the "

EXTten _10X,n,3ET [DEST_ADDRESS=§{CUT(DEST_ADDRESS,E,1)}) ;oontent of SRC_ADDRESS vhich begins with "B" will he rewoved
exten => 10X, n,Dial (SIP/§{DEST ADDRESS},60,t) :Dial cowmand iniciates an call to DEST_ADDRESS

exten = _10X,2,Playback(invalid) ;If priority 1 and 2 fails "invalid” will be played

exten =»> _10X, 3, Hangup ;disconnect

2.3 Overview of configuration steps

Configuring the external ISDN interface

Port Usage Physical Interfaces -> ISDN Dialup (Euro ISDN)
Ports -> <bri2-0 (TE)>

ISDN Configuration Type Physical Interfaces -> ISDN Point-to-point
Ports -> <bri2-0 (TE)>

Port Usage Physical Interfaces -> ISDN Dialup (Euro ISDN)
Ports -> <bri2-1 (TE)>

ISDN Configuration Type Physical Interfaces -> ISDN Point-to-point
Ports -> <bri2-1 (TE)>

Compile ISDN Trunks
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Description

ISDN Mode

VoIP ->Media Gateway->
ISDN Trunks-> New

VoIP ->Media Gateway->
ISDN Trunks-> New

Configuration of SIP accounts

Field

Description

Administrative Status

Trunk Mode

Protocol

Port

User Name

Password

Registration

Expire Time

SIP Header Field(s) for

Caller Address

Codec Proposal Sequence

Echo cancellation

Comfort Noise Generation

Menu

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->

SIP Accounts ->New Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts ->New Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts ->New Ad-
vanced Settings

isdn_TE

External

Enable bri2-0and bri2-1

Value

e.g. asterisk

Aktiviert

Server

e.g. UDP

5060

e.g. R4100

e.g. secret

Aktiviert

600 Sec

e.g. P-Preferred

e.g. Standard

Aktiviert

Aktiviert
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Packet Size VoIP -> Media Gateway -> e.g. 30 ms
SIP Accounts ->New Ad-
vanced Settings

Call assignment for incoming calls
Field Menu Value

Session Border Controller VoIP -> Media Gateway -> oOff

Mode Options

Media Stream Termination  VoIP -> Media Gateway -> Aktiviert
Options

Dialling break VoIP -> Media Gateway -> e.g. 5 seconds
Options

Call Routing

e T

Description VoIP -> Media Gateway -> e.g. asterisk
Call Routing -> New

Administrative Status VoIP -> Media Gateway -> Aktiviert
Call Routing -> New

Type VoIP -> Media Gateway -> Trunk
Call Routing -> New

Calling Line VoIP -> Media Gateway -> e.g. Any
Call Routing -> New

Called Address VoIP -> Media Gateway -> e.g. 10*
Call Routing -> New

Trunk Line VoIP -> Media Gateway -> e.g. asterisk

Call Routing -> New

Call routing for outgoing calls 7
Field Menu Value

Description VoIP -> Media Gateway -> e.g. outgoing asterisk
Call Routing -> New

Administrative Status VoIP -> Media Gateway -> Enable
Call Routing -> New

Type VoIP -> Media Gateway -> External
Call Routing -> New

Calling Line VoIP -> Media Gateway -> e.g. asterisk
Call Routing -> New
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Called Address VoIP -> Media Gateway -> e.g. *
Call Routing -> New

Administrative Status VoIP -> Media Gateway -> Enable
Call Routing -> New-> Add

Outbound Line VoIP -> Media Gateway -> e.g. bri2-0
Call Routing -> New-> Add

Call Translation
Field Menu Value

Description VoIP -> Media Gateway -> e.g. asterisk->ISDN
Call Translation -> New

Direction VoIP -> Media Gateway -> Outgoing
Call Translation -> New

Associated Line VoIP -> Media Gateway -> e.g. bri2-0
Call Translation -> New

Local Address VoIP -> Media Gateway -> e.g. 10?
Call Translation -> New

External Address VoIP -> Media Gateway -> e.g. 09117660069?
Call Translation -> New

Description VoIP -> Media Gateway -> e.g. ISDN->asterisk
Call Translation -> New

Direction VoIP -> Media Gateway -> Incoming
Call Translation -> New

Associated Line VoIP -> Media Gateway -> e.g. bri2-0
Call Translation -> New

Local Address VoIP -> Media Gateway -> e.g. 10?
Call Translation -> New

External Address VoIP -> Media Gateway -> e.g. 7660069°?
Call Translation -> New



Chapter 3 Media Gateway - Configuring the
connection of an ISDN PABX to a SIP trunking
account with provider QSC

3.1 Introduction

The following chapters describe how to configure a bintec R4100 as a media gateway to
connect an ISDN PBX to a QSC SIP trunking account. The ISDN PBX has been set up for
operation on a point-to-point ISDN access.

In our example, the main number for the point-to-point ISDN access 9673 and the direct di-
alling range numbers of the extensions is a two-digit number. The PABX is connected to
the media gateway over an ISDN port. The second ISDN port of the media gateway is con-
nected with an exchange-based point-to-point ISDN access and serves as an ISDN backup
line.

SIP Provider
Qsc

Media-Gateway

guiinnnm

mmmmm NPeItJ‘:I'lnl:k

Fig. 27: Example scenario

Q

Requirements

The following are required for the configuration:

* A bintec media gateway with system software 7.6.6.
* A DSP module (4-way) must be installed

¢ An Internet connection with sufficient bandwidth (recommended uplink bandwidth >= 256
kbp/s)

Workshops (Excerpt)
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Configuration in this scenario is carried out using the GUI (Graphical User Interface).

3.2 Configuration

3.2.1 Configuring the ISDN interfaces

ISDN port ISDN-0 on bintec R4100 is connected to the NTBA (Network Termination Basis
Connection) of the ISDN backup line. The ISDN ports of the media gateway are already en-
abled in ISDN TE mode in the ex works state and the ISDN switch type is recognised auto-
matically when starting the media gateway. As a result, no changes have to be made for
this ISDN port.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (TE)

Save configur ation ISDN Configuration IMSN Configuration

System Management
Physical Interfaces -
AUX

1

Basic Parameters

— FortMame bri2-0 {TE}
15Dl Ports Autoconfiguration on Bootup [ Enabled
LAN Result of Autaconfiguration Port Usage: Dialup (Euro ISDN), ISDN Configuration Type: Point-to-Paint
Routing Fort Usage
WAN .
= ISDN Configuration Type Point-to-Multipoint * Point-to-Point

Firewall

Advanced Settings
OK cancel

WVolP

O B B

Local Services
Fig. 28: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (TE)
ISDN mode must be changed to NT Mode before the ISDN PBX can connect to the media
gateway at port 7SDN-1. To do this, the housing on the media gateway must be opened.

The link plugs for the ISDN-0 and ISDN-1 interfaces can be found on all devices on the
main PCB behind the ISDN terminal block.

Insert the link plugs for interfaces ISDN-0 and ISDN-1 as follows:

Internal/external switching ~ JOM External (factory default setting)
Internal/external switching ~ J1M internal

Power supply JOP Off (factory default setting)
Power supply J1P On

Terminator JOT Off (factory default setting)

Terminator J1T On
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For further information on setting the ISDN interfaces see Release Notes 7.5.1 (Chapter:
2.2 Variable switching for ISDN SO0 interfaces).

Once the 15DN-1 interface has been set by changing the link plugs to ISDN NT mode, you
can configure the port for connecting the PBX. As the PBX has been configured for opera-
tion on a point-to-point ISDN access, you must set the ISDN Configuration Type to Dia-
lup (Euro ISDN) point-to-point (NT Mode) on the media gateway.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-1 (NT)

Save configuration
System Management

Physical Interfaces
AUX
Ethernet Ports
ISDH Ports

LAN
Routing
WAN
VPN
Firewall
Volp

Basic Parameters

Fart Mame
Port Usage
130N Configuration Type

Subscriber Number

ISDN Configuration MSHN Configuration

briz-1 (NT}
Dialup (Euro ISDN) 1+

C point-to-Multipoint & Point-to-Point

—

Advanced Settings
oK Cancel

Fig. 29: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-1 (NT)

Relevant fields in the ISDN Configuration menu

Shows the name of the ISDN port.

Port Name

Port Usage

ISDN Configuration

Type

Select the protocol that you wish to use for the ISDN port, in this
case Dialup (Euro-ISDN).

Here, select ISDN access configuration Point-to-Point.

3.2.2 Configuring the QSC SIP trunking accounts

The login data for registering the SIP trunking accounts with provider QSC are entered in
the SIP Accounts menu.

In the Trunk Settings submenu, you can define the settings for direct dial-in. An incoming
call can be routed to just one terminal device (direct dial-in). For an outgoing call, the caller
can be indicated to the called party.

The following settings ensures that your own subscriber number is transmitted correctly
with outgoing calls. With a QSC SIP trunking account, your own subscriber number (with
attached direct dialling range number) is indicated in the SIP header field for caller address

Display and User Name.



To create the account, add a new entry and configure the account as indicated below.

(1) Goto VoIP -> Media Gateway -> SIP Accounts-> New.

Extensions | SIP Accounts  Call Routing | CLID Translation  Call Translation  Options

Baazic Parameters

Description Qsc

| Administrative Gtatus “lEnabled
Trunk Mode O ot @ client O Server
s Registrar |sip gsc.de
bl |
P |
Protocal Mnn:lEDED

User Name | 06227835154

Authentication 1D [

Passwaord . Igehewm

Registration l Enabled

Expire Time . 600 sec
| Trunk Settings

SIP Header Field(s) for Caller Address|
Advanced Settings

Codec Setlings

Codec Proposal Sequence O pefaut O Quality & Low Bandwidth C High Bandwidth
| Do uaw Feiataw Florzs | Corze-40

Sort Ordar I | ! 1
| e rze-32 Clorzeze | [e 72616 CIDTMF Guthand

Woice Guality Settings
Echa Cancellation Enahled

Comfort Moise Generation [l Enabled

| Packet Size 30 ms
C OK 0 ( cancel )

Fig. 30: VoIP -> Media Gateway -> SIP Accounts -> New

Relevant fields in the SIP Accounts menu

Field Meaning

Description Here, assign a name to the account. Maximum number of char-
acters: 40.

Administrative Status Enable the administrative status of the account.

Trunk Mode Select the trunk mode to be used. If you select C1ient, the me-
dia gateway is run as a SIP client.

Registrar Here, enter the IP address of the SIP registrar or of the SIP
proxy server. Maximum number of characters: 40.

W ps (Excerpt)
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Protocol

Port

User Name

Authentication ID

Password

Registration

Expire Time

SIP Header Field(s) for
Caller Address

Select the protocol to be used for data transport.

Number of the TCP or UDP port to be used for the connection
to the server or proxy.

Here, enter the username for authentication if your VolP pro-
vider has assigned one to you.

Enter a name that is to be used for authentication. If you do not
enter a name, the name in the User Name field is used.

The VolIP provider gives you a PIN or password for authentica-
tion. You must enter this value here. Maximum number of char-
acters: 40.

Enables or disables the SIP REGISTER registration mechan-
ism.

Shows the time in seconds after which the current registration
becomes invalid and a new registration request is therefore
sent.

This option defines where and how the DDI sender (caller) ad-
dress is sent for outgoing calls.

Select Display and User Name. The sender address is
transferred to the SIP header in the Displayfield and in the
User field.

In the Advanced Settings menu, perform the settings for the SIP protocol and other spe-

cific settings.

In the Codec Settings submenu you can define which codecs are used for the selected

account.

Note

The codecs actually used are the intersect of the codecs defined here and those sig-
nalled by the provider. For outgoing calls, any remaining codecs are dropped from the
list that would require more than the available bandwidth.

Some fields are optional and only have to be set if required for the corresponding account.

Relevant fields in the menu Advanced Settings

Field 7 Meaning

Codec Proposal Se-
quence

Determine the order in which the codecs are offered for use by
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the media gateway. If the first codec cannot be used, the
second is tried and so on.

Select Low Bandwidth. As a result, the bintec media gateway
gives preference to compressing codecs in order to occupy as
little bandwidth as possible for the VolP connections (RTP

streams).
Sort Order Select the codecs to be proposed for the connection.
Echo cancellation Enable or disable echo cancellation. If Enabled is selected,

echo feedback is suppressed.

Comfort Noise Genera-

tion (CNG) Specify whether Comfort Noise Generation should be used. The
slight comfort noise generation prevents subscribers from think-
ing that the connection is lost during pauses.

Packet Size The transmission time of an RTP data packet in milliseconds.
Possible values: 10 ... 60.

If registration with the VoIP provider is successful, the status in the provider menu shows
€3 The status of the VoIP connection is changed by pressing the |1| button or E button in

the Action column.
(1) Goto VoIP -> Media Gateway -> SIP Accounts.

Firewall

VolP
Application Level Gateway
Media Gateway

Save configuration Extensions  SIP Accounts Call Routing CLID Translation | Call Translation | Options
System Management al
Elnsicaliteraces I Description Registrar f Outhound Proxy Protocol Status Action
LAN ) QEC sip.gsc.de UDF [+] [#]#] (]
Routing 2
WAN = New
VPN &
-
s

Fig. 31: VoIP -> Media Gateway -> SIP Accounts

3.2.3 Extension Assignment / Translation / Call Routing

In the Call Routing menu, the destination number determines which line is used to route
incoming and outgoing calls.

Since the external numbers of the ISDN PABX differ from the extensions used for the ex-
ternal QSC SIP trunking account and the ISDN backup line, the extensions must first be



QSC SIP Trunk
0622789154 (00-99)

Media-Gateway @ |[\

ISDN PBX
external call number
9673 (00-99)

ISDN Backu&)
(Prefix) 7660069 (00-99)

PBX Configuration

You can configure the PBX functions for the media gateway in the menu VoIP -> Media
Gateway -> Options.

Incoming and outgoing calls are managed and terminated by the bintec R4100 using the
Session Border Controller and Media Stream Termination settings shown.

(1) Goto VoIP -> Media Gateway -> Options.

Extensions | SIP Accounts | Call Routing ¢€LID Translation | Call Translation Options
 SystemManagement  ~.
 Plysicalinterfaces =
_ Basic Parameters
_ Session Border Controller Mode off v
_ hiedia Stream Termination [l Enabled
e
Cpmewal = | Demurowptenson [
Dial Latency lﬁi Secomds

Advanced Settings
LocalSendces < e ———
Maitenance =

Fig. 33: VoIP -> Media Gateway -> Options

Relevant fields in the Options menu

Field Meaning

Session Border Control-
ler Mode Determines the behaviour of the media gateway in combination

with a session border controller.

» Auto: for all extensions that exactly agree with an existing ac-
count, the call routing is handled by the session border con-
troller, i.e. all SIP messages configured for the corresponding
account are forwarded to the session border controller. For all

orkshops (Excerpt)
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other extensions, call routing is handled by the media gate-
way in accordance with the configured call routing entries.
Note that the call routing is handled by the media gateway if
the provider is not available (backup).

e orf: call routing is handles exclusively by the media gateway
in accordance with the configured call routing and the local
extensions. For calls that are to be routed via a particular pro-
vider (account), you must configure a corresponding call rout-
ing entry. Internal calls (from internal extension to internal ex-
tension) that are only to be routed internally do not require an
additional call routing entry.

Media Stream Termina-

tion Determines how RTP sessions are controlled by the system.

* Enabled: RTP sessions are terminated on the media gate-
way, i.e. all RTP streams are controlled by the media gateway
and routed via the media gateway. The participating terminal
devices (e.g. SIP telephones) are not connected directly with
one another.

Note that, for VoIP to VolP connections, there is no code
translation for different VoIP terminal codecs. This is why the
codecs from media gateway and VolP terminals must match;
the RTP sessions are not terminated on the media gateway,
i.e. all RTP streams are routed from the media gateway
without termination. The RTP data packets can be routed in
complex networks and thus also via other gateways.

* Disabled (default value): RTP sessions are not terminated
on the media gateway, i.e. all RTP streams are routed by the
media gateway without termination. The RTP data packets
can be routed in complex networks and thus also via other
gateways.

Dialling break Shows the maximum delay time before the system assumes the
telephone number entered is complete and starts the SIP dial-
ling process (sends the SIP INVITE message). This timeout is
reset each time that a button is pressed. Default value: 5.

Call Translation

The ISDN PBX uses the master subscriber number 9673 on the external connection and a
two-digit extension block (00-99), which indicates the respective extension.
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In this example, an incoming call via the QSC SIP trunk is signalled to the media gateway
with the called party number (destination number) 06227899154 and the two-digit direct di-
alling range number (00-99). For the incoming call to be transferred successfully, the media
gateway must change this called party number from 06227899154 [extension number] to
9673 [extension number].

With an outgoing call, the ISDN PBX signals to the media gateway the calling party number
(subscriber number of the caller) 9673 with an attached extension number. The media
gateway then initiates an outgoing call over the QSC SIP trunk and uses the number
06227899154 [extension] as the calling party number.

You can configure how called party numbers for incoming calls and calling party numbers
for outgoing calls are translated in the Call Translation menu.

(1) Goto VoIP -> Media Gateway -> Call Translation -> New.

Save configuration Extensions  SIP Accounts  Call Routing  CLID Translation Call Translation |Options
System Management -
Blysicalinterfaces hd Basic Parameters
LAN -
Description IPBX«:QSC
Routing -
WAN - Direction Eoth h
VPN - Associated Line Q5C v
Eirguall hd Local Address |98?3?7
VolP -

Application Level Gateway External Address |[|52278991547r"

Media Gateway
Local Senvices - OK Cancel

Fig. 34: VoIP -> Media Gateway -> Call Translation -> New

Relevant fields in the Call Translation menu

Field 7 Meaning

Description Give the number translation a name.

Direction
Here you enter the direction to which the entry is to apply.

Select Both for incoming and outgoing calls (bidirectional).

Associated Line Determines the line or SIP account via which the calls are to be
routed.

Local Address
Here you enter the internal number (e.g. extension or PBX num-
ber).

For outgoing calls, the signalled Calling Party Number
(corresponds in the menu to the Local Address field) is trans-
lated to the External Address.
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Numerical and alphanumerical characters are permissible.
? is a placeholder for an arbitrary digit.

Note Local Address and External Address must contain the
same number of wildcards.

External Address Enter the external number here. For outgoing calls, the sig-
nalled called party number (corresponding in the menu to the
Local Address field) is translated to the External Address.

Call translation between ISDN PBX and the ISDN backup line function according to the
same principle. For example, with an incoming call over the ISDN backup line, called party
number 7660069-20 is translated to called party number 9673-20 and then signalled to the
ISDN PBX by the call routing. For example, with an outgoing call calling party, number
9673-20 is translated to calling party number 7660069-20 and then signalled over the ISDN
backup line using call routing.

(1) Goto VoIP -> Media Gateway -> Call Translation -> New.

Save configuration Extensions | SIP Accounts  Call Routing | CLID Translation Call Translation Options
System Management

Physical Interfaces
LAN

]

1

Basic Parameters

-
Description IPBX(—)ISDNBaEkup
Routing -
WAN o Direction Baoth B
VPN - Associated Line briz-0 |+
Fircnall T Local Address |98?3?7
VolP -
Application Level Gateway External Address |7550059??
Media Gateway
Local Services - OK Cancel

Fig. 35: VoIP -> Media Gateway -> Call Translation -> New

3.2.4 Translating the calling party number (CLID)

In the CLID Translation menu, you define the processing of the (calling party number) for
incoming calls. You can, for example, add a prefix to a received call number in order to
route corresponding outgoing calls via a particular account.

If the ISDN PBX for outgoing connections requires a specific dialling code for the trunk pre-
fix (e.g. a leading 0), the calling party number must also be changed for incoming calls. The
calling party number must be changed to enable a callback directly from the caller list of a
telephone. If an incoming call is signalled from extension 091196730, for example, the call-
ing party number of the caller must be displayed on the telephone with a leading zero (e.g.
0091196730). This change to the calling party number (for incoming calls) can be con-



figured in the CLID Translation menu.

The following chapter describes how to change the calling party number for calls signalled
over the QSC SIP trunking account.

(1) Goto VoIP -> Media Gateway -> CLID Translation -> New.

_ 1 Extensions SIP Accounts | Call Routing CLID Translation <Call Translation Options
i Basic: Patameters

; Descriptmn QSC(i)pEX

ol T | calea aoress |

Calling Address Translation |<:D>;

s - ok C cancer )

Fig. 36: VoIP -> Media Gateway -> CLID Translation -> New

This section describes how to change the calling party number for calls signalled over the
ISDN backup line.

(1) Goto VoIP -> Media Gateway -> CLID Translation -> New.

_ configuration 2= Extensions SIP Accounts Call Routing CLID Translation cCall Translation  Options
; Desc”mion =

; Called Address I

Calling Address Translation |< 0>;

T — C o OC eamel O

Fig. 37: VoIP -> Media Gateway -> CLID Translation -> New

Relevant fields in the CLID Translation menu

Description Give the entry a name.

Call number Select the line or SIP account via which the calls are to be
routed.

Called Line

Here you enter the direction to which the entry is to apply.

Select Any for incoming and outgoing calls (bidirectional).

Workshops (Excerpt)
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Calling Address Transla-

tion Transformation rule to be used on the subscriber number

The calling party number transmitted by the provider is pre-
ceded with a leading zero according to the rule mechanism.

Configuration of call routing

In the Call Routing menu, there occurs a definition of which SIP account or ISDN line is
used when establishing a new call. Two entries are required to convert the extension num-
bers shown above.

&. Note

In principle, care must be taken when configuring call routing that the rules for call
translation take priority over call routing. This means that the numbers converted after
the call translation must be taken into account in the call routing menu.

With incoming calls, the called party number is changed using call translation to 9673 (main
number of the ISDN PBX) with the attached extension number (e.g. 9673-20). The follow-
ing call routing entry routes all calls with a destination number starting with 9673 to ISDN
Port bri2-3 and therefore to the ISDN PBX.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.

Save configur ation Extensions | SIP Accounts  Call Routing ' CLID Translation  Call Translation Options
System Management -
Ringicalitaraces M Basic Parameters
LAN hd
Description IISDN_PBX
Routing A
T - Admin|strative Status Enable
VPN - Type Trunk v
Firewall T Calling Line Any ¥
Volp . ) —
Application Level Gateway Caling Address
Media Gateway Called Address |*
Local Services -
Routing Rule
Maintenance b =
Trunk Line bri2-3 »
External Reporting -
Monitoring — Called Address Translation I
0K Cancel

Fig. 38: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu
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Description
Administrative Status

Type

Calling Line

Called Address

Trunk Line

Here you give the entry a name.
The entry is used with Enable.

Select Trunk for calls that are routed to a PBX behind the me-
dia gateway.

Here you can restrict the routing entry to the line on which the
call comes in.

Here you can enter an address numerically (e.g. a subscriber
number) or alphanumerically (e.g. for a trunk) that is to be com-
pared with a dialled address. You can use wildcards.

* means that at the end of a character string any number of
characters may follow,

If the configured address agrees with the signalled address, the
routing entry is used.

Defines the ISDN port for a call routed to the ISDN PBX.

An additional entry is required for outgoing connections. If wildcards "*" are used in the
Called Address option, all outgoing calls are routed via the SIP accounts/ISDN lines listed
in the table. In the following configuration the media gateway mainly initiates outgoing con-
nections over the QSC SIP trunk (Order 1). If the QSC SIP trunk fails (e.g. due to a failed
SIP registration) the outgoing calls are routed over the ISDN backup line (Order 2).

The following section shows the call routing entries that are required for outgoing connec-

tions.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save configuration Extensions  SIP Accounts Call Routing CLID Translation Call Translation Options
System Management -
AinEicalinteriaces 4 Basic Parameters
LAN A
Description Provider
Routing =
e - Administrative Status Enable
VPN - Type External +
Firewall — Calling Line Any (%
VolP - l—
Application Level Gateway Calling Address
Media Gateway Called Address B
Local Services ~ — . i i
Priarity Linge Called Address Translation Status: Action
Maintenance - 1 bria-0 [+] imi
External Reporting - 2 - [+] ﬁlﬂ
Monitoring ~ Add
Routing Rule
Priority 2
Administrative Status Enable
Duthound Line Qs
Called Address Translation
Apply
OK Cancel

Fig. 39: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

Description Here you give the entry a name.
Administrative Status The entry is used with Enable.

Type Select External for calls that are to be routed as outgoing ex-
ternal calls. This can be done using standard SIP accounts or
SIP trunking accounts in DDI client mode.

Calling Line Here you can restrict the routing entry to the line on which the
call comes in.
Called Address Here you can enter an address that is compared with the dialled

address. You can use wildcards. If wildcards * are used in the
Called Address option, all calls that cannot be handled by an-
other call routing are routed via the SIP accounts/ISDN lines lis-
ted in the table.

You can now create a list with connections over which outgoing calls can be sent. If the line
(SIP provider or ISDN line) cannot be used with Order 1, the line with the next highest or-
der will be used to establish the connection.

Use Add to create entries.

Relevant fields in the Routing Rule menu



bintec elmeg GmbH 3 Media Gateway - Configuring the connection of an ISDN
PABX to a SIP trunking account with provider QSC

Priority Determines the order of the filter rules, starting with 1 in in-
creasing numerical order.

Administrative Status The entry is used with Enable.

Outbound Line Defines the PSTN line (PRI, BRI, FXO) or the SIP account used
for an outgoing call.

3.2.5 Enabling the Application Level Gateway for dynamic
monitoring of the NAT and firewall instance

To enable IP telephones to connect by SIP to a VoIP Provider your device has an Applica-
tion Level Gateway (ALG), i.e. an appropriate proxy that implements the necessary NAPT
and firewall releases.

In our example the media gateway is connected to the internet over an ADSL path. For se-
curity reasons Network Address Translation and the Stateful Inspection Firewall have
been enabled. The Application Level Gateway must be enabled to prevent any negative
interference by the firewall to VoIP calls (e.g. blocking the RTP stream). During a VoIP call
the Application Level Gateway dynamically authorises access to the internet for the re-
quired SIP and RTP connections.

In the ex works state two proxy entries are predefined for the SIP Application Level Gate-
way.

(1) Goto VoIP -> Application Level Gateway ->SIP Proxies.

Firewall

Save configuration SIP Proxies SIP Endpoints
System Management >
Rinsicallntaraces - Description Protocol Port Lowr Latency Status Action
LAN - SIP UDP 5060 UnP 080 off [+]
Routing - SIF TCF 5060 TCP 5060 of ©
WAN -
New

VPN -

-

VolP
Application Level Gateway
Media Gateway

Fig. 40: VoIP -> Application Level Gateway -> SIP Proxies

In our example the STP UDP 5060 proxy entry is enabled.
(1) Goto VoIP -> Application Level Gateway -> <SIP UDP 5060> .
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Save configuration

System Management -
Bialcalinerfaces T Basic Parameters
LAN -
Description
Routing -
WAN - Administrative Status
VPN - Protocal
Eiewall T Session Timeout
VolP -

Application Level Gateway
Media Gateway

Local Services -

Fig. 41: VoIP -> Application Level Gateway -> <SIP UDP 5060>

Relevant fields in the SIP Proxy menu

Low Latency Transeission

SIP Proxies SIP Endpoints

ECEEE
[“IEnabled
UDP » DestinmionPonlSDBD—
lP'ZUD— sec
[CTEnabled
OK Cancel

bintec elmeg GmbH

Description Name of the proxy entry.

Administrative Status Set Administrative Status to Active.

Protocol Defines the protocol to be used.
Destination Port Here you enter the port to be supervised by the proxy.
Session Timeout Shows the time in seconds for which a session stays up if no

data packets are sent or received.

Low Latency Transmis-
sion

Mechanism to minimise the transit time of VolP data packets

between two subscribers. This guarantees good voice quality
with high line load.

Note that Low Latency Transmission does not have to be
switched on if the media gateway supervises the VolP connec-

tion.

If Enabled, the voice quality is optimised, if Disabled, the
voice quality is not optimised.

Real Time Jitter Control

For telephone calls over the Internet, VoIP packets normally have the highest priority. Nev-
ertheless, if the upstream bandwidth is low, noticeable delays in voice transmission can oc-
cur when other packets are routed at the same time. The Real Time Jitter Control func-
tion in the VoIP implementation solves this problem. So as not to block the "line" for VolP
packets for too long, the size of other data packets is reduced if need be during a tele-

phone call.
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&1 Note

When using the media gateway, Control Mode should always be set on Controlled
RTP only.

(1) Goto WAN -> Real Time Jitter Control -> Controlled Interfaces -> New.

Save configuration Controlled Interfaces
System Management <
Physical Interfaces -
LAN - Basic Settings
Bouting T Interface enl-0l v
WAN - T
" Control Mode Controlled BTP Streams only v
Internet + Dialup
Leased Line Waxirum Upload Speed 128 kbps
Real Time Jitter Control
VPN - oK Cancel

Firewall -

Fig. 42: WAN -> Real Time Jitter Control -> Controlled Interfaces -> New

Relevant fields in the Controlled Interfaces menu

Field Meaning

Interface Here you select the connection on which the voice transmission
is to be optimised.

Control Mode
Select the mode for the optimisation.

Select Controlled RTP Streams only: By means of the
data routed through the media gateway, the system recognises
VolIP data traffic and optimises the voice transmission. This set-
ting should always be used together with the media gateway.

Maximum Upload Speed If you use an external DSL modem, you must enter the band-
width.
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3.3 Overview of configuration steps

Configuring the external ISDN interface

Port Name Physical Interfaces -> ISDN bri2-0 (TE)
Ports -> <bri2-0 (TE)>

Autoconfiguration on Bootup Physical Interfaces -> ISDN Aktiviert
Ports -> <bri2-0 (TE)>

Result of Autoconfiguration  Physical Interfaces -> ISDN Port Usage: Dialup
Ports -> <bri2-0 (TE)> (Euro-ISDN), ISDN
Configuration Type;
Point-to-point
Port Name Physical interfaces -> ISDN bri2-1 (NT)
Ports -> <bri2-1 (NT)>

Port Usage Physical interfaces -> ISDN Dialup (Euro ISDN)
Ports -> <bri2-1 (NT)>

ISDN Configuration Type Physical interfaces -> ISDN Point-to-point
Ports -> <bri2-1 (NT)>

Configuration of SIP accounts
Field Menu Value

Description VoIP -> Media Gateway -> e.g. 0SC
SIP Accounts -> New

Administrative Status VoIP -> Media Gateway -> Aktiviert
SIP Accounts -> New

Trunk Mode VoIP -> Media Gateway -> Client
SIP Accounts -> New

Registrar VoIP -> Media Gateway -> e.g. sip.gsc.de
SIP Accounts -> New

Protocol VoIP -> Media Gateway -> UDP
SIP Accounts -> New

Port VoIP -> Media Gateway -> 5060
SIP Accounts -> New

User Name VoIP -> Media Gateway -> e.g. 06227899154
SIP Accounts -> New

Password VoIP -> Media Gateway -> e.g. secret
SIP Accounts -> New



3 Media Gateway - Configuring the connection of an ISDN
PABX to a SIP trunking account with provider QSC

bintec elmeg GmbH

Registration

Expire Time

SIP Header Field(s) for
Caller Address

Codec Proposal Sequence

Echo cancellation

Comfort Noise Generation

Packet Size

Call Assignment

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

Aktiviert

e.g. 600sec

Display and User Name

Low Bandwidth

Aktiviert

Aktiviert

30 ms

Session Border Controller
Mode
Media Stream Termination

Dialling break

Call Translation
Field

Description

Direction

Associated Line

Local Address

VoIP -> Media Gateway ->
Options

VoIP -> Media Gateway ->
Options

VoIP -> Media Gateway ->
Options

Menu

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

Off

Aktiviert

e.g. 5 seconds

Value

e.g. PBX<->0SC

e.g. Both

e.g. 0SC

e.g. 967377
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External Address

Description

Direction

Associated Line

Local Address

External Address

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

Configuration of CLID translation

Field

Description

Call number

Called Line

Calling Address Translation

Description

Call number

Called Line

Calling Address Translation

Configuration of call routing

Field

Description

Administrative Status

Menu

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

Menu

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

e.g. 0622789154727

e.g. PBX<->ISDNBackup

e.g. Both

e.g. bri2—0

e.g. 967377

e.g. 766006977

Value

e.g. 0SC<->PBX

osc

Any

e.g. <:0>;

€.9. ISDN<->PBX

e.g. bri2—o0

Any

eg. <:0>;

Value

€.0. ISDN PBX

Enable
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Type

Calling Line

Called Address

Trunk Line

Description

Administrative Status

Type

Calling Line

Called Address

Priority

Administrative Status

Outbound Line

Priority

Administrative Status

Outbound Line

Application Level Gateway

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

Trunk

Any

eg. *

e.g. bri2-3

e.g. Provider

Enable

External

Any

e.g. *

Enable

e.g. bri2-0

Enable

e.g. 0SC

Description

Administrative Status

VoIP -> Application Level
Gateway -> <SIP UDP

5060>
VoIP -> Application Level

e.g. SIP UDP 5060

Aktiviert
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Gateway -> <SIP UDP
5060>

Protocol VoIP -> Application Level UDP
Gateway -> <SIP UDP

5060>

Destination Port VoIP -> Application Level 5060
Gateway -> <SIP UDP

5060>

Session Timeout VoIP -> Application Level 7200
Gateway -> <SIP UDP

5060>

Low Latency Transmission  VoIP -> Application Level Disabled
Gateway -> <SIP UDP

5060>
Real Time Jitter Control 7 7
Field Menu Value
Interface WAN -> Real Time Jitter e.g. enl-0

Control -> Controlled Inter-
faces -> New

Control Mode WAN -> Real Time Jitter Controlled RTP only
Control -> Controlled Inter-
faces -> New

Maximum Upload Speed WAN -> Real Time Jitter e.g. 128 kbit/s
Control -> Controlled Inter-
faces -> New

bintec elmeg GmbH



Chapter 4 Media Gateway - Configuring the
connection of an ISDN PABX to a SIP trunking
account with provider Toplink

4.1 Introduction

The following chapters describe how to configure a bintec R4100 as a media gateway to
connect an ISDN PBX to a Toplink SIP trunking account. The ISDN PBX has been set up
for operation on a point-to-point ISDN access.

In our example, the main number for the point-to-point ISDN access 9673 and the direct di-
alling range numbers of the extensions is a two-digit number. The PABX is connected to
the media gateway over an ISDN port. The second ISDN port of the media gateway is con-
nected with an exchange-based point-to-point ISDN access and serves as an ISDN backup
line.

SIP Provider

]
1
1
1
1 Toplink
1

1

Media-Gateway

elmeg T 4x4

Illlllllnli!il Nzi;lzlolﬁk
Fig. 43: Example scenario

Requirements

The following are required for the configuration:

* A bintec media gateway with system software 7.6.6.

¢ A DSP module (4-way) must be installed

¢ An Internet connection with sufficient bandwidth (recommended uplink bandwidth >= 256
kbp/s)

Configuration in this scenario is carried out using the GUI (Graphical User Interface) .

Workshops (Excerpt)
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4.2 Configuration

4.2.1 Configuring the ISDN interfaces

ISDN port ISDN-0 on bintec R4100 is connected to the NTBA (Network Termination Basis
Connection) of the ISDN backup line. The ISDN ports of the media gateway are already en-
abled in ISDN TE mode in the ex works state and the ISDN switch type is recognised auto-
matically when starting the media gateway. As a result, no changes have to be made for
this ISDN port.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (TE)

Save configur ation ISDN Configuration MSN Configuration
System Management >
inalcalintaraces, - Basic Parameters
AUX =
= Fort Mame bri2-0 (TE}
ISDH Ports Autoconfiguration on Bootup [“lEnabled
LAN Result of Autoconfiguration Port Usage: Dialup {Euro ISDN), ISDN Configuration Type: Point-to-Point
Baouting Part Usage
WAN
= ISDN Configuration Type Point-to-Multipoint * Point-to-Point

Firewall

Advanced Settings
oK Cancel

VolP

4 4 4 4 4 4 4

Local Services
Fig. 44: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (TE)
ISDN mode must be changed to NT Mode before the ISDN PBX can connect to the media
gateway at port 7sDN-1. To do this, the housing on the media gateway must be opened.

The link plugs for the ISDN-0 and ISDN-1 interfaces can be found on all devices on the
main PCB behind the ISDN terminal block.

Insert the link plugs for interfaces ISDN-0 and ISDN-1 as follows:

Internal/external switching ~ JOM External (factory default setting)
Internal/external switching ~ J1M internal

Power supply JOP Off (factory default setting)
Power supply J1P On

Terminator JoT Off (factory default setting)
Terminator J1T On

For further information on setting the ISDN interfaces see Release Notes 7.5.1 (Chapter:
2.2 Variable switching for ISDN SO0 interfaces).
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Once the 15DN-1 interface has been set by changing the link plugs to ISDN NT mode, you
can configure the port for connecting the PBX. As the PBX has been configured for opera-
tion on a point-to-point ISDN access, you must set the ISDN Configuration Type to Dia-
lup (Euro ISDN) point-to-point (NT Mode) on the media gateway.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-1 (NT)

Save configuration ISDN Configuration MSN Configuration
System Management -
Ainsicalitarfaces - Basic Parameters
Aux Port N briz-1 (NT)
Ethernet Ports priHame briz-1 1)
ISDH Ports Port Usage Dialup (Euro ISDN)
LAN
= 180N Configuration Tupe C point-to-Multipoint & Point-to-Point
Routting -
Subscriber Number I
WAN -
VPN - A
Advanced Settings
Firewall -
oK Cancel

VolP hd

Fig. 45: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-1 (NT)

Relevant fields in the ISDN Configuration menu

Port Name Shows the name of the ISDN port.

Port Usage Select the protocol that you want to use for the ISDN port.
ISDN Configuration Here, select ISDN access configuration Point-to-Point.
Type

4.2.2 Configuring the Toplink SIP trunking accounts

The login data for registering the SIP trunking accounts with provider Toplink are entered in
the SIP Accounts menu. To create the account, add a new entry and configure the ac-
count as indicated below.

In the Trunk Settings submenu, you can define the settings for direct dial-in. An incoming
call can be routed to just one terminal device (direct dial-in). For an outgoing call, the caller
can be indicated to the called party.

The following settings ensures that your own subscriber number is transmitted correctly
with outgoing calls. With a Toplink SIP trunking account, your own subscriber number (with
attached direct dialling range number) is indicated in the SIP header field for caller address
P-preferred.

(1) Goto VoIP -> Media Gateway -> SIP Accounts-> New.
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Save configuration Extensions | SIP Accounts Call Routing | CLID Translation Call Translation Options
System Management =
Pmlcﬂl'lmrraees v Basic Parameters
LAN v =
- - Description ITopImk
Routing Z
wm i Administrative Status Enabled
VBN - Trunk Mode Ooft @ client O Server
Firewall 2 Repistrar Iinp\mkﬂvmce de
VolP -

| Application Level Gateway ouhnindEroy I

Media Gateway

| Realm l

Local Senvices X
T i Protacal UDP » Port: |5060
Maintenance -
External Reporting - UserName |D1083a41000
Monitoring 4 Authentication ID I

Fassword igeheim

Registration [“IEnabled

Expire Time 600 sec

Trunk Settings

SIP Header Field(s) for Caller Address F-Preferred R

Advanced Settings

Codec Settings

Codec Proposal Sequence Cipefautt ' Quality ©© Low Bandwidth ' High Bandwidth
o711 uLaw| Fo711 alaw| Mlorze Oo72640

Sort Order

Cerzeaz  Ooerezs  Clorze1e CoTMF outband

“oice Quality Settings

Echo Cancellation [l Enabled
Comfort Moise Generation ¥l Enabled
Packet Size IED ms
oK ~ cancel

Fig. 46: VoIP -> Media Gateway -> SIP Accounts -> New

Relevant fields in the SIP Accounts menu

Description Here, assign a name to the account. Maximum number of char-
acters: 40.

Administrative Status Enable the administrative status of the account.

Trunk Mode Select the trunk mode to be used. If you select c1ient, the me-
dia gateway is run as a SIP client.

Registrar Here, enter the IP address of the SIP registrar or of the SIP
proxy server. Maximum number of characters: 40.

Protocol Select the protocol to be used for data transport.

Port Number of the TCP or UDP port to be used for the connection

to the server or proxy.
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User Name

Authentication ID

Password

Registration

Expire Time

SIP Header Field(s) for
Caller Address

Here, enter the username for authentication if your VoIP pro-
vider has assigned one to you.

Enter a name that is to be used for authentication. If you do not
enter a name, the name in the User Name field is used.

The VolIP provider gives you a PIN or password for authentica-
tion. You must enter this value here. Maximum number of char-
acters: 40.

Enables or disables the SIP REGISTER registration mechan-
ism.

Shows the time in seconds after which the current registration
becomes invalid and a new registration request is therefore
sent.

This option defines where and how the DDI sender (caller) ad-
dress is sent for outgoing calls.

Select P-Preferred. The so-called "p-preferred-identity” field
is added to the SIP header and contains the sender address.

In the Advanced Settings menu, perform the settings for the SIP protocol and other spe-

cific settings.

In the Codec Settings submenu you can define which codecs are used for the selected

account.

Note

The codecs actually used are the intersect of the codecs defined here and those sig-
nalled by the provider. For outgoing calls, any remaining codecs are dropped from the
list that would require more than the available bandwidth.

Some fields are optional and only have to be set if required for the corresponding account.

Relevant fields in the menu Advanced Settings

Codec Proposal Se-
quence

Determine the order in which the codecs are offered for use by
the media gateway. If the first codec cannot be used, the
second is tried and so on.

Select Low Bandwidth. As a result, the bintec media gateway
gives preference to compressing codecs in order to occupy as
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little bandwidth as possible for the VolP connections (RTP

streams).
Sort Order Select the codecs to be proposed for the connection.
Echo cancellation Enable or disable echo cancellation. If Enabled is selected,

echo feedback is suppressed.

Comfort Noise Genera-
tion (CNG) Specify whether Comfort Noise Generation should be used. The

slight comfort noise generation prevents subscribers from think-
ing that the connection is lost during pauses.

Packet Size The transmission time of an RTP data packet in milliseconds.
Possible values: 10 ... 60.

If registration with the VoIP provider is successful, the status in the provider menu shows
€3 The status of the VoIP connection is changed by pressing the |1| button or E button in

the Action column.
(1) Goto VoIP -> Media Gateway -> SIP Accounts.

Save configuration Extensions SIP Accounts Call Routing  CLID Translation Call Translation Options
System Management -
Physical Interfaces ' Description Registrar / Oulbourd Proxy Frotocol Status Action
LAN - Toplink toplink-voice de UDF [+] EIE (i
Routing a
e = New
VPN =
Firewall b

VolP -
Application Level Gateway
Media Gateway

Fig. 47: VoIP -> Media Gateway -> SIP Accounts

4.2.3 Extension Assignment / Translation / Call Routing

In the Call Routing menu, the destination number determines which line is used to route
incoming and outgoing calls.

Since the external numbers of the ISDN PBX differ from the extensions used for the
Toplink SIP trunking account and the ISDN backup line, the extensions must first be trans-
lated.
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Toplink SIP Trunk
+49911647494 (0-9)

Media-Gateway
E————
Party line 10-15,

W son. T Meue
50, 80 und 99

............ 1 ISDN Backu,
(Prefix) 7660069 {0-9)

ISDN PBX
external call number
9673 (00-29)

Fig. 48: Extension numbers

Call Translation

The ISDN PBX uses the master subscriber number 9673 on the external ISDN port and a
two-digit extension block (00-99), which indicates the respective extension.

The Toplink SIP trunking account used in this example allows up to 10 extensions to be
connected with a one-digit direct dialling range number. In this example the following exten
sions have been connected to the ISDN PBX: 10, 11, 12, 13, 14, 15, 50, 80, 99.

An incoming call via the Toplink SIP trunking account is signalled to the media gateway
with the called party number (destination number) +49911647494 and a one-digit direct di-
alling range number (0-9). For the call to be transferred successfully, the media gateway
must change this called party number from +49911647494 [extension number] to 9673
[extension number]. With an outgoing call, the ISDN PBX signals to the media gateway the
calling party number (subscriber number of the caller) 9673 with an attached extension
number (00-99). The media gateway then initiates an outgoing call over the Toplink SIP
trunking account and uses the calling party number +49911647494 with the attached one-
digit extension number [0-9].

In this example the ISDN PBX uses a two-digit extension number block (9673[00-99]) to
refer to the respective extension for the external subscriber number. The Toplink SIP trunk-
ing account, however, only provides a one-digit extension number block
(+49911647494[0-9]). Consequently, the number of the respective extension cannot be
transferred exactly for incoming and outgoing calls.

The following configuration is required for the extension number translation described:

The translation of the subscriber numbers for extensions 10 to 15 can be configured with a
single Call Translation entry. This simplified method is achieved by using a placeholder
('?"). The configuration shown in this example translates the called party number
+49911647494-1 to extension number 9673-11, for example, for an incoming call. With an
outgoing call initiated from extension 11, this entry allows the calling party number to be
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translated from 9673-11 to +49911647494-1. The call translation function always retains
the last digit of the dialled subscriber number for incoming calls, and replaces the previous
digits of the subscriber number.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

Save configur ation Extensions SIP Accounts Call Routing | CLID Translation Call Translation Options
System Management -
Rinaicallntaraces T Basic Parameters
LAN hd =
Description |1?<—>Topllnk
Routing -
WAN — Direction Both h
VPN - Associated Ling Taoplink +
Gltgiall = Local Address IEE?EW
VolP -

Application Level Gateway External Address |*499115474947

Media Gateway

Local Services - OK Cancel
Fig. 49: VoIP -> Media Gateway -> Call Translation ->New

Relevant fields in the Call Translation menu
Field Meaning
Description Give the number translation a name.

Direction
Here you enter the direction to which the entry is to apply.

Select Both for incoming and outgoing calls (bidirectional).

Associated Line Determines the line or SIP account via which the calls are to be
routed.

Local Address
Here you enter the internal number (e.g. extension or PBX num-
ber).

For outgoing calls, the signalled Calling Party Number
(corresponds in the menu to the Local Address field) is trans-
lated to the External Address.

Numerical and alphanumerical characters are permissible.
? is a placeholder for an arbitrary digit.

Note Local Address and External Address must contain the
same number of wildcards.

External Address Enter the external number here. For outgoing calls, the sig-
nalled called party number (corresponding in the menu to the
Local Address field) is translated to the External Address.



A similar entry is required to translate numbers between the ISDN PBX and the ISDN
backup line. For example, with an incoming call the called party number 76600691 is trans-
lated to 967311 and then signalled to the ISDN PBX by the call translation. With an outgo-
ing call initiated from extension 11, this call translation configuration translates the calling
party number from 967311 to 76600691.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

Extensions SIP Accounts Call Routing CLID Translation Call Translation Options

Basic Parameters

Description Im
Direction
Associated Line
Local Address IEE?EW

External Address |760063?

Media Gateway

C oK ) (_ cancel )

Fig. 50: VoIP -> Media Gateway -> Call Translation ->New

Placeholders cannot be used to create the call translation entries for the other direct dial-
ling range numbers used in this example. You must therefore create your own call transla-
tion entry for each extension.

The following chapter describes how to configure Call Translation for extensions 50, 80
and 99.

The following call translation configuration translates the calling party number 967350 to
+499116474946 when making outgoing calls. With incoming calls, the called party number
is changed accordingly.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

Extensions SIP Accounts Call Routing CLID Translation <Call Translation QOptions

Basic Parameters

Description W
Direction
Associated Line
Local Address IBB?SSD

Extemal Address [raa311647 4346

Media Gateway

ok ) (_ cancel )

Fig. 51: VoIP -> Media Gateway -> Call Translation ->New

The following call translation configuration translates the calling party number 967350 to
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76600696 when making outgoing calls. With incoming calls, the called party number is
changed accordingly.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

Extensions | SIP Accounts | Call Routing ¢€LID Translation | €all Translation Options

Basic Parameters

Description Im
Direction
Associated Line
Local Address ISE?SED

External Address |7eE00685

Media Gateway

oKk ) (_ cancel )

Fig. 52: VoIP -> Media Gateway -> Call Translation ->New

The following call translation configuration translates the calling party number 967380 to
+499116474947 when making outgoing calls. With incoming calls, the called party number
is changed accordingly.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

_save configuration Extensions SIP Accounts Call Routing CLID Translation Call Translation Options

Basic Parameters

Description IW
Direction
Associated Line
Local Address IEIE?SBI]

External Address | +435115474547

Media Gateway

( oK ) (__ cancel )

Fig. 53: VoIP -> Media Gateway -> Call Translation ->New

The following call translation configuration translates the calling party number 967380 to
76600697 when making outgoing calls. With incoming calls, the called party number is
changed accordingly.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.
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Extensions SIP Accounts | Call Routing  CLID Translation Call Translation Options

Basic Parameters
Description lm
Direction
Associated Line briz-0 |
Local Address ISE?3ED

Extetnal Address | 76600847

C oK ) (__ cancel

Fig. 54: VoIP -> Media Gateway -> Call Translation ->New

The following call translation configuration translates the calling party number 967399 to
+499116474948 when making outgoing calls. With incoming calls, the called party number
is changed accordingly.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

Extensions  SIP Accounts  Call Routing CLID Translation | Call Translation Options
Basic Parameters
Description IBB«:TopIink
Direction
Associated Ling Toplink v
Local Address |967‘399
External Address |+499HE474948

ok ) (_ cancel )

Fig. 55: VoIP -> Media Gateway -> Call Translation ->New

The following call translation configuration translates the calling party number 967399 to
76600698 when making outgoing calls. With incoming calls, the called party number is
changed accordingly.

(1) Goto VoIP -> Media Gateway -> Call Translation ->New.

Workshops (Excerpt)



Extensions SIP Accounts Call Routing | CLID Translation Call Translation Options

Basic Parameters

Description ISB(—)\SDNBackup
Direction
Associated Line
Local Address IEE?SEEI

External Address I?EEDDESE

Media Gateway

C oK ) (_ cancel )

Fig. 56: VoIP -> Media Gateway -> Call Translation ->New

The complete configuration then looks like this:

(1) Goto VoIP -> Media Gateway -> Call Translation.

Extensions SIP Accounts Call Routing CLID Translation Call Translation Options

Description Local Address External Address Direction Aszsocisted Line
17=-=Toplink 967317 +4099116474947 Bath Toplink =
19=-=15DMNBackup 96737 TEEO0EGT Bath briz-0 El
A0=-=Toplink 9673480 +49911647 4846 Both Toplink El
50=-=ISDMbackup 967350 TEE00EIE Bath briz-0 El
80=-=Toplink 967380 +499116474947 Bath Toplink El
80=-=I5DMNBackup 967380 TEE00EYT Bath briz-0 2
49=-=Toplink 967399 +499116474848 Both Toplink El
49=-=ISDMNBackup 967399 TERO0RSE Both briz-0 El

Fig. 57: VoIP -> Media Gateway -> Call translation

4.2.4 Translating the calling party number (CLID)

If the ISDN PBX for outgoing connections requires a specific dialling code for the trunk pre-
fix (e.g. a leading 0), the calling party number must also be changed for incoming calls. The
calling party number must be changed to enable a callback directly from the caller list of a
telephone.

If an incoming call is signalled from extension 091196730, for example, the calling party
number of the caller must be displayed on the telephone with a leading zero (e.g.
0091196730). This change to the calling party number (for incoming calls) can be con-
figured in the CLID Translation menu.

The following chapter describes how to change the calling party number for incoming calls
over the Toplink SIP trunk. The calling party number (e.g. 091196730) transmitted by the
provider is preceded with a leading zero (e.g. 0091196730) according to the rule mechan-
ism.
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(1) Goto VolP

Save configuration
System Management
Physical Interfaces
LAN
Routing
WAN
VPN
Firewall
VolP

Application Level Gateway
Media Gateway

Local Services

4 Media Gateway - Configuring the connection of an ISDN
PABX to a SIP trunking account with provider Toplink

-> Media Gateway -> CLID Translation -> New.

Extensions SIP Accounts  Call Routing CLID Translation Call Translation Options

Basic Parameters

-
Description Toplink->FBX

-

- Calling Line Toplink »

- Called Ling Any ¥

T Called Address |

-
Calling Address Translation |<'D>:

- oK Cancel

Fig. 58: VoIP -> Media Gateway -> CLID Translation -> New

This section describes how to change the calling party number for incoming calls over the
ISDN backup line.

(1) Goto VolP

Save configur ation
System Management
Physical Interfaces
LAN
Routing
WAN
VPN
Firewall

VolP
Application Level Gateway
Media Gateway

Local Services

-> Media Gateway -> CLID Translation -> New.

Extensions SIP Accounts  Call Routing CLID Translation call Translation | Options

Basic Parameters

= Description W
- Calling Line briz-0  »

- Called Ling Ay W

T Called Address |

z Calling Address Translation |< 0

- OK Cancel

Fig. 59: VoIP -> Media Gateway -> CLID Translation -> New

Relevant fields i

n the CLID Translation menu

Field ' Meaning

Description

Call number

Called Line

Called Address

Here, enter the name of the CLID translation entry.

Select the line or SIP account via which the calls are to be
routed.

Here you enter the direction to which the entry is to apply.

Select Any for incoming and outgoing calls (bidirectional).

Here you have the option of entering the destination address of
the call.

Calling Address Transla-

tion

Enter the transformation rule applied to the call numbers.
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The calling party number transmitted by the provider is pre-
ceded with a leading zero according to the rule mechanism.

Configuration of call routing

In the Call Routing menu, there is a definition of which SIP account or ISDN line is used
when establishing a call.

@ Note

In principle, care must be taken when configuring call routing that the rules for call
translation take priority over call routing. This means that the numbers converted after
the call translation must be taken into account in the call routing menu.

Two entries are required to convert the extension numbers shown above.

With incoming calls, the called party number is changed using the call translation mechan-
ism to 9673 (master subscriber number of the ISDN PBX) with attached extension number
(e.g. 967311). The following call routing configuration routes all calls with a destination
number starting with 9673 to ISDN port bri2-1, and therefore to the ISDN PBX.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.

Save configuration Extensions SIP Accounts Call Routing CLID Translation  Call Translation Options
System Management -
Physical Interfaces e Basic Parameters
LAN =
Description IISDN?PBX
Routing =
WAN - Administrative Status Enable
VPN - Type Trunk %
Firewall T Calling Line Ay ™
VolP - i —
Application Level Gateway Caling Address
Melin Clewi Called Address |96?3*
Local Services -
Routing Rule
Maintenance - =
- Trunk Ling briz-3 v
External Reporting -
Monitoring - Called Address Translation I
OK Cancel

Fig. 60: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

Description Here you give the entry a name.
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Administrative Status
Type

Called Line

Called Address

Trunk Line

The entry is used with Enable.

Select Trunk for calls that are routed to a PBX behind the me-
dia gateway.

Here you enter the direction to which the entry is to apply.

Select Any for incoming and outgoing calls (bidirectional).

Here you can enter an address numerically (e.g. a subscriber
number) or alphanumerically (e.g. for a trunk) that is to be com-
pared with a dialled address. You can use wildcards.

* means that at the end of a character string any number of
characters may follow,

If the configured address agrees with the signalled address, the
routing entry is used.

Defines the ISDN port for a call routed to the ISDN PBX.

An additional call routing entry is required for outgoing connections. If wildcards "*" are
used in the Called Address option, all outgoing calls are routed via the SIP accounts/ISDN
lines listed in the table. In the following configuration the media gateway mainly initiates
outgoing connections over the Toplink SIP trunking account (Order 1). If the Toplink SIP
trunking account fails (e.g. due to a failed SIP registration) the outgoing calls are routed
over the ISDN backup line (Order 2).

The following section shows the call routing entries that are required for outgoing connec-

tions.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save configuration Extensions |SIP Accounts Call Routing CLID Translation Call Translation Options
System Management -
Aingicalinteriaces T Basic Parameters
LAN = -
Description Provider
Routing ~
WAN B Administrative Status Enable
VPN - Type External |+
Firewall T Calling Line Any
VolP - ) I—
Application Level Gateway waling Address
Moiis Caloumy Called Address N
Local Services " - - o
Priority Line Called Address Translstion Status Action
Maintenance - i BrHz-0 ) B0 il
External Reporting - 2 C [+] [+]%]
Monitoring n Add
Routing Rule
Priority 2
Administrative Status Enable
Outhaund Line briz-l »
Called Address Translation
Apply
OK Cancel

Fig. 61: VoIlP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu
Description Here you give the entry a name.
Administrative Status The entry is used with Enable.

Type Select External for calls that are to be routed as outgoing ex-
ternal calls. This can be done using standard SIP accounts or
SIP trunking accounts in DDI client mode.

Calling Line
Here you enter the direction to which the entry is to apply.
Select Any for incoming and outgoing calls (bidirectional).
Called Address Here you can enter an address that is compared with the dialled

address. You can use wildcards. If wildcards * are used in the
Called Address option, all calls that cannot be handled by an-
other call routing are routed via the SIP accounts/ISDN lines lis-
ted in the table.

You can now create a list with connections over which outgoing calls can be sent. If the line
(SIP provider or ISDN line) cannot be used with Order 1, the line with the next highest or-
der will be used to establish the connection.

Use Add to create entries.
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Relevant fields in the Routing Rule menu

Priority Determines the order of the filter rules, starting with 1 in in-
creasing numerical order.

Admin Status The entry is used with Enable.

Outbound Line Defines the PSTN line (PRI, BRI, FXO) or the SIP account used
for an outgoing call.

4.2.5 Enabling the Application Level Gateway for dynamic
monitoring of the NAT and firewall instance

To enable IP telephones to connect by SIP to a VoIP Provider your device has an Applica-
tion Level Gateway (ALG), i.e. an appropriate proxy that implements the necessary NAPT
and firewall releases.

In our example the media gateway is connected to the internet over an ADSL path. For se-
curity reasons Network Address Translation and the Stateful Inspection Firewall have
been enabled. The Application Level Gateway must be enabled to prevent any negative
interference by the firewall to VoIP calls (e.g. blocking the RTP stream). During a VoIP call
the Application Level Gateway dynamically authorises access to the internet for the re-
quired SIP and RTP connections.

In the ex works state two proxy entries are predefined for the SIP Application Level Gate-
way.

In our example the SIP UDP 5060 proxy entry is enabled.
(1) Goto VoIP -> Application Level Gateway -> SIP-Proxies -> <SIP UDP 5060> .

Save configuration SIP Proxies SIP Endpoints
System Management

Blgicalnterfaces, Basic Parameters

-
LAN -
Description ISIP DR 5060

Routing -
WAN - Administrative Status Enabled
VPN - Protocol UDP » | Destination Port|5060
Eironall d Bession Timeout I?ZDD sec
VolP -

Application Level Gateway Low Latency Transmission Cenabled

Media Gateway
Lacal Senvces - ol el L]

Fig. 62: VoIP -> Application Level Gateway -> SIP-Proxies -> <SIP UDP 5060>

Relevant fields in the SIP Proxies menu
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Description Name of the proxy entry.

Administrative Status Set Administrative Status to Active.

Protocol Defines the protocol to be used.
Destination Port Here you enter the port to be supervised by the proxy.
Session Timeout Shows the time in seconds for which a session stays up if no

data packets are sent or received.

Low Latency Transmis-

sion Mechanism to minimise the transit time of VolP data packets

between two subscribers. This guarantees good voice quality
with high line load.

Note that Low Latency Transmission does not have to be
switched on if the media gateway supervises the VolP connec-
tion.

If Enabled, the voice quality is optimised, if Disabled, the
voice quality is not optimised.

Real Time Jitter Control

If the internet connection of the router is used for other internet traffic or VPN connections
in addition to VoIP data traffic, the QoS mechanism should be enabled. If the upload band-
width of the Internet connection is under 1 Mbps, the Controlled Interface mechanism
should also be enabled. The Controlled Interface function fragments the remaining
(non-VolIP) traffic to prevent breaks in VoIP calls. If the internal ADSL modem of the router
is not used, the maximum upload bandwidth must be configured manually. In this example
an upload bandwidth of 512 kbps is used. Configuring the Controlled Interface function
automatically enables the QoS mechanism.

Note

When using the media gateway, Control Mode should always be set on Controlled
RTP only.

(1) Goto WAN -> Real Time Jitter Control -> Controlled Interfaces -> New.
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Fig. 63: WAN -> Real Time Jitter Control -> Controlled Interfaces -> New

Relevant fields in the Controlled Interfaces menu
Field Meaning

Interface Here you select the connection on which the voice transmission
is to be optimised.

Control Mode
Select the mode for the optimisation.

Select cControlled RTP Streams only: By means of the
data routed through the media gateway, the system recognises
VolIP data traffic and optimises the voice transmission. This set-
ting should always be used together with the media gateway.

Maximum Upload Speed Enter the maximum available upstream bandwidth in kbp/s for
the selected interface.

Workshops (Excerpt)
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4.3 Overview of configuration steps

Configuring the external ISDN interface

Port Name Physical Interfaces -> ISDN bri2-0 (TE)
Ports -> <bri2-0 (TE)>

Autoconfiguration on Bootup Physical Interfaces -> ISDN Aktiviert
Ports -> <bri2-0 (TE)>

Result of Autoconfiguration  Physical Interfaces -> ISDN Port Usage: Dialup
Ports -> <bri2-0 (TE)> (Euro-ISDN), ISDN
Configuration Type;
Point-to-point
Port Name Physical interfaces -> ISDN bri2-1 (NT)
Ports -> <bri2-1 (NT)>

Port Usage Physical interfaces -> ISDN Dialup (Euro ISDN)
Ports -> <bri2-1 (NT)>

ISDN Configuration Type Physical interfaces -> ISDN Point-to-point
Ports -> <bri2-1 (NT)>

Configuration of SIP accounts
Field Menu Value

Description VoIP -> Media Gateway -> e.g. Toplink
SIP Accounts -> New

Administrative Status VoIP -> Media Gateway -> Aktiviert
SIP Accounts -> New

Trunk Mode VoIP -> Media Gateway -> Client
SIP Accounts -> New

Registrar VoIP -> Media Gateway -> e.g. toplink-voice.de
SIP Accounts -> New

Protocol VoIP -> Media Gateway -> e.g. UDP
SIP Accounts -> New

Port VoIP -> Media Gateway -> 5060
SIP Accounts -> New

User Name VoIP -> Media Gateway -> e.g. D1093941000
SIP Accounts -> New

Password VoIP -> Media Gateway -> e.g. secret
SIP Accounts -> New
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Registration

Expire Time

SIP Header Field(s) for
Caller Address

Codec Proposal Sequence

Echo cancellation

Comfort Noise Generation

Packet Size

Call Translation

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts ->New Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts ->New Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts ->New Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts ->New Ad-
vanced Settings

Aktiviert

600 Sec

P-Preferred

Low Bandwidth

Aktiviert

Aktiviert

30 ms

Description

Direction

Associated Line

Local Address

External Address

Description

Direction

Associated Line

Local Address

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->

e.g. 1?<->Toplink

Both

e.g. Toplink

e.g. 967312

e.g. +499116474947?

e.g. 1?<->ISDNBackup

Both

e.g. bri2—o0

e.g. 967317
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L

External Address

Description

Direction

Associated Line

Local Address

External Address

Description

Direction

Associated Line

Local Address

External Address

Description

Direction

Associated Line

Local Address

External Address

Description

Direction

Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

e.g. 76600697

e.g. 50<->Toplink

Both

e.g. Toplink

e.g. 967350

e.g. +499116474946

e.g. 50<->ISDNBackup

Both

e.g. bri2-0

e.g. 967350

e.g. 76600696

e.g. 80<->Toplink

Both

e.g. Toplink

e.g. 967380

e.g. +499116474947

e.g. 80<->ISDNBackup

Both
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Associated Line

Local Address

External Address

Description

Direction

Associated Line

Local Address

External Address

Description

Direction

Associated Line

Local Address

External Address

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

VoIP -> Media Gateway ->
Call Translation -> New

Configuration of CLID translation

Field

Description

Call number

Called Line

Calling Address Translation

Menu

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

e.g. bri2-0

e.g. 967380

e.g. 76600697

e.g. 99<->Toplink

Both

e.g. Toplink

e.g. 967399

e.g. +499116474948

e.g. 99<->ISDNBackup

Both

e.g. bri2—0

e.g. 967399

€e.g. 76600698

Value

e.g. Toplink->PBX

Toplink

Any

e.g. <:0>;
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Description

Call number

Called Line

Calling Address Translation

Configuration of call routing

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

VoIP -> Media Gateway ->
CLID Translation -> New

€.g. ISDN->PBX

e.g. bri2-0

Any

e.g. <:0>;

Description

Administrative Status

Type

Calling Line

Called Address

Trunk Line

Description

Administrative Status

Type

Calling Line

Called Address

Priority

Administrative Status

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

e.9. ISDN PBX

Enable

Trunk

Any

e.g. 9673*

e.g. bri2-3

e.g. Provider

Enable

External

Any

e.g. *

Enable
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Outbound Line

Priority

Administrative Status

Outbound Line

Application Level Gateway

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

€.g. Toplink

Enable

e.g. bri2—0

Description

Administrative Status

Protocol

Destination Port

Session Timeout

Low Latency Transmission

Real Time Jitter Control

VoIP -> Application Level
Gateway -> <SIP UDP

5060>

VoIP -> Application Level
Gateway -> <SIP UDP

5060>

VoIP -> Application Level
Gateway -> <SIP UDP

5060>

VoIP -> Application Level
Gateway -> <SIP UDP

5060>

VoIP -> Application Level
Gateway -> <SIP UDP

5060>

VoIP -> Application Level
Gateway -> <SIP UDP

5060>

€.g. SIP UDP 5060

Aktiviert

UDP

5060

7200

Disabled

Interface

Control Mode

WAN -> Real Time Jitter

Control -> Controlled Inter-

faces -> New

WAN -> Real Time Jitter

Control -> Controlled Inter-

faces -> New

e.g. enl-0

Controlled RTP only



Field Menu Value

Maximum Upload Speed WAN -> Real Time Jitter e.g. 128 kbit/s
Control -> Controlled Inter-
faces -> New

Workshops (Excerpt)




Chapter 5 Media Gateway - Connecting an
ISDN PBX to a sipgate VolP account

This chapter describes how to configure a bintec media gateway to connect an existing
ISDN PBX to a sipgate VoIP account. By using a different trunk prefix outgoing connections
can be sent over the existing ISDN connection or via VolP/sipgate. The extensions of the
existing ISDN line are used as outgoing lines for both connections. Incoming connections
are always accepted over ISDN.

VolIP Provider
sipgate

Media-Gateway

IIIIIIIIIIIIIII! Network

Fig. 64: Example scenario

Requirements

The following are required for the configuration:

e The ISDN PBX is configured for operation on an ISDN point-to-multipoint connection. In
this example the following subscriber numbers are used: (0911)7660069-0 to
(0911)7660069-9

¢ The bintec media gateway is connected to the internet.
¢ An account has been set up with VoIP provider sipgate

* A bintec media gateway (e.g. R1200, R3000, R4100) with at least two ISDN BRI inter-
faces is required.

* The optional DSP module and any ISDN BRI licences that are required must be installed

Configuration in this scenario is carried out using the GUI (Graphical User Interface).

5.1 Configuration

Workshops (Excerpt)



5.1.1 Configuring the sender number for the sipgate VolP ac-
count

The settings of the sipgate account must be changed so that the correct subscriber number
can be determined for outgoing calls. The telephony settings must be changed as follows:

M‘ Anmufe IKnntakta [vnmemml | sMs ‘ Fax || Kento [Tanfe ‘ Hardware ‘ Downloads Hilfe-Center

Einstellungen

Ubersicht Persinliche Daten  Vertrag  Telefonie i i Fax

Eingehende Verbindungen Anruf auf: klingelt auf Endgerat
081130835074
Rufnummer andern

Absenderrufnummer setzen Endgerate mit SIP-ID: setzen Absendernummer:

Bestimren Sse die Bufuummer welehe als The

i e Dl 8861755 setzt das Endgerat v

Display das Angermfes

Automatische Vorwahl Endgeréte mit SIP-ID: antomatische Vorwahl:
Bei ausgehenden Tele fonaven wihlen vir disse =
Vorwall sutomatiseh vor allen Nurmamen, die nicht Seens IR = |
it 0 begmen

Tarifansage [« Ja, Preis pro Minute vor jedem Gesprach ansagen

Wahlen Ste_ o vor jedem Gesprach der jeweilige
Minmtenpreis angesagt wenlen sell.

Notruf [ aktiviert fiir Thr Ortsnetz 0911 mit folgender Anschrift:
Notrufes | 110 ofer 1131 wird [hre Stdwestpark Dt
90449 Nirnberg oo oo

Fig. 65: Settings

5.1.2 Configuring the ISDN interfaces

The external ISDN 50 port on the PBX (point-to-multipoint connection) is connected to a
BRI port on the media gateway. The ISDN mode for this BRI port must be changed to NT
Mode. To do this, the housing on the media gateway must be opened. The link plugs for the
ISDN-0 and ISDN-1 interfaces can be found on all devices on the main PCB behind the
ISDN terminal block.

For further information on setting the ISDN interfaces see Release Notes 7.5.1 (Chapter:
2.2 Variable switching for ISDN SO0 interfaces).

Next, the ISDN configuration typecan be seton Dialup (Euro-ISDN) Point-
to-Multipoint.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (NT) @

Workshops (Excerpt)
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Save configuration
System Management

Physical Interfaces
AUX
Ethernet Ports
ISDH Ports

LAN
Routing
WAN
VPN
Firewall
VolP

Basic Parameters

5 Media Gateway - Connecting an ISDN PBX to a sipgate
VolIP account

ISDN Configuration MSHN Configuration

Fort Hame briz-0 (NT)
Autoconfiguration on Bootup CEnabled
Fort Usage Dialup (Euro ISDM) »

ISON Configuration Type

{Zipoint-to-Muttipoint ' Point-to-Point

Advanced Settings
oK Cancel

Fig. 66: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (NT)

Relevant fields in the ISDN Configuration menu

Field Meaning

Shows the name of the ISDN port.

Port Name

Port Usage

ISDN Configuration

Type

Select the protocol that you want to use for the ISDN port.

Select Dialup (Euro-ISDN).

Here, select the ISDN access configuration Point—
to-Multipoint.

An additional ISDN port on the media gateway is connected with the NTBA for the external
ISDN line. The ISDN ports of the media gateway are already enabled in ISDN TE mode in
the ex works state and the ISDN switch type is recognised automatically when starting the
media gateway. As a result, no changes have to be made for this ISDN port.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-1 (TE)

Save configuration

System Management

Physical Interfaces
AUX
Ethernet Ports
ISDH Ports

LAN
Routing
WAN
VPN
Firewall
VolP

Local Services

=

Basic Parameters

Paort Name

Autoconfiguration on Bootup

Result of Autoconfiguration

Port Usage

ISDN Configuration Type

ISDN Configuration

biiz-1 (TE)

Enabled

MSN Configuration

Port Usage: Dialup (Euro ISDN}, ISDN Configuration Type: Point-to-Multipoint

Point-to-Multipoint

Point-to-Point

Advanced Settings

oK

Cancel

Fig. 67: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-1 (TE)

Relevant fields in the ISDN Configuration menu
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Port Name Shows the name of the ISDN port.
Autoconfiguration on Here, select whether the ISDN switch type should be automatic-
Bootup ally recognised.

Result of Autoconfigura- The status of the ISDN autoconfiguration is displayed here.
tion Automatic D-channel recognition runs until a setting is found.
This field cannot be edited.

Port Usage
If the ISDN protocol is not automatically recognised, you must
select the port here manually. For this, you must first disable
Automatic Configuration at Start.
Select Dialup (Euro-ISDN).

ISDN Configuration Here, select the ISDN access configuration Point—

Type to-Multipoint.

5.1.3 Configuring the sipgate VolP account

The login data for registering the SIP accounts with provider sipgate are entered in the SIP
Accounts menu.

Additional settings are required in the Trunk Settings submenu to configure a SIP trunking
account. With outgoing calls sipgate allows a modified calling party number (caller number)
to be transmitted. With outgoing calls sent via the sipgate account, the calling party number
of the previously used ISDN point-to-multipoint connection is indicated. With the setting
Display Only your own subscriber number is indicated in the SIP header field of the SIP
INVITE message.

To create the account, add a new entry and configure the account as indicated below.

(1) Goto VoIP -> Media Gateway -> SIP Accounts -> New.
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Save configuration
System Management
Physical Interfaces
LAN
Routing
WAN
VPN
Firewall
VolP

Application Level Gateway

Media Gateway
Local Services
Maintenance
External Reporting

Monitoring

Extensions

5 Media Gateway - Connecting an ISDN PBX to a sipgate

SIP
Accounts
Basic Parameters
Description
Adrministrative Status
Trunk Mode
Registrar
Quthound Proxy
Realm
Protocol
User Name
Authentication ID
Paggword
Registration
Expire Time

Trunk Settings

VoIP account

all CLID Call ISDN
Routin Translation Translation

Iswpgate
Enabled

Cofif @ client O server O gw-trunk

|9\pgate.de

I
I
UDP '+ Port: |5060

|8861755

|gehewm

Enabled

IED sec

SIP Header Field(s) for Caller Address | Disahled e

Codec Settings

Codec Proposal Sequence

Sart Order

Woice Quality Settings
Echao Cancellation

Comfort Maise Generation

Packet Size

Advanced Settings

@ pefaur O ouality O Low Bandwicdth O High Bandwidth

5711 ulaw M6 711 alaw Mo720 | [lo726-40 1738 Fax

Os7zeaz  Oerez4 [e726-18 [IDTMF Outband

Enabled

Enabled

|4D ms

OK Cancel

Fig. 68: VoIP -> Media Gateway -> SIP Accounts -> New

Relevant fields in the SIP Accounts menu

Field Meaning

Here, assign a name to the account. Maximum number of char-

Description

Administrative Status

Trunk Mode

Registrar

Protocol

Port

acters: 40.

Enable the administrative status of the account.

Select the trunk mode to be used. If you select c1ient, the me-
dia gateway is run as a SIP client.

Enter the IP address of the remote SIP terminal (client or serv-
er) here. Maximum number of characters: 40.

Select the protocol to be used for the connection to the server

or proxy.

Number of the TCP or UDP port to be used for the connection
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to the server or proxy.

User Name Here, enter the username for authentication if your VoIP pro-
vider has assigned one to you.

Authentication ID Enter a name that is to be used for authentication. If you do not
enter a name, the name in the User Name field is used.

Password The VolIP provider gives you a PIN or password for authentica-
tion. You must enter this value here. Maximum number of char-
acters: 40.

Registration Enables or disables the SIP REGISTER registration mechan-
ism.

Expire Time Shows the time in seconds after which the current registration
becomes invalid and a new registration request is therefore
sent.

SIP Header Field(s) for

Caller Address This option defines where and how the DDI sender (caller) ad-
dress is sent for outgoing calls.

Select Display Only. the sender address is placed in the
Display field of the SIP header.

In the Advanced Settings menu, perform the settings for the SIP protocol and other spe-
cific settings. In the Codec Settings submenu you can define which codecs are used for
the chosen account. The settings can be applied without changes.

Some fields are optional and only have to be set if required for the corresponding account.

Relevant fields in the menu Advanced Settings

Field Meaning

Codec Proposal Se-

quence Determine the order in which the codecs are offered for use by

the media gateway. If the first codec cannot be applied, an at-
tempt is made to use the second codec, and so on. Set Codec
Proposal Sequence to default. The codec in the first posi-
tion will be used.

You can sort the codecs according to quality or bandwidth.

Sort Order Select the codecs to be proposed for the connection. The co-
decs chosen here are proposed in a certain order, depending
on the setting in the Codec Proposal Sequence field.

Echo cancellation Enable or disable echo cancellation. If Enabled is selected,
echo feedback is suppressed.
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Comfort Noise Genera-
tion Specify whether Comfort Noise Generation should be used. The

slight comfort noise generation prevents subscribers from think-
ing that the connection is lost during pauses.

Packet Size The transmission time of an RTP data packet in milliseconds.
Possible values: 10 ... 60.

If registration with the VoIP provider is successful, the status in the provider menu shows
€3 - The status of the VoIP connection is changed by pressing the |1| button or |I| button in

the Action column.

(1) Goto VoIP -> Media Gateway -> SIP Accounts.

Save configuration _ sIP call LD Eal T )
System Management - i Accounts Routing Translation Translation Trunks Optiens
Physical Interfaces -

LAN - Description Registrar § Outbound Prosy Praotocol Status Action

Rourting — sipoate sipgate de UDP [+) EII| @
WAN - e

VPN -

Firewall -

VolP -

Application Level Gateway
Media Gateway

Fig. 69: VoIP -> Media Gateway -> SIP Accounts

5.1.4 Configuring the internal extensions

In this example the internal ISDN port to connect to the ISDN PBX is operated as an ISDN
point-to-multipoint connection. It is therefore necessary to store the external MSN numbers
for the PBX. If more than one ISDN port is used in ISDN NT Mode (point-to-multipoint) on
the media gateway, the respective ISDN port can be selected.

(1) Goto VoIP -> Media Gateway -> Extensions -> New.



|

|_Save configuration | 1P call cLID call ISDN

i Extensions . counts Routing Translation Translation Trunks | 2etons
Rowtmg = pescrption |
; Extension f User Mame I?EEDDEHD
; Interface Type Osip ©1SDN
Salect ISDN interface
Advanced Settings
— e el

Fig. 70: VoIP -> Media Gateway -> Subscriber -> New

Relevant fields in the Extensions menu
Field Meaning

Extension / User Name Enter the subscriber number here. Maximum number of charac-
ters: 40.

Interface Type
Terminal type, an internal PBX is used for the call.

The ISDN setting can only be selected if ISDN interfaces with
the ISDN Configuration Type = Dialup (Euro ISDN)
point to multipoint (TE Mode) is Set.

Select ISDN interface Select an interface. The ISDN interface you can select depends
on the device used.

In our example, the 10 external MSN subscriber numbers for the PBX are connected to the
ISDN port bri2-0 on the media gateway. The complete configuration looks like this:

(1) Goto VoIP -> Media Gateway -> Extension.

iU
i Extensions Actﬁnts Rtﬁng Tru%llgtion Tral%tion Tlrflar:s Options
 Physical interfaces =

; Description Extension Type Irterface Status
; TBEO0GI0 ISDN hriz-0 [+] 2]
I 76600691 ISDN briz-l [+] ]
76600682 IS0M bri2-0 [+] &l
; TEEO0RS3 ISDN hriz-0 [+] 2]
; 7BE00BS4 ISOM briz-0 [+] @
— TBEO0BYS ISDN hriz-0 [+] Bl
75600696 ISDN briz-l [+] =
TREONRST ISDN hriz-0 (+] 2]
[ECE ISDN hriz-0 [+] 2]
76600693 IS0 briz-0 [+) @

Fig. 71: VoIP -> Media Gateway -> Extension
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5.1.5 Extension assignment - Call routing - Call translation

An MSN subscriber number of the PBX should be stored as the Default Extension in the
PBX Configuration menu. Here you can nominate an extension to receive calls that can-
not be routed because there is no valid routing entry for them.

(1) Goto VoIP -> Media Gateway -> Options.

Save configuration 1P call CLID call ISDN

SystemManagement - XtE0SIONS a0 0o ne Routing Translation Translation Trunks | OPtens
Physical Interfaces -
LAN -
Routing - Basic Parameters
WAN - Session Border Controller Mode Off v
VPN T hedia Stream Termination [ Enabled
Firewall -
Default Drop Extension I?EE[IEIEE1

VolP -

Application Level Gateway Dial Latency |5 Secolls

Media Gateway
Local Services - Advanced Settings
Maintenance = oK Cancel

External Reporting -

Fig. 72: VoIP -> Media Gateway -> Options

Relevant fields in the Options menu

Field Meaning

Session Border Control-

ler Mode Determines the behaviour of the media gateway in combination

with a session border controller. Select

of £: call routing is handles exclusively by the media gateway in
accordance with the configured call routing and the local exten-
sions. For calls that are to be routed via a particular provider
(account), you must configure a corresponding call routing
entry. Internal calls (from internal extension to internal exten-
sion) that are only to be routed internally do not require an addi-
tional call routing entry.

Media Stream Termina-

tion Determines how RTP sessions are controlled by the system.

Select

on: RTP sessions are terminated on the media gateway, i.e. all
RTP streams are controlled by the media gateway and routed
via the media gateway. The participating terminal devices (e.g.
SIP telephones) are not connected directly with one another.

Note that, for VoIP to VolP connections, there is no code trans-
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Default Drop Extension

Dialling break

Call Routing

lation for different VoIP terminal codecs. This is why the codecs
from media gateway and VolIP terminals must match; the RTP
sessions are not terminated on the media gateway, i.e. all RTP
streams are routed from the media gateway without termination.
The RTP data packets can be routed in complex networks and
thus also via other gateways.

Here you can nominate an extension to receive calls that cannot
be routed because there is no valid routing entry for them.

Maximum delay time before the system assumes the telephone
number entered is complete and starts the SIP dialling process
(sends the SIP INVITE message).

This timeout is reset each time that a button is pressed. If you
terminate the number entered with #, dialling is immediate.

The Call Routing menu determines whether outgoing connections are routed over the
ISDN line or over the sipgate VolP account. Here you can decide over which line the outgo-
ing call is initiated for each called or calling party number (with a special number as a trunk

prefix).

Our example shows the call routing entry through which all outgoing calls with an interna-
tional destination number (e.g. 0043, 0033) are initiated over the sipgate VolP account. The
Calling Line option indicates the ISDN port of the media gateway that is connected to the

ISDN PBX.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save confiuration : IP call CLID call ISDN )
System Management Extensions Accounts Routing Translation Translation Trunks Options
Physical Interfaces -

LAN - Basic Parameters
Routing T Description Iswpgate
WAN =
Administrative Status [l Enable
VPN =
hd

R . Type External

- Calling Line briz-0 +

lon L evel Gatzway. Calling Address |

Media Gateway
Local Services - Called Address o0
Maintenance = Priarity Line Called Sdoress Transktion Status Action
External Reporting - 1 - o [+[3] G
Monitoring - Add

Routing Rule
Priority |1
Administrative Status [l Enable
Quthound Ling sipgate v
Called Address Tranglation I
Apply
OK Cancel

Fig. 73: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

Description
Administrative Status

Type

Calling Line

Calling Address

Called Address

Here, enter the name of the call routing entry.
The entry is used with enabled.

Select External for calls that are to be routed as outgoing, ex-
ternal calls.

Here you can restrict the routing entry to the line on which the
call comes in.

Here you can restrict the routing entry to a particular caller. To
do this, you must specify the subscriber number exactly (no
wildcards).

Here, you can enter an address (call number) that is compared
with the dialled address. You can use wildcards here. For ex-
ample 00* means that at the end of a character string an arbit-
rary number of any characters can follow.

You can now select the ISDN line or SIP provider account to be used for this call entry (for
outgoing connections).

Use Add to create entries.

Relevant fields in the Routing Rule menu



Field Meaning

Priority Determines the order of the filter rules, starting with 1 in in-
creasing numerical order.

Administrative Status The entry is used with Enable.

Outbound Line Defines the PSTN line (PRI, BRI, FXO) or the SIP account used
for an outgoing call.

An additional call routing entry is required for outgoing connections (without international
prefix).

The Calling Line option indicates the ISDN port of the media gateway that is connected to
the ISDN PBX.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.

1P Call CLID all ISDN

Extensions || ¢ counts Routing Translation Translation Trunks | OPtions
Basic Parameters
Description IS0MN
Administrative Status [ Enabie
Tyne
Calling Line briz-0 »
el tons —
Media Gateway
Called Address *
Priority Line Called Address Translation Status Action
1 : (] i | &
Add
Routing Rule
Priority 1
Administrative Status [ Enable
Outhound Line
Called Address Translation

C oK ) (_ cancel

Fig. 74: VoIP -> Media Gateway -> Call Routing -> New

If you select Add the external connection (ISDN line or SIP provider account) used for this
entry is selected. In our example, the ISDN port bri2-1 has been connected with the ex-
ternal ISDN point-to-multipoint exchange connection.

The complete configuration looks like this:

(1) Goto VoIP -> Media Gateway -> Call Routing .
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, P call cup call ISDN :
i Extensions || p.counts Routing Translation Translation Trunks || Qptiens
; Description Calling Line Calling Address Called Address Type Status Action

W | e ’ om0 [N WH

Fig. 75: VoIP -> Media Gateway -> Call Routing

Call Translation

Call translation is necessary to ensure that the calling party number (outgoing line) is trans-
mitted correctly for outgoing calls initiated over the sipgate VolP account. This call transla-
tion is configured in the Call Translation menu. In the following configuration the MSN
subscriber numbers for the ISDN PBX are preceded with the prefix 49911 for outgoing
calls. If, for example, a call is initiated over sipgate with the calling party number 76600695,
the call is signalled with the subscriber number 4991176600695.

(1) Goto VoIP -> Media Gateway -> Call Translation -> New.

. sl can cup can i1sDN .
_ Extensions | pccounts Routing Translation Translation Trunks | 2ptions
g — -

Direction

Lacal Address | 76800697
————
Eemal Address !
localSenices v ok ) (_ cancel )

Fig. 76: VoIP -> Media Gateway -> Call Translation -> New

Description Give the number translation a name.

Direction
Here you enter the direction to which the entry is to apply.

Select outgoing for outgoing calls.

Associated Line Determines the line or SIP account via which the calls are to be
routed.

Workshops
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Local Address
Here you enter the internal number (e.g. extension or PBX num-

ber).

For outgoing calls, the signalled Calling Party Number
(corresponds in the menu to the Local Address field) is trans-
lated to the External Address.

Numerical and alphanumerical characters are permissible.
? is a placeholder for an arbitrary digit.

Note Local Address and External Address must contain the
same number of wildcards.

External Address Enter the external number here. For outgoing calls, the sig-
nalled called party number (corresponding in the menu to the
Local Address field) is translated to the External Address.

5.2 Overview of configuration steps

ISDN interface configuration
Field Menu Value

Port Usage Physical Interfaces -> ISDN Dialup (Euro ISDN)
Ports -> ISDN Configura-

tion -> <bri2-0 (NT)

ISDN Configuration Type Physical Interfaces -> ISDN Point-to-multipoint
Ports -> ISDN Configura-
tion -> <bri2-0 (NT)

Configuring the second ISDN interface

Autoconfiguration on Bootup Physical Interfaces -> ISDN Aktiviert
Ports -> ISDN Configura-

tion -> <bri2-1 (TE)

Result of Autoconfiguration  Physical Interfaces -> ISDN Port Usage: Dialup
Ports -> ISDN Configura- (Euro ISDN), ISDN
tion -> <bri2-1 (TE) Configuration Type:

Point-to-multipoint

SIP Account Configuration
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Description

Administrative Status

Trunk Mode

Registrar

Protocol

Port

User Name

Password

Registration

Expire Time

SIP Header Field(s) for

Caller Address

Codec Proposal Sequence

Echo cancellation

Comfort Noise Generation

(CNG)

Packet Size

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

VoIP -> Media Gateway ->
SIP Accounts -> New-> Ad-
vanced Settings

Configuring the internal extension

Extension / User Name

VoIP -> Media Gateway ->

e.g. sipgate

Aktiviert

Client

e.g. sipgate.de

e.g. UDP

5060

e.g. 8861755

e.g. secret

Aktiviert

60 Sec

Display only

Default

Aktiviert

Aktiviert

40 ms

e.g. 76600690
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Interface Type

Select ISDN interface

Call Assignment

Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

VoIP -> Media Gateway ->
Subscriber -> New

ISDN

e.g. bri2-0

Session Border Controller
Mode
Media Stream Termination

Default Drop Extension

Dialling break

Call Routing

VoIP -> Media Gateway ->
Options

VoIP -> Media Gateway ->
Options
VoIP -> Media Gateway ->
Options

VoIP -> Media Gateway ->
Options

Off

Aktiviert

e.g. 76600691

e.g. 5 seconds

Description

Administrative Status

Type

Calling Line

Called Address

Priority

Administrative Status

Outbound Line

Description

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New-> Add

VoIP -> Media Gateway ->
Call Routing -> New

e.g. sipgate

Enable

External

bri2-0

e.g. 00*

Enable

e.g. sipgate

e.g. ISDN
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Administrative Status VoIP -> Media Gateway -> Enable
Call Routing -> New

Type VoIP -> Media Gateway -> External
Call Routing -> New

Calling Line VoIP -> Media Gateway -> bri2-0
Call Routing -> New

Called Address VoIP -> Media Gateway -> e.g. *
Call Routing -> New

Priority VoIP -> Media Gateway -> 1
Call Routing -> New-> Add

Administrative Status VoIP -> Media Gateway -> Enable
Call Routing -> New-> Add

Outbound Line VoIP -> Media Gateway -> e.g. bri2-1
Call Routing -> New-> Add

Call Translation

Field Menu Value

Description VoIP -> Media Gateway -> e.g. sipgate
Call Translation -> New

Direction VoIP -> Media Gateway -> Outgoing
Call Translation -> New

Associated Line VoIP -> Media Gateway -> e.g. sipgate
Call Translation -> New

Local Address VoIP -> Media Gateway -> e.g. 7660069°?
Call Translation -> New

External Address VoIP -> Media Gateway -> e.g. 499117660069?
Call Translation -> New



Chapter 6 Media Gateway - Configuration for
connection of a SwyxWare IP-PBX to an ISDN
point-to-multipoint

6.1 Introduction

This chapter describes configuration of the bintec R4100 as a media gateway for connec-
tion of a SwyxWare IP PBX to an ISDN point-to-multipoint.

The ISDN point-to-multipoint connection was wired with the block of numbers (MSN)
6898924 to 6898927. The SwyxWare |IP PBX is connected to the media gateway via a SIP
gateway trunk. All incoming calls are delivered to the SwyxWare IP PBX. Outgoing calls
are routed into the ISDN network.

SwyxWare
IP-PBX

Media Gateway

" Public

e &

Standard phone

Fig. 77: Example scenario

Requirements

The following are required for the configuration:

* A bintec R4100 with 7.8.4 system software

* A DSP module (4-way) must be installed.

* The ISDN port 1SDN-0 must be connected to the ISDN point-to-multipoint.

* The SwyxWare IP-PBX must already be preconfigured (user and terminal configuration ,

etc.).

Configuration of the bintec R4100 is performed using the GUI (Graphical User Interface).
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6.2 Configuration

6.2.1 Configuration of a trunk group in the SwyxWare adminis-
trator

To create a new SIP gateway trunk in the SwyxWareadministrator, a new trunk group must
first be configured. Trunk groups consist of one or more trunks possessing similar charac-
teristics.

The assistant to create a new trunk group is launched in the SwyxWareadministrator. For
this, go to the following menu:

(1) Go to Trunk Groups -> Add Trunk Group....

i SwyncWare Administration vé6.20

File  Ackion  Yiew Window Help

_1 Kaonsalenstamm Mame Beschreibun
Em Sk are V6, 20
=5 SwyxServer zP-1

Dema-Trunk-Gruppe

Benutzer Trunk-@ruppe hinzufigen. ..
Gruppen
Standorte Refresh
[-423 Trunk-Grupper Export List. ..
3
----- Trunks
&= Trun Wiew v
& Rufnummernzy

¢ B Weiterlgitungs Arrange Icans 3

[ Anrufberechtic Line up Icons
[ Adrninistr ation:
L[ Telefonbuch Help
----- [:' Akkive Rufe
% Dienste {Lokal)

Fig. 78: Create new trunk group

The assistant to add a trunk groupopens. Follow the assistant's instructions.
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wWillkommen beim Assistenten
zum Hinzufligen einer
Trunk-Gruppe

Dieser Assistent unterstiitzt Sie beim Erstellen einer
iu‘ Trurk-Gruppe

\ / _h Tunk-Gruppen bestehen aus einem oder mehreren
Trunks, die ahnliche Eigenschaften aufweizen.

Auz Benutzersicht ist eine Differenzierung einzelner
Tiunks einer Trunk-Gruppe nicht notwendig. Mehrere
Tiunks in derselben Trunk-Gruppe stellen lediglich
enyeiterte Kapazitdten bereit, da alle Trunks identische
Anwendungseigenschaften aufweisen.

< Back I Next » I Cancel

Fig. 79: Assistant for adding a trunk group
Click Next.

First, a name must be assigned to the trunk group.

Assistent zum Hinzufiigen einer, Trunk-Gruppe

Hame und Beschreibung der Trunk-Grupp
Geben Sie den Mamen der Trunk-Gruppe und die Beschreibung ein.

Geben Sie einen eindeutigen Namen fiir die Trunk-Gruppe ein. Dieser darf nicht
andenweitig z.B. als Mame fir einen Trunk, einen Benutzer, eine Gruppe oder als
Telefonbucheintrag vennendet werden.

Geben Sie eine optionale Beschreibung ein, mit der Sie diese Trunk-Guppe spater
erkennen kinnen,

Mame der Trunk-Gruppe: IDEmn-Trunk-Gruppe

Beschreibung: ||

< Back I Mext » I Cancel

Fig. 80: Name of trunk group
(1) Under Name of Trunk Group enter Demo Trunk Group, for example.

In the next step, the type of trunk group is defined.




Art der Trunk-Gruppe
Geben Sie die At der Trunk-Gruppe an und wahlen Sie das geeignete Prafil aus.

‘wiahlen Sie in der ersten Liste die Art der Trunk-Gruppe und in der 2weiten Liste das 2u
verwendende Profil aus. Wenn Sie Informationen benitigen, welches Profil in [hrer
Installation erforderlich ist, schauen Sie in der Swyebw/ are-Administratordokumentation
nach

‘Wenn Sie eine Trunk-Gruppe fir einen hier nicht aufgefiihrten SIP-Dienstanbieter
erstellen mochten, wahlen Sie das Profil Benutzerdefiniert’ aus. Damit kinnen Sie in
den folgenden Schiitten alle erfarderlichen Parameter eingeben.

At der Trunk-Gruppe: SIP-Gateway ;I

Profil:

< Back I Next » I Cancel

Fig. 81: Type of trunk group

(1) To connect a bintec media gateway, select STP gateway in Type of Trunk Group .

(2) In Profil, select swyxConnect.

In our example, all outgoing calls are routed over the bintec media gateway.

Assistent zum Hinzufiigen einer. Trunk-Gruppe

Definition der Weiterleitung
Geben Sie an, fiir welche Rufe diese Trunk-Gruppe verwendet werden soll

Je nach Auswahl werden ‘Weiterleitungseintrage erstellt.

Offentiiche Rufrummern sollten im kanonischen Format [z.B. '+43301 23456"]
eingegeben werden, Sie kinnen den Platzhalter ™ verwenden.

Trunks diezer Tiunk-Guppe venwenden...

& fiir alle externen Fufe

" i fiir externe Fufe an folgende Zieufnummer oder SIP-LIRI:

" fiir alle extermen Fufe und alle nicht zugewissenen intermen Rufnummern

" fiir folgende interne Rufnummenn:

< Back I Mext > I Cancel

Fig. 82: Definition of forwarding

(1) In Use trunks from this group..., select for all external calls.

In this example, incoming calls are not subject to call restrictions.




Assistent zum Hinzufiigen einer. Trunk-Gruppe

Anrufberechtigung
‘wiahlen Sie eine Anrufberechligung fur diese Trunk-Gruppe aus.

it der Anmutberschtigung einer Trunk-Gruppe wird festgelegt, wohin kammende Rufe
dieser Trunk-Gruppe weitergeleitet werden konnen.

Bitte wahlen Sie eine der aufgefihrten Anmiberechtigungen aus, die dieser Trunk-Giuppe
zugewiesen werden sall.

Anrufberechtigung:

Beschreibung

Standardprofil, das Rufe zu allen Zielen zuldsst.

< Back I Next » I Cancel

Fig. 83: Call authorisation

(1) In Call Authorisation, select No call Restriction.

As the last step of this assistant, the trunk group is assigned a locality.

Assistent zum Hinzufiigen einer, Trunk-Gruppe

Standortprofil
Wahlen Sie das entzprechende Standortprofil fur diese Trunk-Gruppe aus.

Ein Swaniv/are-Standort definiert alle ortzzpezifischen Einstellungen, wie Zeitzone,
Amtzholung, Lander- und Ortskennzahl

Bitte wihlen Sie einen der aufgefiihrten Standorte aus, der dieser Trunk-Gruppe
zugewiesen werden soll.

Standart:

Beschreibung

< Back I Mext » I Cancel

Fig. 84: Locality profile
(1) In Locality, select one of the localities configured in theSwyxWareadministrator.
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Assistent zum Hinzufiigen einer. Trunk-Gruppe

Sie haben den Assistenten zum
Hinzuflgen einer Trunk-Gruppe
erfolgreich abgeschlossen.

|
]H Mach Beenden dieses Sssistenten kinnen Sie Trunks
zur erstellten T runk-Gruppe hinzufligen.

< Back LCancel

Fig. 85: Close assistant

Configuration of the trunk group is thus complete. Click Finish.

6.2.2 Configuration of a SIP trunk in the SwyxWare adminis-
trator

After creation of a trunk group, configuration of a SIP trunk for connection of the bintec me-
dia gateway can begin.

The assistant to create a trunk is launched in the SwyxWare administrator. For this, click on
the associated trunk group:

(1) Go to Trunk Groups -> Demo Trunk Group...-> Add Trunk....
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UL SwyeWare Administration v6.20

File  Action  Wiew ‘Window  Help

& - B F R

B 2mE f a8 %

% Dienste (Lokal)

Fig. 86: Add trunk

The assistant to add a trunkopens. Follow the assistant's instructions.

Konsolenstarmm Marme Bescht
Swyxibfare V8,20 23 Demo-Trunk Funkw
=] . SwryxServer XP-1
g Eenutzer
Gruppen
Standorte Refresh
Trunk-Gruppen Export List. ..
-Z% Demo-Trunk-Gruppe
----- =2} Trunks Wiew k
----- .# Rufrnummernzuordnungen
¢ Bl Weiterleirungstabelle .ﬂfrrange Teons '
[+ anrufberechtigungen Line Lp lIcons
[+ Administrationsprofile Froperties
- [IEI Telgfonbuch Help
----- (- Akkive Rufe

Assistent zum Hinzufiigen eines Trunks

\ y’ &

’._/

Willkommen beim Assistenten
zum Hinzufiigen eines Trunks

Diezer Assistent unterstiitzt Sie beim Hinzufiigen eines neuen
iu‘ Trunks zum lokalen SwyxServer.

Bewvor Sie einen neuen Trunk. fur Swy<ware erstellen,
miizzen Sie die fur diesen Trunk-Typ notwendigen
Gerdte instaliert und angeschlossen haben.

ISOM- und Analog-Trunks benctigen normalenweise
entsprechende Adapterkarten auf dem System, auf dem
die Trunk-Schnittstelle verwaltet wird. Fir andere
Tiunk-Typen sind moglicherweise weitere Anpassungen
notwendig.

< Back I Next » I Cancel

Fig. 87: Assistant for adding a trunk

Click Next.

At the beginning of the assistant, a name and description must be assigned to the trunk for
connection to the bintec media gateway.
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Assistent zum Hinzufiigen eines Trunks

Name des Trunks
‘wiahlen Sie einen eindeutigen Mamen fir den newen Trunk.

Geben Sie einen eindeutigen Trunk-Namen ein. Dieser darf nicht anderweitig 2.B. als
MName einer Trunk-Gruppe, Gruppe, einen Benutzer, oder Telefonbucheintrag
venwendet werden,

Geben Sie eine optionale Beschreibung ein, mit der Sie diesen Trunk spater eindeutig
erkennen kihnen,

Mame dez Trunks: |Dem0-TrunK

Beschreibung: |Funkwerk Media Gateway

< Back I Next » I Cancel

Fig. 88: Trunk name
(1) Under Trunk name enter bemo Trunk, for example.
(2) For example, under Description enter bintec Media Gateway.

At the next step of the assistant, the SIP user and SIP authentication are entered. These
data are required for registration of the bintec media gateway.

Assistent zum Hinzufiigen eines Trunks

5IP-Konto
Geben Sie das SIP-Konto fir diesen SIP-G ateway-Trunk an,

Geben Sie die Parameter des SIP-Kontos an, mit dem sich das SIP-Gateway iiber
diesen Tunk am Swy=Server anmeldet.

I der Geratekanfiguration des SIP-Gateways miiszen dieselben Parameter venwendet

werden.

Benutzer|D: |bintec elmeg

Authentifiziznungs-Methode: ||I'ﬂl'ﬂEl authentifiziersn j
Benutzemame: |bintec elmeg

Kennwort: Ipassword

< Back I Next » I Cancel

Fig. 89: SIP account
(1) In User ID enter an elective value, e. g. bintec elmeg.
(2) Set Authentication Method to A1ways Authenticate.

(3) In User Name, enter an elective value, e. g. bintec elmeg.

(4) UnderPassword enter your password.




In our example, the media gateway is operated on an ISDN point-to-multipoint connection
with a continuous block of numbers (MSN: 6898924-6898927). This block of numbers is
assigned to the trunk group.

Assistent zum Hinzufiigen eines Trunks

Rufnummern
Geben Sie die Rufrummern ein

Geben Sie die Telnehmemummenn an, bei denen dieser Trunk verwendet wird.

Bei nicht zusammenhangenden Fufnummern tragen Sie hier nur die erste Mummer gin
und geben Sie die anderen Nummern dann in den Eigenzchaften des Trunks an

Wienn diezer Trunk keine offentichen Rufnummern zum System hinzufigt, laszen Sie
alle Felder leer und klicken Sie auf “weiter.

Hinwseis: Landes- und Ortskennzahl sind durch den Standort der Trunk-Gruppe

vorgegeben.

Landes- Orts- Erste Letzte
kennzahl kennzahl Fiuftummer Ruftwmmer
49 an E8938924 - |BB983Z

< Back I Mext » I Cancel

Fig. 90: Subscriber numbers

(1) With continuous numbers, under First Number enter the first number of the block of
numbers (here, e.g., 6898924).

(2) Under Last Number, enter the last number of the block of numbers (here, e.g.,
6898927).

The codec selection is taken over unchanged.

Assistent zum Hinzufiigen eines Trunks

Codecs
‘wiahlen Sie die Codecs fir die Dateniibertragung aus.

Diurch die Auswahl des Codecs wird die Kampressionszart fir Rufe ber diezen Trunk
festgelegt. Die Auswahl eines Codecs wirkt sich somit auf die benitigte B andbreite und
die Sprachqualitat aus.

Codec

| G.711 [ca 84 kBit/s pro Fuf]
G.729 [ca 24 kBit!s pra Ruf]

[ ] Faxower IP[T.38, ca. 20 kBit/z pro Ruf]

< Back I Next » I Cancel

Fig. 91: Codecs
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In our example, the bintec media gateway is operated on an ISDN point-to-multipoint con-
nection. For this reason, the number of simultaneous calls is limited to two.

Assistent zum Hinzufiigen eines Trunks

Anzahl der Kanile
‘wahlen Sie die Anzahl der Kanale aus, die von diesem Trunk venwendet werden,

Die Anzahl der Rufe, die gleichzeitig liber einen Trunk geleitet werden kinnen, wird
nomalerweise durch die Art des Trunks, die verfiigbare Bandbreite oder eine
Beschrankung des Dienstanbieters begrenzt.

Aulerdem kann die Anzahl der gleichzeitigen Fufe eingeschrankt werden, um
zusatzlich Kandle (z.B. ISDM] oder B andbreite fiir andere Anwendungen zu
IESErviEren.

Uber ginen ISDN-Basisanschluss [S0) werden nomalenseise max. zwei Rufe
gleichzeitig unterstiitzt, bei einem Primarmultiplexanschiuss [52m] bis zu 30

finzahl der gleichzeitigen Rufe auf diesem Trunk:

< Back I Next » I Cancel

Fig. 92: Number of channels

As the last step of the assistant, the trunk to the bintec media gateway is assigned to the
SwyxWare server.

Assistent zum Hinzufiigen eines Trunks

Computername
Geben Sie den Mamen des Computers an, auf dem der Trunk wvenwaltet wird.

Der Trunk kann auf einem anderen Computer al: dem SwysS erver gehastet werden.
Izt dies der Fall, geben Sie den Computernamen hier ein. Andernfalls venwenden Sie
den vorgegebenen ‘Wert

Geben Sie den Computermnamen ein, wie er in den Systemeigenschaften von windows
Server angegeben ist.

Computer: S are

< Back I Finish I Cancel

Fig. 93: Computer name
(1) Under Computer, enter the computer name of the SwyxWare server.

(2) This concludes trunk configuration. Click Finish.




6.2.3 Configuration of the bintec media gateway

ISDN interface configuration

The ISDN port 15DN-0 of the media gateway is connected to the NTBA of the point-
to-multipoint. Configuration of the ISDN interface is already wired in ISDN TE mode ex-
works, and the ISDN switch type is automatically recognised at media gateway startup.

Do not perform any modifications for this port in menu Physical Interfaces -> ISDN Ports -
> ISDN Configuration -> <bri2-0 (TE) @

ISDN Configuration MSN Configuration

Basic Parameters

Ethernet Ports Part Mame bri2-0 (TE)
~ ISDHPorts Autoconfiguration on Bootup [l Enabied
Result of Autoconfiguration Port Usage: Dialup (Euro ISDN), ISDN Configuration Type: Point-to-Multipoint
Port Usage Dialup (Euro [SDM)
ISDM Configuration Type * Point-to-Multipoint  Point-to-Point

Advanced Settings
C oK ) (__ cancel )

Fig. 94: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <bri2-0 (TE) @

SIP Account Configuration

A SIP account must be created at gateway configuration for connection of the bintec media
gateway.

To save the login data for registering the media gateway with the SwyxWare IP PBX, go to
the following menu:

(1) Goto VoIP -> Media Gateway -> SIP Accounts -> New.

Workshops (Excerpt)
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Ware IP-PBX to an ISDN point-to-multipoint

Save configuration . SIP call cLID Call ISDN .
systemManagement v | CAENSIONS ©ccounts | Routing | Tramslation | Translation | Trunks | 2°fens
Physical Interfaces -

LAN - Basic Parameters
Routing A Description Fnyedivare
WAN

T Administrative Status Enabled
VPN -

= Trunk Mode Cofr O client O Server @gw-trunk
Firewall -

ValP - Registrar [19z.168.0.211

Application Level Gatew:
i i Outbound Prosy |
Media Gateway

Local Sendces - Realm |
Haiicnance T Protacal UDP '+ Port: |5080
External Reporting -
User M.
Monitoring - ser Mame |h|me|: elmeg
Authentication ID I
Fassword |geheim
Registration [#IEnabled
Expire Time 120 sec

Trunk Settings

SIP Header Field(s) for Caller Address | | F-Preferred v

Advanced Settings
OK Cancel

Fig. 95: VoIP -> Media Gateway -> SIP Accounts -> New

Relevant fields in the SIP Accounts menu

Field Description

Description Here, assign a name to the account. Maximum number of char-
acters: 40.

Administrative Status Enable the administrative status of the account.

Trunk Mode Select the trunk mode to be used. If you select gw-trunk, the
gateway trunk is used.

Registrar Here, enter the IP address of the SwyxWareserver. Maximum
number of characters: 40.

Protocol Select the protocol to be used for the connection to the server
or proxy.

Port Number of the TCP or UDP port to be used for the connection

to the server or proxy.

User Name Here, enter the username for authentication if your VolP pro-
vider has assigned one to you.

Authentication ID Enter a name that is to be used for authentication. If you do not
enter a name, the name in the User Name field is used.

Password The VolIP provider gives you a PIN or password for authentica-
tion. You must enter this value here. Maximum number of char-
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Registration

Expire Time

SIP Header Field(s) for

Caller Address

Call Routing

acters: 40.

Enables or disables the SIP REGISTER registration mechan-

Ism.

Shows the time in seconds after which the current registration
becomes invalid and a new registration request is therefore
sent. Here, the SIP expire time is matched to the SwyxWare |IP

PBX. 120 seconds are used as the default value.

With a SIP trunk to the SwyxWare IP PBX, the outgoing num-

ber is indicated via the SIP header field P-Preferred
(according to RFC 3325) in the SIP INVITE message.

In this example, all incoming calls over the ISDN line are routed to the SwyxWare IP PBX.
All outgoing calls (SwyxWare IP PBX -> ISDN) are routed by the media gateway to the
ISDN line. Two routing entries are necessary for this. Shown below is the configuration of
the call routing entry for outgoing connections.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.

Save configuration

System Management

Physical Interfaces -
LAN -
Routing <
WAN -
VPN -
Firewall -
VolP -

Application Level Gateway
Media Gateway

Local Services -
Maintenance -
External Reporting -
Monitoring -

i SIP
Extensions |, ..

Basic Parameters
Description
Administrative Status
Type

Calling Line

Calling Address
Called Address

Priority Line
1

Add
Routing Rule

Priority
Administrative Statug
Cuthound Line

Called Address Translation

call CLID
Routing

Sunx->ISON
Enable

External v
Swaodiare v

Called Address Translation

1
Enable
briz-0 |+

—

Apply

OK

Fig. 96: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

Translation

Cancel

call

Translation

Status

Trunks | 2etions

Action

[#]3] |l
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I ==

Description Here, enter the name of the call routing entry.

Administrative Status The entry is used with enabled.

Type Select External for calls that are to be routed as outgoing, ex-
ternal calls.
Calling Line Here you can restrict the routing entry to the line on which the

call comes in.

The selection depends on the interfaces available and on the
SIP accounts that have been created.

If you select swyxWare, the routing entry is restricted to the se-
lected SIP account.

Calling Address Here you can restrict the routing entry to a particular caller. To
do this, you must specify the subscriber number exactly (no
wildcards).

Called Address Here, you can enter an address (call number) that is compared

with the dialled address. You can use wildcards here. For ex-
ample, * means that at the end of a character string any num-
ber of additional characters can follow.

If the configured address agrees with the signalled address, the
routing entry is used.

You can now create a list with rules that are assigned to the currently selected routing
entry, and that serve to manipulate the signalled destination number. You can also delete
routing entries.

Use Add to create entries.

Relevant fields in the Routing Rule menu

Field Description

Priority Determines the order of the filter rules, starting with 1 in in-
creasing numerical order.

Administrative Status The entry is used with Enable.

Outbound Line Defines the PSTN line (PRI, BRI, FXO) or the SIP account used
for an outgoing call.

A call routing entry for incoming calls must then be configured.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.
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Save configuration : sl call cLD call 1SDN .
Setemmanacemenils | EXtensions | oo ounts Routing Translation Translation Trunks | Qetiens
Physical Imerfaces -

LAN - Biasic Parameters
Routing T Description ISDMN-> Sy
WAN -

Administrative Status [“IEnable
VPN -

v

Firewall - Type Trunk
VolP a Calling Line briz-0 »

Application Level Gateway Galling Address l—

Media Gateway
Local Services - Called Address *

Maintenance " Routing Rule
External Reporting T Ttunk Line Swnodiare v
Monitoring -
Called Address Translation
OK Cancel

Fig. 97: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

I ==

Description Here, enter the name of the call routing entry.

Administrative Status The entry is used with enabled.

Type Select Trunk for calls that are routed to a PBX behind the me-
dia gateway.

Calling Line Here you can restrict the routing entry to the line on which the

call comes in.

The selection depends on the interfaces available and on the
SIP accounts that have been created.

If you select swyxWare, the routing entry is restricted to the se-
lected SIP account.

Calling Address Here you can restrict the routing entry to a particular caller. To
do this, you must specify the subscriber number exactly (no
wildcards).

Called Address Here, you can enter an address (call number) that is compared

with the dialled address. You can use wildcards here. For ex-
ample, * means that at the end of a character string any num-
ber of additional characters can follow.

If the configured address agrees with the signalled address, the
routing entry is used.

After creation of both entries, these are displayed in the Routing menu.
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(1) Goto VoIP -> Media Gateway -> Call Routing .

Save configur ation
e Man:,gemem @ |Extensions Ac(%nts Rtﬁlatlilng Tra%llal:;ion Trmfs_T.!.Ition T:'fla':s Options
Physical Interfaces -
LAN - Description Calling Line Calling Address Called Address Type Status Action
Routing . Suns-~IS0M Smpdiare B Exernal @ +8]
— . 18D~ S briz-0 - Trunk [+] 3] |@
i) e New
Firewall -
VolP -
Application Level Gateway
Media Gateway
Fig. 98: VoIP -> Media Gateway -> Call Routing
6.3 Overview of configuration steps
Add trunk group
T
SwyxWare Adminis- SwyxWare -> Swyx Server -> Trunk €.g. Demo Trunk
tration Groups -> Add Trunk Group... Group
Assistant
T
Assistant Assistant for adding a trunk group Next
Name of trunk group Assistant for adding a trunk group €.g. Demo Trunk
Group
Type of trunk group  Assistant for adding a trunk group e.g. SIP Gateway
Profile Assistant for adding a trunk group €. g. SwyxConnect
Definition of forward- Assistant for adding a trunk group for all external
ing calls
Call authorisation Assistant for adding a trunk group No call restric-
tion
Locality profile Assistant for adding a trunk group €. 9. NA4rnberg
Add trunk
Field Menu Value

SwyxWare Adminis- SwyxWare -> Swyx Server -> Trunk e.g. Demo Trunk
tration Groups -> Demo Trunk Group -> Add
Trunk...
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Assistant
I T
Assistant Assistant for adding a trunk Next
Trunk name Assistant for adding a trunk -> Trunk  e. g. Demo Trunk
Name
Description Assistant for adding a trunk -> Trunk e.g. bintec Media
Name Gateway
User ID Assistant for adding a trunk ->SIP Ac- e.g. bintec elmeg
count

Authentication meth- Assistant for adding a trunk ->SIP Ac- e.g. Always authen-—

od count ticate

User Name Assistant for adding a trunk ->SIP Ac- e. g. bintec elmeg
count

Password Assistant for adding a trunk ->SIP Ac- Password
count

First call number Assistant for adding a trunk ->Call e.g. 6898924
number

Last call number Assistant for adding a trunk ->Call e.g. 6898927
number

Number of channels Assistant for adding a trunk 2

Computer name Assistant for adding a trunk €. g. SwyxWare

ISDN interface configuration

Field Menu [Value

Autoconfiguration on Physical Interfaces -> ISDN Ports -> Aktiviert

Bootup ISDN Configuration -> <bri2-0 (TE)

Result of Autoconfig- Physical Interfaces -> ISDN Ports -> Port Usage: Dialup

uration ISDN Configuration -> <bri2-0 (TE) (Euro ISDN), ISDN
Configuration

Type: Point-
to-multipoint

Configuration of SIP accounts

Field Menu [Value

Description VoIP -> Media Gateway -> SIP Ac- €. g. SwyxWare
counts -> New

Administrative VoIP -> Media Gateway -> SIP Ac- Aktiviert
Status counts -> New
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Trunk Mode VoIP -> Media Gateway -> SIP Ac- gw-trunk
counts -> New

Registrar VoIP -> Media Gateway -> SIP Ac- €e.9.192.168.0.211
counts -> New

Protocol VoIP -> Media Gateway -> SIP Ac- e.g. UDP
counts -> New

Port VoIP -> Media Gateway -> SIP Ac- 5060
counts -> New

User Name VoIP -> Media Gateway -> SIP Ac- e.g. bintec elmeg
counts -> New

Password VoIP -> Media Gateway -> SIP Ac- e.g. secret
counts -> New

Registration VoIP -> Media Gateway -> SIP Ac- Aktiviert
counts -> New

Expire Time VoIP -> Media Gateway -> SIP Ac- 120 Sec
counts -> New

SIP Header Field(s) VolP -> Media Gateway -> SIP Ac- e.g. P-Preferred
for Caller Address counts -> New

Call routing for outgoing calls

Field Menu Value
Description VoIP -> Media Gateway -> Call Routing e. g. Swyx->ISDN
-> New
Administrative VoIP -> Media Gateway -> Call Routing Enable
Status -> New
Type VoIP -> Media Gateway -> Call Routing External
-> New
Calling Line VoIP -> Media Gateway -> Call Routing e. g. SwyxiWare
-> New
Called Address VoIP -> Media Gateway -> Call Routing e.g. *
-> New
Priority VoIP -> Media Gateway -> Call Routing I
-> New-> Add
Administrative VoIP -> Media Gateway -> Call Routing Enable
Status -> New-> Add
Outbound Line VoIP -> Media Gateway -> Call Routing e.g. bri2-0

-> New-> Add



Call routing for incoming calls

Field

Menu Value

Description

Administrative
Status

Type

Calling Line

Called Address

Trunk Line

VoIP -> Media Gateway -> Call Routing e. g. TSDN->Swyx
-> New

VoIP -> Media Gateway -> Call Routing Enable
-> New

VoIP -> Media Gateway -> Call Routing Trunk
-> New

VoIP -> Media Gateway -> Call Routing e.g. bri2-0
-> New

VoIP -> Media Gateway -> Call Routing e.g. *
-> New

VoIP -> Media Gateway -> Call Routing e. g. Swyxware
-> New

Workshops (Excerpt)



Chapter 7 Media Gateway - Connection of a
virtualised serVonic IXI-UMS server to a bintec
R1200

7.1 Introduction

This chapter describes connection of a serVonic IXI-UMSsolution operated in a VMware
environment to the ISDN network.

For this, the serVonic IXI-UMS kernel uses the remote CAPI interface of the bintec R1200
router. For provision of all required CAPI protocols (e.g., T.30 modem for FAX G3), the
bintec R1200/R3000/R4100 must be equipped with the optional VolP DSP module.

In our example, a ISDN point-to-multipoint is used for the ISDN connection.

The GUI (Graphical User Interface) is used here for configuration of the bintec R1200.

Microsoft PBX

Unified
Exchange Messaging .
Server 2003 Server bintec R1200 .
| W
Remote-CAPI
Windows 2003 | Windows 2003
Network

Application

Virtual

Fig. 99: Example scenario

Requirements

The following are required for the configuration:

¢ A bintec R1200 with 7.8.4 system software.
* A DSP module (4-way) must be installed.

* Basic installation of the IXI-UMS kernel is assumed, along with an existing VMware envir-
onment.

* During installation, the router must already be connected to the ISDN point-to-multipoint.

72 Configuration
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7.2.1 Configuration of the bintec R1200 as a remote CAPI serv-
er

Installation of the DSP module

Detailed information on installing the DSP module can be found in the release notes for the
system software version 7.5.1., chapter: 2.1 DSP Module - Installation and function testing
(http://www.bintec-elmeg.com/
portal/downloadcenter/dateien/r1200/r7501p01/relnote_751_de.pdf).

Following successful installation of the DSP module, the module type is displayed on the
GUI status page.

In our example, 4 Channel VINETIC.

(1) Go to System Administration-> Status.

Workshops (Excerpt)
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Automatic Refresh Interval |60

Seconds [ Apply )

Warning: System Password not changed!o

Interface Mode / Bridge

G System Information

ive Access

Remote Authenticatio

Uptime 19 Day(s) 16 Hour{s} 52 Minute(s}
Systern Date Thu Apr 28 23:34:47 2005
Serial Number RI1E180006500018

BOSS Version

V.7.8 Rev. 2 IPSec from 2009/02/04 00:00:00

Reszource Information

CPLU Usage 0%

Wemory Usage 21.4/31.9 MB (67%)

ISDN Usage External 0 /4B Channels

Active Sessions (SIF, RTP, etc...) 0

Active IPSec Tunnels 01

Maciulzs

DSP Module 4 Channel VINETIC

Physical Interface Irterface Specifics Link
;1—0 10.0.0184) 25525852550 [+]
ent-4 Mot configured i Mot configured [+]
WWLAMT Access Pointf Channel Autof O Clients/ FWY: [+

2.17.4.00.9d87217.2.001

com0-8 Mot configured [+]
bri2-0 not corfigured {+]
briz-1 ot corfigured [+]
Recent System Logs

Time Level Subsystem  Message
MD’? 27:21 Information | IPSec P1:peer 1 (IPSec Tesl) sa 0 (-): reactivated

02:37:11 Information | IPSec P1:peer 1 (PSec Test) sa 0 (- Remote IP address lookup: timeout

02:37:11 | Information | IPSec P1:peer 1 (PSec Test) sa 0 () blocked far 10 seconds

02:26:42 Information | INET dialup if 100001 prot1 10.0.0.194:2048-=10.10.0.1:59019

02:26:42 | Information | IPSec IFSEC CB- CB mode of Peer"IPSec Test' changed -= reset IsdnCBMextMode
05:47:29 Information  INET gshd: pid 67 - listening on 0.0.0.0 port 22,

04:46:38 Information  USB ushe-0-2: unplugged

04:46:38  Information |USB ush6-0-1: unplugged

04:46:38  Error TTY UMTS Ctl umtsctl_thyiftrap(: mib_get failed

04:46:38 | Error T UMTS Ctl urntsetl_ttyifirap(: mib_get failed

Fig. 100: System Administration ->Status

ISDN interface configuration

The router's ISDN port must already be connected with the ISDN point-to-multipoint during

the configuration. At startup of the bintec
recognition and displays the result.

In the Physical Interfaces -> ISDN Ports -> ISDN Configuration menu, a list of all ISDN

ports and their configurations is shown.

R1200 the router performs an ISDN auto-

Here, the ISDN point-to-multipoint connection was successfully recognised.
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Save configur ation ISDN Configuration IMSN Configuration
System Management -
Physical Interfaces -
Aux Port ISDH Switch Type
Ethernet Ports briz-0 (TE) Maone , Paint-to-Multipaint
JSRiEarly briz-1 (TE) Mone , Paint-to-Multipaint
LAN -

Fig. 101: Physical Interfaces -> ISDN Ports-> ISDN Configuration

Ex works (or without MSN configuration), the router accepts all incoming ISDN connec-
tions, thus permitting remote configuration via ISDN login. As the router in our example
routes all connections to the serVonic IXI-UMSsolution, a "dummy call number" must be
configured. As soon as an entry exists, the incoming calls not assigned to any entry are for-
warded to the CAPI service.

(1) Go to Physical Interfaces -> ISDN Ports -> MSN Configuration -> New.

Save configuration ISDN Configuration MSN Configuration
System Management -
Physical Interfaces -
t ALK, Basic Parameters

Ethernet Ports

1SDH Ports ISDM Part [briz-0 &
LAN & Service ISDM Login -~ ~
Wireless LAN -

MM 999959

Routing x
WAN - MSM Recognition (E)Rigllllo Left OLeftto Right {DDIy
VPN - Bearer Service @ pata + Voice O pata O Voice
Firewall il
T = OK Cancel

Fig. 102: Physical Interfaces -> ISDN Ports -> MSN Configuration -> New

Relevant fields in the MSN Configuration menu

I ==

ISDN Port Select the ISDN port for which the MSN is to be configured.
Service Select the service to which a call is to be assigned on the MSN.
MSN Enter any number here (dummy call number).

MSN Recognition
Select the mode your device is to use for the number comparis-

on of MSN with the called party number of the incoming call.
Possible values:

e Right to Left (defaultvalue)

* Left to Right (DDI): If your device is connected to a
point-to-point connection.

Service attribute Select the type of incoming call.
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Remote CAPI server configuration

The remote CAPI server of the bintec R1200 is already enabled ex-works.

(1) Goto Local Services -> CAPI Server->Options.

Save configuration User Options
System Management -
Physical Interfaces -
LAN T Basic Parameters
Wireless LAN 52 Enahle setver Enabled
Rowting X,

GAP| Server TGP Part |2662

WAN 52
VPN ¥, oK Cancel
Firewall -
VoIP X
Local Services -

DHS

DynDNS Chient

DHCP Server
‘Web Filter
CAPI Server

Fig. 103: Local Services ->CAPI Server ->Options

Relevant fields in the Options menu

Field Description

Enable server
The function is activated by selecting Enabled.

The function is enabled by default.

CAPI Server TCP Port
The field can only be edited if Enable Server is enabled.

Enter the TCP port number for remote CAPI connections.

The default value is 2662.

For security reasons, access to the remote CAPI interface should be protected with a user
name and password.

@ Note

Ex works, a user with the user name default and no password is always entered for
the CAPI subsystem. All calls to the CAPI are offered to all CAPI applications in the
LAN. Use the Settings menu to distribute incoming calls for the CAPI subsystem to
defined users with password. You should then delete the user default without pass-
word.



(1) Goto Local Services -> CAPI Server->User->New.

..Usa'r‘ Options |

Basic Parameters

User Mame IServonic
Passward I--u“--
Access [l Enabled

C ok ) cancel )

DynDNS Chient
DHCP Server
‘Web Filter
CAPI Server

Fig. 104: Local Services ->CAPI Server ->User-> New.

Relevant fields in the User menu

Field Description

User Name Enter the user name for which access to the CAPI service is to
be allowed.

Password Enter the password which the user shall use for identification to
gain access to the CAPI service.

Access

Select whether access to the CAPI service is to be permitted or
denied for the user.

The function is activated by selecting Enabled.

7.2.2 Configuration of remote CAPI client software

The remote CAPI client software is a component of the BRICKware software package. The
latter is located on the provided companion CD, or can be accessed in the download area

at www.bintec-elmeg.com . The remote CAPI client software is installed in the BRICKware
program group.
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mote Clients Configuration

@ CAP Configuration

Remate CAP! | dvanced

Device IP addiess or host name: TCP port of Remate CAP| Server
[152.16%.0.254 | Jae2

User Password:

ISEWUH\D IXXX#,XX

| Use these values | Mors Devices [CAPI2032.DLL)

32BLCAPE  You are using the mult devics version of the CAPI2032 DLL
Please press More Devices (CAPI2032 DLL ta get mors info,

Cancel Help

Fig. 105: Remote Clients Configuration

(1) To log in the remote CAPI client, the Device IP address or host name of the bintec
R1200must be saved.

(2) Under User enter Servonic, for example.

(3) Enter the password.

(4) Apply the configuration with Use these values.

(5) As confirmation, a corresponding message appears in the info area of the remote

CAPI client software.

Detailed in information about the configured CAPI servers and their CAPI controllers is
provided under Remote Multi CAPI Client Configuration.

Following login of the remote CAPI client software bintec router, which functions as CAPI
server, one CAPI controller is displayed per ISDN interface.

Remote Multi CAPI Client Configuration

E Riemate Mulli CAPI Clent Conliguration
Device / Controler Local Cartraller A Device.

[152.168.0.254, Port: 2662]

Conticler: 1 Femove Device
Device...
Contoller...

Test.

Profile Information

B3ayer protocol suppart
+ Transparert
+ T 90NL with compatbiity to T.70ML in accordance with T.90 Appendis I
+150 8208 [%.25 DTE-DTE)
+%.25DCE
+ T30 for faw group 3 E
+ T30 for faw group 3 with sxtensions

Cancel Heln

Fig. 106: Remote Multi CAPI Client Configuration
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7.2.3 IXI-UMS kernel configuration for the remote CAPI inter-
face

With basic installation of the serVonic IXI-UMS kernel, the SerVonic->IXI-UMSprogram
group was created on your server. There, you will find the IXI-UMS Kernel Configuration
Microsoft Management Console. In this Management Console, the dialog for configuration

of the ISDN hardware is launched.
(1) Go to IXI-UMS Kernel Configuration -> Hardware -> Properties .

71, IXI-MMC - [Console RoofAIXI-UMS Kernel Configuration\Computer: hitp: Hlocalhost:8890\... [ |[B1)[)

s BEESR EE

1 File  Action  View Favorites  Window  Help

=18]%]

Console Raot
=+ (B} I¥I-UMS Kermel Configuration
=% Computer: hitpefflocalhost: 355
General
T Server Site
- Hardware
# Spaniing
2 Connectars
@ DDIMapping
Render Connector
Extended Liser Look-Up
{24 sender Identfication
At Addons
42 License
A Infarmation
#1- {3, I¥I-UMS Kernel Monitor
oy Services (Local)
#1-[fl] Event wiewsr (Local)
H INI-UMS SMTP Connector Family

< i | =

=]

[Opens the properties dialog box for the currert selection.

Fig. 107: IXI-UMS Kernel Configuration

With the Hardware Detection of the IXI-UMS kernel, the remote CAPI interface is recog-

nised as ISDN hardware.
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+% Hardware (http:/flocalhost:8890)

Description

Device:
Service

[A 1SDM &l Furpase [Funkwerk Enterprive Communicatiorss GmbH (RMEC) dd

........ & Fax
........ & OMS Edit
........ & Alett Delete

< I IE]]

o e I

Fig. 108: Hardware

Under Add ISDN device, an ISDN controller with two B-channels is displayed. This dialog
also offers the option of limiting the number of usable CAPI controllers.

With Add, you can modify the properties of the respective CAPI controllers (e.g., number of
available B-channels).

Add ISDN device =

General |Advanced| Accessl Rnutingl

Contraller | Add
158 1. Controller2 B-charnels)
Delete

Used controllers count |1—
Start with controller l1—
Channels exclusively reserved for receiving ID_
Total controllers: 1 Total charnels: 2

LCancel |

Fig. 109: Add ISDN device

After confirmation, the IXI-UMS kernel services are restarted. Following this, two available
ISDN B-channels are displayed inIXI-UMS Kernel Monitor under Channels with Ready
status.
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“Fi IXI-MMC - [Console Root}X|-UMS Kernel Monitor\Computer: hitp://localhost: B890\Channels] (2 (3]
%o Ble Action  Wew Favorites  Window  Help

===

€= 2 E
Cansole Ract Channels (http://localhost:8890)
=B} T41-UMS Kernel Configuration J
B9 Computer: http:) 865
=2} IK-UMS Kernel Monitor Status | Desciiption
. = & computer: hitp://locathost: 35 | @ Channel 1 Waiting for incoming cal
: - @Chanrel 2 Ready

gy Queue

[ Journal
(8 Services (Local)

(] Event Viewer (Local)
@ IxI-UMS SMTP Connector Family

< | @)@ ] s
Fig. 110: IXI-UMS Kernel Monitor

In IXI-Kernel Monitor a test fax can now be sent.

(1) Go to IXI-UMS Kernel Monitor -> Queue.

T/ IXI-MMC - [Console Root\IXI-UMS Kernel Monitor\Computer: http:#/localhost:8890\Queve] |- |[01](X]

By Fle Action  View Favorikes ‘Window  Help — =] %]
e =+ 2 B
Consale Rook

-], IXI-UMS Kernel Configuration
(=2 1xI-UMS Kernel Monitar

= (@] Computer: http:jflocalhost:25<)

Queue (http:f{localhost:3890)

Ell P ET R

Drag 5 column hea

- 5F Channels

- Uy quewe -

3 Journdl &4 Test IXI-UMS Kernel

-4 Services (Local)
- [E] Evert Viewer (Local)
B IXI-UMS SMTP Conniectar Family

Fau/SM!

Recipient number EBE3828
ISDN Originator Address

Message type Fix

E3l i | =)

Send Cancel

Fig. 111: Test IXI-UMS Kernel

Further configuration of the serVonic IXI-UMSsolution will not be discussed here. For con-

nections to various server systems, such as Microsoft Exchange Server, Lotus Domino,
etc., we refer you to our Technology Partner, serVonic.
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7 Media Gateway - Connection of a virtualised serVonic IXI-
UMS server to a bintec R1200

7.3 Overview of configuration steps

MSN Configuration

ISDN Port Physical Interfaces -> ISDN Ports -> bri2-0
MSN Configuration -> New

Service Physical Interfaces -> ISDN Ports -> ISDN Login
MSN Configuration -> New

MSN Physical Interfaces -> ISDN Ports -> e.g. 999999
MSN Configuration -> New

MSN Recognition Physical Interfaces -> ISDN Ports -> Right to Left
MSN Configuration -> New

Service attribute Physical Interfaces -> ISDN Ports -> Data + Voice
MSN Configuration -> New

Remote CAPI server configuration

Enable server Local Services ->CAPI Server ->Op- Aktiviert
tions

CAPI Server TCP Local Services ->CAPI Server ->Op- e.g. 2662
Port tions

User Name Local Services ->CAPI Server ->User-> e.g. Servonic.
New.

Password Local Services ->CAPI Server ->User-> Password
New.

Access Local Services ->CAPI Server ->User-> Aktiviert
New.

Configuration of remote CAPI client software

Field Menu Value

Device IP address or Remote Clients Configuration eg.192.168.0.254
host name

User Remote Clients Configuration Servonic

Password Remote Clients Configuration Password



Chapter 8 Media Gateway - Connection of a
virtualised serVonic Tobit David server to a
bintec R1200

8.1 Introduction

This chapter describes connection of a serVonic Tobit Davidserver operated in a VMware
environment to the ISDN network. For this, the David server uses the remote CAPI inter-
face of the bintec R1200 router. For provision of all required CAPI protocols (e.g., T.30
modem for FAX G3), the bintec R1200/R3000/R4100 must be equipped with the optional
VolP DSP module.

In our example, a ISDN point-to-multipoint is used for the ISDN connection.

The GUI (Graphical User Interface) is used here for configuration of the bintec R1200.

PBX

bintec R1200

Tobit David WIE]SO_

Remote-CAPI

Windows 2003

Public
Network

Fig. 112: Example scenario

Requirements

The following are required for the configuration:

¢ A bintec R1200 with 7.8.4 system software.
* A DSP module (4-way) must be installed.

* Basic installation of the Tobit David server is assumed, along with an existing VMware
environment.

 During installation, the router must already be connected to the ISDN point-to-multipoint.
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8.2 Configuration

8.2.1 Configuration of the bintec R1200 as a remote CAPI serv-
er

Installation of the DSP module

Detailed information on installing the DSP module can be found in the release notes for the
system software version 7.5.1., chapter: 2.1 DSP Module - Installation and function testing
(http://www.bintec-elmeg.com/
portal/downloadcenter/dateien/r1200/r7501p01/relnote_751_de.pdf).

Following successful installation of the DSP module, the module type is displayed on the
GUI status page.

In our example, 4 Channel VINETIC.

(1) Go to System Administration-> Status.
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Automatic Refresh Interval |50 Seconds ( Apply )
Global Settings
interface Mode / Bridge Warning: System Password not changed!@
: System Information
ive Access Uptime 19 Day(s}) 16 Hour{s) 52 Minute(s)
i System Date Thu Apr 28 23:34:47 2005
Serial Number RI1E180006500018
BOSS Version V.7.8 Rev. 2 IPSec from 2009/02/04 00:00:00
‘Reszource Information
CPU Usage 0%
Memory Usage 21.4/31.9 MB (67%)
ISDH Usage External 0 /4B Channels
Active Sessions (SIF, RTP, etc...) 0
Active IPSec Tunnels 0
Modulzs
DSP Module 4 Channel VINETIC
Pheysical Interface Interface Specifics Link
&ni-0 1000194/ 2563552650 [+]
ent-4 Mot configured /Mot configured [+ ]
VLANT Access Point/ Channel Autor 0 Clients 7 Fyy. [+]
2.17.4.00.9d8/2.17.2.0.i.1
cori-8 ot corfigured (+]
briz-0 Mot corfigured (4]
briz-1 Mot configured 4]
Recent System Logs
Time Level Subsystem  Message
022721 Information | IPSec P1: peer 1 (IPSec Test) sa 0 ¢): reactivated
02:27:11 | Information | IPSec P1: peer 1 (IPSec Test sa 0 () Remote IP address lookup: tirmeout
02:27:11 Information | IPSec P1: peer1 (IPSec Test sa 0 ¢-): blocked for 10 seconds
02:26:42 Information | INET dialup if 100001 prot1 10.0.0.194:2048-=10.10.0.1:53015
02:26:42  Information | IPSec IPSEC CB- CB mode of Peer"IPSec Test' changed -= reset IsdnCBMexthiode
05:47:29 Infarmation | INET sshd: pid 67 - listening on 0.0.0.0 port 22.
04:46:38 Information | USH ushf-0-2: unplugged
04:46:38 | Information |USH ughf-0-1: unplugged
04:46:38 | Error TTY UMTS Ctl umtsctl_ttyiftrapd: mib_get failed
04:46:38  Error TTY UMTS Ctl umtsct_thyiftrap(: mib_get failed

Fig. 113: System Administration ->Status

ISDN interface configuration

The router's ISDN port must already be connected with the ISDN point-to-multipoint during

the configuration. At startup of the bintec R1200, the router performs an ISDN auto-
recognition and displays the result.

In the Physical Interfaces -> ISDN Ports -> ISDN Configuration menu, a list of all ISDN

ports and their configurations is shown.

Here, the ISDN point-to-multipoint connection was successfully recognised.

ps (Excerpt)
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Save configuration
System Management
Physical Interfaces
| aux

Ethernet Ports

ISDN Ports
LAN

8 Media Gateway - Connection of a virtualised serVonic To-
bit David server to a bintec R1200

ISDN Configuration MSN Configuration

Port ISDM Swvitch Type
briz-0 (TE) Maone , Point-to-Multipaint
briz-1 (TE) Maone , Point-to-Multipaint

Fig. 114: Physical Interfaces -> ISDN Ports-> ISDN Configuration

Ex works (or without MSN configuration), the router accepts all incoming ISDN connec-
tions, thus permitting remote configuration via ISDN login. As the router in our example
routes all connections to the serVonic Tobit David Server, a "dummy call-number" must be
configured. As soon as an entry exists, the incoming calls not assigned to any entry are for-
warded to the CAPI service.

(1) Go to Physical Interfaces -> ISDN Ports -> MSN Configuration -> New.

Save configuration
System Management

Physical Interfaces
AUX

| Ethernet Ports
1SDH Ports

LAN
Wireless LAN
Routing

WAN

VPN

Firewall

VolP.

ISDN Configuration MSN Configuration

Basic Parameters

130N Part brizl ™

Setvice ISDM Login -~ +

MSMN 999999

MSH Recognition @Rigllllo Left OlLeftto Right {DDI}

Bearer Service @ pata + voice Cpata O Voice
oK cancel

Fig. 115: Physical Interfaces -> ISDN Ports -> MSN Configuration -> New

Relevant fields in the MSN Configuration menu

s

ISDN Port
Service
MSN

MSN Recognition

Service attribute

Select the ISDN port for which the MSN is to be configured.
Select the service to which a call is to be assigned on the MSN.

Enter any number here (dummy call number).

Select the mode your device is to use for the number comparis-
on of MSN with the called party number of the incoming call.

Possible values:

e Right to Left (default value)

e Left to Right (DDI): If your device is connectedto a
point-to-point connection.

Select the type of incoming call.
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Remote CAPI server configuration

The remote CAPI server of the bintec R1200 is already enabled ex-works.

(1) Goto Local Services -> CAPI Server->Options.

Save configuration User Options
System Management b
Physical Interfaces -
LAN B Basic Parameters
Wireless LAN e Enable senver Enabled
Routing >

AP Server TGP Port 2662

WAN Z
VPN S oK Cancel
Firewall =
VolP Z
Local Services -
| pus

DynDHS Client

DHCP Server
Web Filter
CAFP| Server

Fig. 116: Local Services ->CAPI Server ->Options

Relevant fields in the Options menu

Field Description

Enable server
The function is activated by selecting Enabled.

The function is enabled by default.

CAPI Server TCP Port
The field can only be edited if Enable Server is enabled.

Enter the TCP port number for remote CAPI connections.

The default value is 2662.

For security reasons, access to the remote CAPI interface should be protected with a user
name and password.

@ Note

Ex works, a user with the user name default and no password is always entered for
the CAPI subsystem. All calls to the CAPI are offered to all CAPI applications in the
LAN. Use the Settings menu to distribute incoming calls for the CAPI subsystem to
defined users with password. You should then delete the user derfault without pass-
word.



(1) Goto Local Services -> CAPI Server->User->New.

= |

:%: Savec0|ll'|g_11|ra(i0|| E User Options

Basic Parameters

User Narne Tohit
Password CLITTTTY]
Accass [lEnabled

C oK ) (_ cancel

Fig. 117: Local Services ->CAPI Server ->User-> New.

Relevant fields in the User menu

Field Description

User Name Enter the user name for which access to the CAPI service is to
be allowed.
Password Enter the password which the user shall use for identification to

gain access to the CAPI service.

Access
Select whether access to the CAPI service is to be permitted or

denied for the user.

The function is activated by selecting Enabled.

8.2.2 Configuration of remote CAPI client software

The remote CAPI client software is a component of the BRICKware software package. The
latter is located on the provided companion CD, or can be accessed in the download area
at www.bintec-elmeg.com . The remote CAPI client software is installed in the BRICKware
program group.
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s

Remote Clients Configuration

‘i CAP Configuration

Remate CAP! | dvanced

Device IP addiess or host name: TCP port of Remate CAP| Server
[152.16%.0.254 | Jae2
User Password:
[Tebit [=
Use these values | More Devices [CAPI2032.DLL]

32BLCAPE  You are using the mult devics version of the CAPI2032 DLL
Please press More Devices (CAPI2032 DLL ta get mors info,

Cancel Help

Fig. 118: Remote Clients Configuration

(1) To log in the remote CAPI client, the Device IP address or host name of the bintec

R1200must be saved.

(2) Under User enter Tob1t, for example.

(3) Enter the password.

(4) Apply the configuration with Use these values.

(5) As confirmation, a corresponding message appears in the info area of the remote

CAPI client software.

Detailed in information about the configured CAPI servers and their CAPI controllers is

provided under Remote Multi CAPI Client Configuration.

Following login of the remote CAPI client software bintec router, which functions as CAPI

server, one CAPI controller is displayed per ISDN interface.

Remote Multi CAPI Client Configuration

‘i Riemate Mulli CAPI Clent Conliguration
Device / Controler Local Cartraller A Device.

[152.168.0.254, Port: 2662]

Conticler: 1 Femove Device
Device...
Contoller...

Test.

Profile Information

B3ayer protocol suppart
+ Transparert
+ T 90NL with compatbiity to T.70ML in accordance with T.90 Appendis I
+150 8208 [%.25 DTE-DTE)
+%.25DCE
+ T30 for faw group 3 E
+ T30 for faw group 3 with sxtensions

Cancel Heln

Fig. 119: Remote Multi CAPI Client Configuration
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8.2.3 CAPI port configuration for the Remote CAPI interface

With basic installation of the Tobit David, the Tobit Software -> David program group was
installed on your server. There you will find the David Administrator for configuration of
the David. In this section, the dialog for configuration of the ISDN hardware is launched via
the option Ports -> add Port. Follow the administrator's instructions.

(1) Go to David -> System -> Ports.

Fle Action Tools View Help
@ - W i T % B Qomisevis [Cire ] @ @0
T David Pot | Description [Status | RyeMode | Ri-Count | Tetode | TaeCount | _Errors |
[] system @ P00 David Postan (0f5) w X 0 E-B 0 %
& Users David(R)zehn Business Port Setup B
R Ports
s Printer
) Licenses Circuit Switched Services
=3 Routing
) Advanced
0 16) Logs & Tnfos
i (] emal Legen sie die zu nukzznde Kammunkatianshardare fest, Die Ausahl der bereiau-
= stellnden Dienste erFolgt anschiefend. AUF der Tobit WebSite Finden Sie eine stets akiuele
il (3] Remote Access & Publishing

Liste der unterstitzten Herdware

J# ISDN-Controller (CAPT)
Fas, Yoice, SMS s

® Serielles Fax Modem
Analoges Fax
¥ G5MModem
Mobitelefon oder externies GsM-Madem 2um Versenden von SMS-Nachrichten
g WDM Capture Port
DM oder BDA Capture Pork zum Aufzeichnen von TV-Sendungen
3 Extended (2,6, Automation)
Automation (ETB, Beckhoff usin.), JavaSeript usw.

1

Fig. 120: XP-2 - David Administrator

With Hardware Detection, Port Setup locates the remote CAPI controller.

David{R)zehn! Business Port Setup B

hed Services

Das Setup kann automatisch nach installierter Hardware suchen. Hisrbei werden

neben Maderms und ISDK-Contrallern auch Gerate fir Videoaufzeichnungen (WDM Capture,
2.8 TY~/SAT-EmpFanger, Decoder oder Kamera-Schrittstellen) beriicksichtigh. Beachten
Sie, dass die automatische Erkennung nur korrekt arbeiten kann, wenn dis gewinschte
Hardwiare bereits installiert ist und alle erforderlichen Treiber geladen sind,

Kiicken Sie auf "Hardware automatisch erkennen”, wenn das Setup jetat nach

installierter Hardware suchen soll. Andernfalls kiinnen Sie nachfolgend die
Hardwiare manuell auswahlen,

Hardvare automatisch erkennen!

<guick  |[__weter> | | abbrechen

Fig. 121: Hardware detection

(1) Enable Autodetect Hardware.

The next Port Setup step allows selection of services assigned to this CAPI port.
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PDavid{R)zehn! Business Port Setup { x|

Circuit Switched Services

Die gevahite Hardware unterstiltzt die Folgenden Dienste, Selekisren Sie die
Dienste, dis For den akkuellen Port verwendet werden sollen, Die nicht
auswihibaren Punkte werden van Threr Hardware richt unterstiitzt

Fax-Gruppe 3

“aice Mail {Anrufbeantworter)
[ ™Mall Synthetische Sprache)
[]5Ms (Shart Messaging Service)
TAPT (ECT)

[Jetall (IHS via 150}

| <zuwek  |[ weter> | [ abbrechen

Fig. 122: Selection of services

(1) For the remote CAPI port of the bintec R1200, select the services Fax group 3,
Voice Mail (answering machine) and TAPI (ECT).

In the next step, a unique name is assigned to the port.

PDavid{R)zehn! Business Port Setup B

Circuit Switched Services

(Geben Sie als "Beschreibung” einen Namen an, urter dem der akiuelle Port
bei David gefilhrt werden soll. Tragen Sie als "Faxkennung" die Faxnummer gin,
die an die Gegenstelle dbermittelt wird

Beschreibung
binkec R.1200

Absenderkennung

<zuick  |[__weter> | | abbrechen

Fig. 123: Advanced hardware configuration

(1) Under Description enter bintec R1200, for example.

The Operation Mode send and receive (TX/RX) as well as the option 1SDN
point-to-multipoint connection may be transferred without modification.
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PDavid{R)zehn! Business Port Setup { x|

“wzhlen Sie den "Betrishsmadus” Fir den aktusllen Port {senden undjoder smpfangen).
Wenn Sie eine Mebenstellenanlage sinsetzen, geben Sie die "worwahl fur die Amtshalung”
ein (2.6. 0)

Betriehsmodus
senden und empFangen (T={Rx)

Yorwahi fir Amtsholung

<zuick  |[__weter> | | abbrechen

Fig. 124: Advanced hardware configuration

David{R)zehn! Business Port Setup { x|

Geben Siz an, ob Sie einen 150M Anlagenanschiuss oder Mehrgersteanschiuss
verwenden,

[CFEw) Filiss PUnKE-2u-Mahrpunit

(O 15DM-Arlagenanschiuss (Punkb-zu-Purkt Verbindung)

<zurick  |[_weter> | | abbrechen

Fig. 125: Advanced hardware configuration

In the final step of Port Setup, an ISDN Multi Subscriber Number (MSN) is assigned to the
port. This call number is used for incoming connections after completed configuration.

Dayid{R)zehn! Business Port Setup B

Geben Sie dis MSH (Muli Subscriber Number) an, dis Fir die [SDN-
Karte gelten sol, wird keine Auswahl getraffen, werden alle Anrufe
vom aktuellen Port angenommen
MEND | 6898925 MEN S
MEN 1 MSN 6
N2 MSN 7
S 3 MSN &
MsH 4 M5 @
<zurick || Fertigstelen | | abbrechen

Fig. 126: Advanced hardware configuration



(1) Under MSN 0 enter 6898925, for example.
(2) This concludes the configuration. Click on Complete.

To be able to use both B-channels of the ISDN point-to-multipoint connection, an additional

port must be created. In this example, the existing port is duplicated.

(1) Go to David -> Ports-> Duplicate....

Properies i Add 1) Dupcste 36 Dulie

& @ Bra

|7 pavid

1) system
-3 Users
L Ports
5 Prker
&

5-=3 Routing

w0 Advanced

@ 1) Logs & Infos
[T eMal
1 (@] Remote Access & Publshing
1 ] Replication
) [T] Chservation & Automation
&[] Entertainment

| [Fat_ [Description

[Status

[R¥-Made | Ro-Count [TX

up

R

|§ POOD  David PostMan (0/S)

w

R

PO0L Furkerk b
R add port.

) Duplicate.

2 Delete

) stop
) Rastart

(@) statup e

i Status vonitor...

7] propenis..

3

2

[z

Fig. 127: XP-2 - David Administrator

In the properties of the configured port you can, among other things, set which user re-

ceives an incoming fax message.
(1) Go to PORT 011 - bintec R1200 -> Advanced

| General | Services

Routing prefis

Route to

‘ testuser

Script File Mame

|\\xp-2\dav|d\t\d\common\tld deo

Edit script

| [ moiie

Fig. 128: PORT 001 - bintec R1200

ps (Excerpt)




bintec elmeg GmbH

8 Media Gateway - Connection of a virtualised serVonic To-

(1) Under Route to select testuser, for example.

You can now send a test fax in the David InfoCenter.

bit David server to a bintec R1200

Enter the recipient's fax number in the address field, and create a message.

@ David InfoCenter. BEEIR
Eingang
Datei Bearbeiten  Aktionen Ansicht Optionen  Werkzeuge ~Netzwerk Fenster _Hiife TobitSoftware
51 1 5 SendenfEmpf, X 2 BER@
g e S| [Bs oo [oonn ]
Favor gator S0 v eewn S
& Daid nfocen
LT +TESTFAX - David InfoCenter EER
(@) Datei Bearbeiten Ansicht Optionen Einfiigen Format il
fete s B Py ” Qor @R EH0 & D
Lﬁ lormal ahoma A
||| [ JExs =] rxua
= sdan..  [essases antwrt e
Engang
s von [omme wn [17:00
boid e
, L[ et [resem
TESTFAX N

Fig. 129: Test fax

Engang: qauser

Further configuration of the David by Tobit will not be addressed here. For this, we refer
you to our Technology Partner, Tobit Software.

8.3 Overview of configuration steps

MSN Configuration
Field

ISDN Port

Service

MSN

MSN Recognition

Service attribute

Menu

Physical Interfaces -> ISDN Ports ->
MSN Configuration -> New

Physical Interfaces -> ISDN Ports ->
MSN Configuration -> New

Physical Interfaces -> ISDN Ports ->
MSN Configuration -> New

Physical Interfaces -> ISDN Ports ->
MSN Configuration -> New

Physical Interfaces -> ISDN Ports ->
MSN Configuration -> New

Remote CAPI server configuration

Value

bri2-0

ISDN Login

e.g. 999999

Right to Left

Data + Voice
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Enable server Local Services ->CAPI Server ->Op- Aktiviert
tions

CAPI Server TCP Local Services ->CAPI Server ->Op- e.g. 2662

Port tions

User Name Local Services ->CAPI Server ->User-> e.g. Tobit
New.

Password Local Services ->CAPI Server ->User-> Password
New.

Access Local Services ->CAPI Server ->User-> Aktiviert
New.

Configuration of remote CAPI client software

Field Menu Value

Device IP address or Remote Clients Configuration e.g.192.168.0.254
host name

User Remote Clients Configuration Tobit

Password Remote Clients Configuration Password

Hardware detection

Detect hardware Port Setup enable
automatically

Fax group 3 Port Setup enable

Voice Mail Port Setup enable

(answering machine)

TAPI (ECT) Port Setup enable

Description Port Setup e.g. bintec R1200

Operation Mode Port Setup sending and re-
ceiving (TX/RX)

ISDN point- Port Setup enable

to-multipoint connec-

tion

MSNO Port Setup e.g. 6898925

Duplicate port
Field Menu Value

Duplicate... David -> System -> Ports enable



Field Menu Value

Route to bintec R1200 -> Advanced e.g. test user
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Chapter 9 Media Gateway - Connecting a virtu-
alised Tobit David.fx server to a Primary Rate
Interface with a bintec RT4402

9.1 Introduction

This chapter describes how to connect, running in a virtual environment, Tobit David.fx
2011 servers to a 30-channel Primary Rate interface (point-to-point connection) with a
3-digit direct dialling range. The David.fx server uses the remote CAPI interface in the
bintec RT4402 gateway to communicate.

The GUI (Graphical User Interface) is used here to configure the bintec RT4402.

PBX

bintec RT4402

ToDit DAVie.fX | Y
TCP/IP PRI/S2M

Remote-CAPI

Windows
Server 2008

Public
Network

Fig. 130: Example scenario

Requirements

* A bintec RT4402 gateway with system software 7.10.1
* A fax licence for the bintec RT4402 gateway

* Basic installation of the Tobit David.fx server is assumed, along with an existing VMware
environment.

* A Primary Rate interface

9.2 Configuration
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9.2.1 Configuring the bintec RT4402

Activate the fax licence

With the bintec RT4402, the T.30 protocol for G3 fax needs to be activated by a fax li-
cence. Once this licence has been authorised in the Service area on our website
www.bintec-elmeg.com, the licence can be entered in the web interface on the bintec
RT4402.

Note

The fax licence must be activated by rebooting the bintec RT4402 gateway.

(1) Go to System Administration -> Global Settings -> System Licences.

System Passwords Date and Time System Licences

‘System Licence ID: RN3BCC010210053
Global Setfinne Installed Software Options

Interface Mode / Bridge Bridging, CAPI, IP (builtin), OSPF, PIM-SM - Protocol Independent Multicast (Sparse Mode), Data Encryption Acceleration, IPSec (0/10), VPN
Groups PPTP, PPTP, Fax, BRRP

Administrative Access Description Licence Type  Licence Serial Number Status
Remote Authentication IPSec Software RN3IPSFRFactory oKk
Certificates PIM-SM - Protocol Independent Multicast (Sparse Mode) Software RN3PIMFTFactory oKk

PPTP Software RN3PPTFRFactory OK
Data Encryption Acceleration Software RN3DEAOOFactory OK
BRRP Software RN3RRPOOFactory OK

EEEEEE
6] [ | ) [ ] ]

Fax Software RNZFAX00 OK

( New ) Default Li s

Fig. 131: System Management -> Global Settings -> System Licences

Configure the ISDN Primary Rate interface

The bintec RT4402 gateway can be connected to a provider's Primary Rate interface or to
an internal S2M bus in a telephone system which is wired with the DSS1 protocol.

(1) Go to Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <pri2-4 (TE) @
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ISDN Configuration MSHN Configuration

Basic Parameters

Port Name pri2-4 (TE)

Port Usage

ISDM Line Framing

P-F Base Mumber l—

Channel Selection @ Any Channel O No channel identification © Submit preferred channel

C oK O cancel

Fig. 132: Physical Interfaces -> ISDN Ports -> ISDN Configuration -> <pri2-4 (TE) @

Proceed as follows to edit the ISDN port configuration:
(1) For Port Usage, select EURO ISDN S2M (TE).
(2) Leave the ISDN Line Framing setto CRC4 (Standard).

(3) Under Channel Selection, select Any Channel. The device tells the PABX that all
channels are available. The exchange of the PABX selects the channel to be used.

(4) Confirm with OK.
Ex works, the router accepts all incoming ISDN connections, thus permitting remote config-

uration via ISDN login. This needs to be prevented, for security reasons. To do this, go to
the following menu:

(1) Go to Physical Interfaces -> ISDN Ports -> MSN Configuration -> New.

ISDN Configuration MSN Configuration

Basic Parameters

ISDM Port

servie

MSN 995933

MSMN Recognition @Rigmln Left OLeftto Right {DD1}
Bearer Service @ pata + voice U Data O 'voice

( oK ) ( Cancel )

Fig. 133: Physical Interfaces -> ISDN Ports -> MSN Configuration -> New

Proceed as follows:
(1) Select the ISDN port for which the MSN is to be configured, e. g. pri-4.
(2) For Service, select ISDN Login. This enables logins with ISDN login.

(3) For MSN, enter the number which is used to check the called party number, e. g.
999999.

(4) For MSN Recognition, select the mode your device is to use to do the numbers com-

Workshops (Excerpt)



Workshops (Excerpt)

parison for MSN with the called party number of the incoming call, here Right to
Left.

(5) For Service attribute, select the type of the incoming call (service recognition), here
e.g. Data + voice.

(6) Confirm with OK.

Remote CAPI server configuration

The CAPI service allows connection of incoming and outgoing data and voice calls to com-
munications applications on hosts in the LAN that access the Remote CAPI interface of
your device. This enables hosts connected to your device to receive and send faxes.

The remote CAPI server of the bintec RT4402 is already enabled ex-works.

(1) Go to Local Services -> CAPI Server->Options.

ser Options

Basic Parameters
Enable server FlEnabled

Fazheader Clenabtea

CAPI Server TCP Port [e662

€ OK ) € Cancel )

DynDHS Client.
DHCP Server
‘Web Filter
CAPI Server

Fig. 134: Local Services ->CAPI Server ->Options

For security reasons, access to the remote CAPI interface should still be protected with a
user name and password.

You use the @ symbol to edit the existing user "default".

(1) Go to Local Services -> CAPI Server -> User -> <default> @



User Options

Basic Parameters

User Name capi
Passward ssssssns

Access HlEnabled

€ OK ) € Cancel )

Fig. 135: Local Services -> CAPI Server -> User -> <default> @

Proceed as follows to protect the CAPI interface:

(1) For Username, enter the name for which access to the CAPI service is to be allowed
or denied, e. g. capi.

(2) Enter the Password that the user will use to identify themselves to gain access to the
CAPI service, e. g. supersecret.

(3) Enable the Access option. Now the user is permitted to access the CAPI service.
(4) Confirm with OK.

9.2.2 Configuration of remote CAPI client software

To install the remote CAPI interface, use the latest installation pack Remote CAPI for MS-
WINDOWS. You can get this, in both 32-bit and 64-bit versions, from the download area on
our website www.bintec-elmeg.com.

The LAN CAPI configuration software is installed in the program group Bintec Brickware.
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"2 Remote Clients Co nfiguration

1 CAP| Configuration

Fiemate CAF | Advanced

Device IP address or host name: TCP port of Remaote CAPI Server.
[192.168.10.60 | |62
User: Password:
[[capi =
Use theze values | More Devices [CAPI2032.DLL)

I

32-hit CAPI: *r'ou are uzing the multi device version of the CAPI2032.DLL.
Please press More Devices [CAPI2032.0DLL) to get mare info.

0K I Cancel | Help |

Fig. 136: Remote Clients Configuration

(1) Tolog in the remote CAPI client, the IP address or host name of the bintec RT4402
gateway must be saved.

(2) Under User Name enter e. g. capi.

(3) Enter the Password, e. g. supersecret.

(4) Apply the configuration with Apply.

(5) As confirmation, a corresponding message appears in the info area of the remote

CAPI client software.

Detailed information about the configured CAPI servers and their CAPI controllers is
provided under the Multiple Devices (CAPI 2032.dll) option.

In our example, there must be a CAPI controller available with 30 channels.
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Remote Multi CAPI Client Configuration

1 Remote Multi CAPI Client Configuration
Device # Controller | Local Controller I Add Device... |

& (192.168.10.60, Pork: 2662)
Fontallar 3 Bemove Device |
Controller: 3 1
Device... |

LController... |
Test... |

Prafile Information

-
B 3-layer protocal support: g
+ Tranzparent
+ T.90ML with compatibility ta T.70ML in accardance with T.90 Appendix |1
+150 8208 [%.25 DTE-DTE)]
+¥.25 DCE
+ T.30 for fax group 3
+ T.30 for fax group 3 with extensions

O

ak. I Cancel | Help |

Fig. 137: Remote Multi CAPI Client Configuration

9.2.3 CAPI port configuration for the Remote CAPI interface

When the basic installation of the Tobit David was done, the Tobit Software -> David.fx
program group was created on your server. There you will find the David Administrator
for configuring the Tobit David.fx ports to communicate with the bintec Remote CAPI. In
this menu, the dialog for configuring the ISDN hardware is opened via the Ports -> Add

Ports option.

(1) Go to David -> System -> Ports.
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ls view Help

() Wli (7] Propertes Gm Add D oupicate 3 Delee G 8 ) David Services [ quickFinder

- — =
7 David Part. | Description | stats  |R¥-Mede | Rx-Count |Tr-Mode | TA-Count| Errors |

System @, P00 David PostiMan (0f5) up R 0 £ o 0%

2 Users Jzehnt Business Port Setup
o Ports

<a Printer
1) Licenses t Switched Services

(-3 Routing der Hardware

0 Advanced
& 1) Logs &Infos

ot Legen Sie die 2u nutzende Kommurikatianshardware Fest, Die Ausiahlder bereita-
R stellenden Dienste erfoigt anschlieRiend. AUF der Tobit WebSke Finden Sie eine stets aktuelle

(8] Remete Access & Publting Liste der unterstitzten Hardvare

] Replication

@ ISDN-Controller {(CAPT)

Observation & Automation
Fax, Woice, SMS usw.

Entertainment

® Serielles Fax Modem
Analoges Fax
4 65MModem
Mobilkelefon oder externes GSM-Madem zum Wersenden von SH5-Hachrichten

Jg WDM Capture Port
DM oder BDA Capture Port 2um Aufzeichnen von Tv-Sendungen

[ Extended (2.B. Automation)
Autoration (ETB, Beckhoff usw.), JavaScript use

= ’EA |

Fig. 138: David.fx Administrator

With Hardware Detection, Port Setup locates the remote CAPI controller.

Circuit Switched Services

Das Setup kann automatisch nach installierter Hardware suchen. Hierbei werden

neben Modems und ISDN-Controllern auch Gerate fir Videoaufzeichnungen (WDM Capture,
z.B. TV-/SAT-Empfénger, Decoder oder Kamera-Schnittstellen) beriicksichtigt. Beachten
Sie, dass die automatische Erkennung nur korrekt arbeiten kann, wenn die gewiinschte
Hardware bereits installiert ist und alle erforderlichen Treiber geladen sind.

Klicken Sie auf "Hardware automatisch erkennen”, wenn das Setup jetzt nach
installierter Hardware suchen soll. Andernfalls kénnen Sie nachfolgend die
Hardware manuell auswahlen,

Fig. 139: Hardware detection
(1) Enable Autodetect Hardware.

The next Port Setup step allows selection of services assigned to this CAPI port.
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Circuit Switched Services

Die gewshlte Hardware unterstitzt die folgenden Dienste. Selektieren Sie die
Dienste, die fiir den aktuellen Port verwendet werden sollen, Die nicht
auswahlbaren Punkte werden von Threr Hardware nicht unterstiitzt,

72 Fax-Gruppe 3

V' voice Mail (Anrufbeantworter)
™ ™Mail (Synthetische Sprache)
[ 5MS (Short Messaging Service)
¥ TAPI (ECT)

[~ eMail (IHS via ISDN)

Fig. 140: Selection of services

(1) For the remote CAPI port of the bintec RT4402, select the services Fax group 3,
Voice Mail (answering machine) and TAPI (ECT).

The Operating Mode is set to send and receive (TX/Rx) andthe Access Configur-
ation is setto ISDN access configuration (point-to-point connection) due
to the Primary Rate interface.

Circuit Switched Services

Wahlen Sie den "Betriebsmodus™ fiir den aktuellen Port (senden undfoder empfangen).
Wenn Sie eine MNebenstellenanlage einsetzen, geben Sie die "orwah! fiir die Amtsholung™
&in (z.6. 0).

Fig. 141: Advanced hardware configuration
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Circuit Switched Services

Geben Sie an, ob Sie einen 150N Anlagenanschluss oder Mehrgerateanschiuss
verwenden,

(O 1SDN-Mehrgerateanschluss (Punkt-zu-Mehrpunkt Verbindung)

Fig. 142: Advanced hardware configuration

In the final step in the port setup, the call number length of your own number including the
DDI block (e. g. 8 digits) is specified. This results in incoming connections being accepted
immediately, as soon as the target number has reached a length of 8 digits.

Circuit Switched Services

Geben Sie den Mummernblock {"DDI-Range™) und die Lange ("DDI-Length”)
an, fir die die Anrufbeantworterfunktion gelten soll.

DDI-Range (z.B. 150 - 255)

DDI-Length (z.B. 3)
|8

Fig. 143: Advanced hardware configuration

Once the first CAPI port has been created using the wizard, its properties need to be adjus-
ted. Right-click on the CAPI port you have created to be able to edit the port's properties.
The Take call when DDI length reached option must be enabled in the DDI menu.
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ISDN | DDl |Ewetet | IHS

—
—
o —

Ausgehende |

Ruf annehmen wenn DDI-Lange emeicht

Fig. 144: Advanced hardware configuration

When the wizard has finished creating a new Tobit David.fx CAPI port, the installation can
be used for incoming and outgoing connections via an ISDN channel. To be able to use all
the channels, one more CAPI port needs to be created for each available ISDN channel. In

this example, the existing port is duplicated.

(1) Go to David -> Ports-> Duplicate....

Properties (m Add P7) Dupliaste J€ Delete 0 {2] () David Servicss

|Status | Ri-Mode | R¥-Count | T%-

T#-Count | Errors |

Port

| Description

|7 David

[F] System P00 David PostMan (0/5) w R 0 B 0 0%
2, Users 8 P00t Funkwerk bi i‘ P w [T 1 P 0 %
R Ports
% Printer ) Dupiicate
£ Licenses M Delete
=3 Routing
- Advanced | s Status Moritor,.,
-9 Logs & Infos @) s
Mail
5] Remate Access & Publishing o) Restart
7] Replication () Startuptype  »
[5] Observation & Automation | o
] Ertertainment. E 7] Properties...
2 |ap-z

Fig. 145: David Administrator
You can now send a test fax in the David client.

Enter the recipient's fax number in the address field, and create a message.
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Aktionen Ansicht Optionen Werkzeuge Netzwerk Eenster Hilfe =

[Bs % & @ artwonen G len srivven. @ Wesseten 0

id/Eingana ] P o |[oeae £

wael
&y Y S CICII

x| [FI=lale v Tow
Tl

5 5§ SandenfEmpt. o

Navigator

nter

- David InfoCenter

rbeiten Ansicht Optionen Einfigen  Format Hilfe =
sncen © F g v [ avtomatisch -

§;ﬁ Hormal ][ Tshoma

[sdan.. |esvascy | Antnort erwartet innerhals

S

s

e | <] ven [omme -

&

Betreff [1ESTFAX

TESTFAX

Xz Eingang: gauser

Fig. 146: Test fax

Further configuration of the David by Tobit will not be addressed here. For this, we refer

you to our Technology Partner, Tobit Software.

The console or the Telnet or SSH access should be used to debug the bintec RT4402 fax
connections, because the messages cannot be seen in real time here. After logging in, use
the debug isdn modem capi fax command to enable the outputting of log messages.

Bespiel Debug Ausgshen wihrend eines eingehenden Faxes:
rt4402:> debuy isdn modem capi fax

11:20:01 DEBUG/CAPI: DEG(000555492) APPL34:33 PLCI Ox0403 diaslin from <0811908070> to local nurber <091196731550>

11:20:02 INFOQ/CAPI: INF(D00556429) APPL34:33 PLCI 0Ox0403 incoming call accepted
11:20:02 INFO/MODEM: ID:4 Allocate FAX Modem on B-Chan:l using Timeslot:d
11:20:02 DEBUG/MCDEM: ID:4 ©pen D3P FAX Resource

11:20:02 DEBUG/MODEM: slot Z, unit 4, chan 1: modem connect 64000

11:20:29 DEBUG/IZDN: faxdbg(0519):(41/9/0) dl disconnect_ind reason: no error

11:20:29 DEBUG/CAPI: DEG(000583445) APPL34:33 PLCI 0x0403 Fax disconnected: 0 no error

11:20:29 DEBUG/MCDEM: slot Z, unit 4, chan 1: modem local hangup
11:20:29 DEBUG/ISDN: stack Z: disconnect cause: normal, unspecified (0x9L)

Bespiel Debug Ausgshen wihrend eines ausgehenden Faxes:
rt4402:> debuy isdn modem capi fax

11:20:01 DEBUG/CAPI: DEG(000555492) APPL34:33 PLCI Ox0403 diaslin from <0811908070> to local nurber <091196731550>

11:20:02 INFOQ/CAPI: INF(D00556429) APPL34:33 PLCI 0Ox0403 incoming call accepted
11:20:02 INFO/MODEM: ID:4 Allocate FAX Modem on B-Chan:l using Timeslot:d
11:20:02 DEBUG/MCDEM: ID:4 ©pen D3P FAX Resource

11:20:02 DEBUG/MODEM: slot Z, unit 4, chan 1: modem connect 64000

11:20:29 DEBUG/IZDN: faxdbg(0519):(41/9/0) dl disconnect_ind reason: no error

11:20:29 DEBUG/CAPI: DEG(000583445) APPL34:33 PLCI 0x0403 Fax disconnected: 0 no error

11:20:29 DEBUG/MCDEM: slot Z, unit 4, chan 1: modem local hangup
11:20:29 DEBUG/ISDN: stack Z: disconnect cause: normal, unspecified (0x9L)
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9 Media Gateway - Connecting a virtualised Tobit David.fx bintec elmeg GmbH
server to a Primary Rate Interface with a bintec RT4402

9.3 Overview of Configuration Steps

ISDN Configuration

Port Usage Physical Interfaces -> ISDN Ports -> EURO ISDN S3M (TE)
ISDN Configuration -> <pri2-4 (TE)

ISDN Line Framing Physical Interfaces -> ISDN Ports -> CRC4 (Standard)
ISDN Configuration -> <pri2-4 (TE)

Channel Selection  Physical Interfaces -> ISDN Ports -> Any channel
ISDN Configuration -> <pri2-4 (TE)

MSN Configuration
Field Menu Value

ISDN Port Physical Interfaces -> ISDN Ports -> pri2-4
MSN Configuration -> New

Service Physical Interfaces -> ISDN Ports -> ISDN Login
MSN Configuration -> New

MSN Physical Interfaces -> ISDN Ports -> e.g. 999999
MSN Configuration -> New

MSN Recognition Physical Interfaces -> ISDN Ports -> Right to Left
MSN Configuration -> New

Service attribute Physical Interfaces -> ISDN Ports -> Data + Voice
MSN Configuration -> New

Remote CAPI server configuration

Field Menu Value
Enable server Local Services ->CAPI Server ->Op- Enabled
tions
User Name Local Services ->CAPI Server ->User-> e. g. capi.
New.
Password Local Services ->CAPI Server ->User-> e. g. supersecret
New.
Access Local Services ->CAPI Server ->User-> Enabled
New.

Configuration of remote CAPI client software



bintec elmeg GmbH 9 Media Gateway - Connecting a virtualised Tobit David.fx
server to a Primary Rate Interface with a bintec RT4402

IP address or host Remote Clients Configuration €.09.192.168.10.60
name of the device

User Name Remote Clients Configuration e.g. capi.

Password Remote Clients Configuration €. Q. supersecret

Hardware detection

Field |Menu |Value

Detect hardware Port Setup enable

automatically

Fax group 3 Port Setup enable

Voice Mail Port Setup enable

(answering machine)

TAPI (ECT) Port Setup enable

Operation Mode Port Setup sending and re-
ceiving (TX/RX)

ISDN access Port Setup enable

(point-to-multipoint

connection)

DDI Length Port Setup e.g. 8

Duplicate port
Field Menu Value

Duplicate... David -> System -> Ports enable



Chapter 10 Media Gateway - bintec R1200
VolP/R4100 VolIP as Unified Messaging Gate-
way for Microsoft Exchange Server 2007

10.1 Introduction

The present chapter describes connection of the unified messaging roll for Microsoft Ex-
change Server 2007 to the public telephone network or a PBX with a bintec R1200 VolP or
bintec R4100 VoIP media gateway.

The unified messaging roll for Microsoft exchange server 2007 offers the following func-
tions:

* Access to e-mails and voice messages, appointments and contacts by voice control/tone
dialling

» Server for fax reception

* Answering machine function with message delivery by e-mail

* Auto Attendant / call relay

Microsoft bintec R4100

Exchange I — s ISDN

Server 2007

Public
Network

Fig. 147: Example scenario

Requirements

* A bintec R1200 VoIP or bintec R4100 VoIP
* Microsoft Exchange Server 2007 with Unified Messaging Roll

¢ Access to the public telephone network or a PBX
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10.2 Configuration

10.2.1 Configuration steps on Microsoft Exchange server

Configuration of the Microsoft Exchange server is performed with the exchange adminis-
tration console :

T2 Morosot Exchange B Unified Messaging Actions
E}ek Organization Configuration »
B D Cor U Dt Plans | U 1 Gateways | UM Mbor polces | U At Atzendants Unified Messaging -
{68 Client Accsss U DialPlan_~ [ Digits [Associsted UM servers | || [i% tiew U Dial Plan.
% Hub Transport DP_nbg. 3 EXCHANGED?
Hew UM 1P Gateway.

% Unified Messaging {174 DP-peine 3 EXCHANGED? &

=) Server Configuration Tl Mew UM Mailbox Policy...
2 Maibox

) Now U Ao Attendont

3 Cllert Access
b [ Export List

& o
@ Toobox

Fig. 148: Exchange administration console

Creation of a dial plan

In the Unified Messaging menu, you can launch the wizard to create a new UM dial plan.

(1) Go to Organization Configuration -> Unified Messaging -> New UM Dial Plan...
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New UM Dial Plan

3 New UM Dial Plan New UM Dial Plan

& Conpisiion Thi wizard helps you create a UM dialplan for use by Microsolt Exchange Urifisd
Messaging. & dialplan s a grouping of uriaue telephane extension numbers.
Name:
[demo_dielplan

Number of digits in extension nurbers:

E]

URI s

[Tekephone Extension =
YolP securiy:

[Unsecured =l

(i) At you create  new dial lan, the dial lan must be addd to one of more UM
servers befare it willbe used,

Help <Back Hew Caneel

Fig. 149: New UM dial plan

To create a new UM dial plan, proceed as follows:
(1) Enter the dial plan name, e. g. demo_dialplan.

(2) In Number of digits in extension numbers set the number of direct dial-in numbers,
e.g., 3.

(3) In URI type select a designation for the resources, e.g. Telephone Extension.
(4) In VolP security select Unsecured.

(5) With the option New, you create the new dial plan.

New UM Dial Plan

1 New UM Dial Flan Completion

The Ciick Firish

Elapsed time: 00,0001

Summay: 1 temls) 1 succeeded, 0 faied

|ip4 demo_diaiplan @ corpleted 2
Exchange Managemert Shel command completed:
new UMDialPlan Name ‘demo_diailan’ NemberD DigisirE stension'3-URIType
TelExin' VolPSesuy Unsecured

B Completion

Elapsed Time: 00:00:01

Selsct CHC b copy the contents of this page

Help <Beck, Cancel

Fig. 150: New UM dial plan

Click on Finish to close the wizard.

After the wizard is closed, dial plan properties must be edited.




demo_dialplan Properties

_

Fig. 151: Subscriber Access

Under demo_dialplan Properties -> Subscriber Access the call number under which the
system may later be reached is saved, e.g., 500.

demo_dialplan Properties

Fig. 152: Dial Codes
Under demo_dialplan Properties -> Dial Codes national and other prefixes are saved.
To save the prefixes, proceed as follows:

First, enter the numbers for outgoing calls.
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10 Media Gateway - bintec R1200 VolP/R4100 VoIP as
Unified Messaging Gateway for Microsoft Exchange Serv-

(

@
@3
(

Now enter the numbers for incoming calls.
(1
@)

1)

~ ~

4)

bintec elmeg GmbH

In the Outside line access codefield, you can save a number for an outside line.

In International access code enter the international access number 00.
In National number prefix enter the national prefix, here 0.

In Country/Region code enter the country code, e.g., 49 for Germany.

In In-country/region number format enter 0.

In International number format enter the prefix, e.g., 0049 for Germany.

demo_dialplan Properties

General | Subsciiber Access
Settings | Dialing Rule Groups

Dial by name primany methaod:
Dial by name zecondam methad:
Audio codec:

Dperator extension

Logan failures before disconnect:

Timeauts and Retries

Dial Codes Features

| Disling Restictions

SMTP Address =
G

jv

510

Maximum call duration (min):

M asimunn recording duration (min):
Recording idle time-out [sec)
Input idle timeout [sec]:

Input retries:

Input failures before disconnect:

TN

Language Settings

Default |anguage:

English [United States) i

o]

Cacel | gy | Help

Fig

. 153: Settings

In the Settings submenu, notably the language codecs and the language with which the
system shall respond are saved.

To save additional settings, proceed as follows:

(1)
@)

In Dial by name primary method select, for example, Last First.
In Dial by name secondary method select SMTP Address.

In Audio codec enter language codec G. 711.

For Operator extension enter the switchboard number, for example, 810.

In Default language select the language in which the system shall subsequently an-

swer, e.9., English (United States).

In the submenu Dialing Rule Groups a UM dial plan is defined. This determines which
type of calls the UM-enabled user can make. In our example, national and international
connections are permitted. Dialing Rule Groups also allow transformation of destination



numbers (e.g. setting of a specific prefix).

demo_dialplan Properties 5[
Goneradl | Subsoiberécoess | DidlCodes | Fealwes |
Settings Dialing Rule Groups I Dialing Restictions
In-Country/Region Fule Groups
eaadd.. M Edt.. X
MName | MNurnber Mask | Dialed Mumber
national o o
4| | |
International Rule Groups
gpadd.. 7 Edb., 25
Name | Number Mask | Dialed Number
international oo+ oo+
4] | i
0k | cancel | gy | Hep |

Fig. 154: Dialing Rule Groups

In the submenu Dialing Restrictions, it is determined which kinds of calls are permitted or,
as the case arises, prohibited.

demo_dialplan Properties Xl
General | Subscriber Access | Dial Cades | Features |
Settings | Dialing Rule Gioups Dialing Restrictions

W Allow calls to users within the same dial plan
¥ Allow calls to extensions

Select allowed in-country/region rule groups from dial plan:

Sagd. K

national

Select allowed international rle groups fram dial plan:

eadd.. 2

international

0K | Concel | oo Help

Fig. 155: Dialing Restrictions

The newly-created dial plan is subsequently allocated to a UM server. The dial plan can be
added in Server Properties UM Settings. Here are administered the installed language
packs and the restriction on the maximum possible number of voice and fax connections.
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(1) Go to Server Configuration -> Unified Messaging -> UM Settings.

B Exchange-Yerwaltungskonsole =[Ol

actions
Unified Messaging =
Export Lis..
e Thoe [vessen 5|2
| - Excrianceo? HUb Transport, Clert Acc... VersonB.1 (Buld240.6) £ View r
L EXCHANGED? Properties atredh
General| System Setings UM Settings | B Heb
| excnancior s
it & Select Dial Plan =lofx
&2 Rece n agd
ai i U S,
Name
19DPnbg
|19DP-peine

Miscallaneeus Configurati

Prompt languages:

¥ Masimum coneurrent

Fig. 156: UM Settings

Creation of a UM IP Gateway

A new UM IP gateway is created with the assistant in the Unified Messaging submenu.

(1) Go to Organization Configuration -> Unified Messaging -> New UM IP Gateway.

g New UM IP Gateway

I New UMIP Gateway | New UM IP Gateway
[ Completion This wizard helps you create a UM IP gatemay for use by Microseft Exchange Uniied
Messaging the a alP
PBX and Unfied Messaging.

Name:

[demo_Ub-Giw

@ P Address:

[192166.10.222

Example: 192168.10.10

' Full qualifed demain name (FODN):

Example: smarthost.company.com

Dielplen:

[demo_dialplan Browse..

It |, a default hunt o associate this new LIM
P gateway to the specifed dial plan. If no dial plan is selected. a hunt oioup must be
created marualy.

Help < Back Hew Cancel
Fig. 157: New UM IP gateway

To create a new UM IP gateway, proceed as follows:
(1) In Name enter, for example, demo UM-GW.
(2) Enter the IP address at which the UM gateway is accessible, e.g. 192.168.10.222.

(3) In Fully qualified domain name (FQDN) you can enter the name under which the
UM gateway is accessible.
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(4) Next, the previously-created Dial Plan is assigned.

Creation of a UM hunt group

The Hunt Groups are required for drive of the exchange server by the UM gateway . The
assistant for creation of a new UM hunt group is launched on the exchange administra-
tion console.

(1) Go to Organization Configuration -> Unified Messaging -> New UM Hunt Group.

[ New UM HuntGroup | New UM Hunt Group
2 Completion This pizard

Assaciated UM IP gateway:
[derma_ubt-Gw

Bilot idertifer

F®

Help <Back Cancel

Fig. 158: New UM Hunt Group

To create a new UM hunt group, proceed as follows:
(1) In Name enter the name of the hunt group, e.g., mailbox demo.
(2) In Dial plan select demo dialplan.

(3) The number of the Pilot identifier, here 500, for example, is later saved at the UM
gateway as a VoIP extension in order to create a connection to the Exchange Server
2007.

You can view the completed configuration in the menu Organization Configuration ->
Unified Messaging -> UM IP Gateways.
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3 Mirosoft Exchange
5125 Organigation Configuration
Malbox UM DielPlans UM IP Gateways | ur Mailox Polices | UM Ao Atcendants |
Cle Name [ om pial [ Piok Identifier | Address [[Status
= 5 der 192.168.10.222 _ Enabled
offe 192.168.10.253  Enabled
E: 0. S
= FFUM-GW-Nbg 192.168.10.25¢  Enabled
2! HG - Auto Attend... DP-nbg 999
2 HG - Nbg DP-rbg 200
83, Distrbution Group
2 Mal Contact
43 Distomected Maibox
1 Toobox
< | 2l

dMessaging ~

(15 Mew UM Dial P,
B NewUMIP Ga,
Fid Mew UM Maibb,
(B vew UM Ao
@ Expandalum
(@ Colapse AU
5 Eport Lt
vew
Refresh
& rep
mailbox_demo
X Remove

@ rep

Fig. 159: UM IP Gateways

Configuration of a UM Mailbox Policy

Already when creating a Dial Plan a standard UM Mailbox Policy is created.

demo_dialplan Default Policy Properties x|

General | Message Texll PIN Policiesl Dialing Hestriclionsl

@ Idemo_dialplan Default Policyl

Associated UM dial plan:

dema_dialplan

Modified Montag, 25. Mai 2009 15:07.20

M aximum greeting duration [minutes):

¥ allow missed call aotifications

Help

oK I Cancel | Apply |

Fig. 160: Default Policy Properties

In properties of UM Mailbox Policy, in the Message Text submenu, various text templates
can be saved; these can be sent to the UM user per e-malil (e.g., when activating the uni-
fied messaging mailbox or when resetting the unified messaging PIN).




demo_dialplan Default Policy Properties ll

General Message Text | PIN Policies | Dialing Restrictions |

Eax identity:

Test sent when a UM mailbox iz enabled:

willk.ammen bei Microsoft Exchange UM ;I

Test sent when a FIN is feset

lhre PIM wurde zuriickgesetzt! ;I

Test included with a voice message:

neue Sprachnachricht! ;I
E

T st included with a fax message:

neues FAI =]
e

akK I Cancel | Apply I Help |

Fig. 161: Message Text

In the submenu PIN Policies, different properties of the UM PIN (e.g., PIN length) reques-
ted when accessing the UM system can be modified.

demo_dialplan Default Policy Propetrties 5[

Generall Message Text  FIN Policies | Dialing F\eslnctionsl

Minimum FIN length
™ PIM lifetime (days):

Mumber aof previous PINs to dizallon:

1]

™ Allow common pattens in PIN

Failed Logons

¥ Mumber of incorrect PIN entries before PIN is automaticaly |5

reset:
¥ Mumber of incarrect PIN entries before UM mailbox is 15
locked out:

Ok I Cancel Apply Help

Fig. 162: PIN Policies

In the submenu Dialing Restrictions, it is determined which kinds of calls are permitted or,
as the case arises, prohibited.
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[demo_dialplan Default Policy Properties il

General | Message Text| PIN Policies  Disling Restrictions I

v {Aligw calls o Users within the same dial plant

¥ Allow calls to extensions

Select allowed in-cauntiy/region rule groups from dial plan:

Loadt.. K

national

Select allowed international rule groups fram dial plan:

aadd.. 2

international

akK I Cancel | Apply Help

Fig. 163: Dialing Restrictions

Auto Attendants (optional)

Configuration of an Auto Attendant, a type of electronic telephone switchboard, is option-
al. For the Auto Attendant an additional Hunt Group should be created, under whose Pi-
lot Identifier (extension number) the electronic switchboard position can be reached.

Activation of unified messaging for an exchange mailbox

In the Mailbox submenu, the unified messaging functions for an exchange mailbox/ex-
change user can be activated via an assistant. For this, the previously configured Unified
Messaging Mailbox Policy must be saved, along with a PIN (for authentication).

(1) Go to Organization Configuration -> Recipient Configuration -> Mailbox.
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3 Introdhuction

Extension
= Corfiguation

Enable Urifed
 Messagng

[ Completion

Enable Unified Messaging

Introduction
The selected maibos wil b en
il be sent to the mai

d Messaging Lipon
e user thet they he:

Unified Messaging. The mess the PIN and the nurberto dial to gain access
o their mailbos. By defaul, an et and PIN are automaticaly generated. You
can also manualy specify an extension number and PIN

Linified Messaging Maibios Policy

[demo_sialpian Default Foicy

Browse.

PIN Settings

€ Automalically generete PIN to access Dulook Voios Access
@ Manualy speciy PIN

I™ Requie user toreset EIN at fiist telephone logon

ied Messaging is 2 premium fealure and recites an Exchange Enlerpise Client
Aecess License (CAL) o enable it for the maibox

Fig. 164: Mailbox

In the assistant's second step, a Mailbox Extension (mailbox number) for the user must
be saved. The Mailbox Extension should match the user's direct dial-in number.

-~
éé Enable Unified Messaging

B Introduction

 Extencion

= Configuration

Enable Uniisd
 Messaging

[ Completion

Extension Configuration
€ putomaticaly genereted mailbor satersion

@ Manaly entered maiban estension &

SIP Resource Identiier

For  SIP LRI dial plan, this is the SIP address of the user [example:
tory.smith@contoso.com). For an E.164 dial plan, this s the E. 164 addess of the user
[ewample; +14255550150)

& Automalicaly genersted SIP resouice identier
& Manaly entered SIP or E.164 address

Fig. 165: Mailbox Extension

10.2.2 Configuration of the bintec media gateway

In our example, the bintec media gateway is connected to a PBX internal ISDN port with
extension number 500 via the external ISDN SO interface (e.g. ISDN-0). The ISDN auto-
recognition provides detection of a point-to-point or point-to-multipoint connector.

(1) Go to Physical Interfaces ->ISDN Ports-><bri2-0 (TE)>@|.
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ISDN Configuration MSHN Configuration

Basic Parameters

Ethernet Ports Part Name bri2-0 (TE)

ISDH Ports Autaconfiguration on Bootup [“Enabled
Result of Autoconfiguration Port Usage: Dialup (Euro ISDN), ISDN Configuration Type: Point-to-Multipoint
Port Usage Dialup (Euro ISDM)
ISDM Configuration Type * Point-to-Multipoint  Point-to-Point

Advanced Settings
ok ) (_ cancel )

Fig. 166: Physical Interfaces -> ISDN Ports -> <bri2-0 (TE)> @

Relevant fields in the ISDN Configuration menu

L

Port Name Shows the name of the ISDN port.
Autoconfiguration on Autoconfiguration at bootup is enabled.
Bootup

Result of Autoconfigura- Shows the status of the ISDN Auto Config.
tion
Connection of the exchange server as VolP/SIP subscriber

Microsoft Exchange Server 2007 is configured at the media gateway as SIP extension.

(1) Goto VoIP -> Media Gateway -> Extensions -> New.
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bintec elmeg GmbH

Save configuration

System Management

Physical Interfaces -
LAN -
Routing -
WAN . b
VPN -
Firewall -

VolP -

Application Level Gateway
Media Gateway

Local Services T
Maintenance )
External Reporting )
Monitoring i

Extension / User Name

Registration
SIP Endpoint IP Address

Protocol

Port

10 Media Gateway - bintec R1200 VolP/R4100 VolIP as
Unified Messaging Gateway for Microsoft Exchange Server

Accounts Ro%lilng Tra%llat;ion Tra:s_:l'.laltion ﬁ Optigns
Basic Parameters
Description [Mailoo
Extension f User Name 500
Interface Type @ sp
Registration Cenabled
SIP Endpoint IP Address [iszggi0ior
Authentication ID [ ]
Passwaord #
Protocol [TCP ~
Part [so60

Advanced Settings

Codec Settings

Codec Proposal Seguence

Sont Order

“oice Quality Settings

Echo Cancellation
Camfart Noise Generation

Packet Size

Relevant fields in the Extensions menu

Description

@ petaurt O ouality O Lowest O Highest

Oersaz  Oore-os

FMaritvwaw Hortataw Borm oz
Cerze-18 FoTHE outband

[ 7.38 Fax

Enabled
Enabled
30 ms
oK cancel

Fig. 167: VoIP -> Media Gateway -> Subscriber -> New

Enter the name of the terminal, e.g. Mailbox.

saved, in this case 500.

Disable the registration mechanism.

saved, e.g. 192.168.10.101.

Select protocol TCP to be used for data transmission.

Here the number under which the system can be accessed is

Here, the IP address of the Microsoft exchange server must be

For connection to the Microsoft exchange server identify port

5065.

The Advanced Settings menu consists of the following fields:

Relevant fields in the menu Advanced Settings



er 2007

Sort Order Enable options DTMF Outbandand T.38 Fax.

Call routing configuration at the media gateway

To allow outgoing connections toward the PBX/PSTN, a route in menu Call Routing must
be created. With this routing entry, all calls are routed to the ISDN PBX via the ISDN inter-
face.

(1) Goto VoIP -> Media Gateway -> Call Routing -> New.

Save configuration sl call CLID cal ISDN

SystemManagement v | CXTERsIONs o counts | Routing Translation Translation Trunks | 2Ptiens
Physical Interfaces -
LAN - Basic Parameters
Routing - Description to_isdn
WAN -

Administrative Statug Enable
VPN -

s
SR . Type External
VolP - Calling Line Any ¥
Application Level Gateway Calling Address l—
Media Gateway

Local Services - Called Address *
Maintenance A Priarity Line Called Address Translation Status Action
External Reporting - 1 hriz-0 [+] [+[#] imi]
Monitoring - Add

Routing Rule

Priority 1

Administrative Status Enable

Cuthound Line hbri2-0 |«

Called Address Trans|ation

Apply
OK Cancel

Fig. 168: VoIP -> Media Gateway -> Call Routing -> New

Relevant fields in the Call Routing menu

Field Meaning

Description Enter the name of the call routing entry, e.g9. to isdn.

Type Specify how calls are to be routed. With External for calls that
are to be routed as outgoing external calls.

Calling Line You can restrict the routing entry to the line on which the call
comes in. With Any there is no restriction of routing entries.
Called Address
You can enter an address numerically (e.g. a subscriber num-
ber) or alphanumerically (e.g. for a trunk) that is to be compared
with a dialled address. You can use wildcards here.



Field Meaning

* means that at the end of a character string any number of
characters may follow,

In the Routing Rules area, you can define the line/provider over which outgoing connec-
tions are routed

10.2.3 Function test

At the first function test, it is possible to call from the telephone extension of the unified
messaging user (e.g., demo user John Everyman with extension number 720) to the ex-
tension of the exchange server (e.g., extension 500). Microsoft Exchange server 2007
should respond with a PIN request and permit access to e-mails, contacts, etc.

At the second function test, a unified messaging user (e.g., demo user John Everyman
with extension number 720) should configure a call diversion to the Microsoft Exchange ex-
tension (call number 500). With an incoming call to the user call number, the call/fax is put
through to the user mailbox on the Microsoft Exchange server.
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10 Media Gateway - bintec R1200 VolP/R4100 VoIP as
Unified Messaging Gateway for Microsoft Exchange Serv-

10.3 Overview of configuration steps

Creation of a dial plan

Name

Number of digits in
extension numbers
URI type

VolIP security

Subscriber Access

Outside line access
code

International access
code

National number
prefix

Country/Region
code

In-country/region
number format

International number
format

Dial by name
primary method

Dial by name sec-
ondary method

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Subscriber Access

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Dial Codes

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Dial Codes

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Dial Codes

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Dial Codes

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Dial Codes

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Dial Codes

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Settings

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->

bintec elmeg GmbH

€.g. demo dailplan

e.g. 3

Telephone Exten-

sion

Unsecured

e.g. 500

00

49

0049

e.g. Last First

SMTP Address
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10 Media Gateway - bintec R1200 VolP/R4100 VolIP as
Unified Messaging Gateway for Microsoft Exchange Server

Audio codec

Operator extension

Logon failures be-
fore disconnect

Default language

In-Country/Region
Rule Groups

International Rule
Groups

Allow calls to uses
within the same dial
plan

Allow calls to exten-
sions

Settings

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Settings

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Settings

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Settings

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..->
Settings

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..-> Di-
aling Rule Groups

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..-> Di-
aling Rule Groups

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..-> Di-
aling Restrictions

Organization Configuration -> Unified
Messaging -> New UM Dial Plan..-> Di-
aling Restrictions

Creation of a UM IP Gateway

Name

IP Address

Dial plan

Organization Configuration -> Unified
Messaging -> New UM IP Gateway

Organization Configuration -> Unified
Messaging -> New UM IP Gateway

Organization Configuration -> Unified
Messaging -> New UM IP Gateway

Creation of a UM hunt group

Field

Associated UM IP
gateway

Menu

Organization Configuration -> Unified
Messaging -> New UM Hunt Group

G.711

e.g. 810

eg. 3

e.d. English (United

States)

national, 0%, 0%*

international, 00*

00~*

Aktiviert

Aktiviert

e.g. demo UM-GW

e.g.192.168.10.222

demo dialplan

Value

€.g. demo UM-GW



er 2007

Name Organization Configuration -> Unified e.g. mailbox demo
Messaging -> New UM Hunt Group

Dial plan Organization Configuration -> Unified e.g. demo dialplan
Messaging -> New UM Hunt Group

Pilot identifier Organization Configuration -> Unified e.g. 500
Messaging -> New UM Hunt Group

Configuration of a UM Mailbox Policy
Field Menu Value

Fax identity Organization Configuration -> Unified Microsoft Exchange
Messaging -> New UM Mailbox Policy -
> Message Text

Text send when a Organization Configuration -> Unified e.g. welcome to Mi-
UM mailbox is en-  Messaging -> New UM Mailbox Policy - crosoft Exchange
abled > Message Text UM

Text send when a Organization Configuration -> Unified e.g. Your PIN has
PIN is reset Messaging -> New UM Mailbox Policy - been reset!
> Message Text

Text included with a Organization Configuration -> Unified z.B. new voice mes-
voice message Messaging -> New UM Mailbox Policy - sage!
> Message Text

Text included with a Organization Configuration -> Unified e.g. new fax!
fax message Messaging -> New UM Mailbox Policy -
> Message Text

Minimum PIN length Organization Configuration -> Unified e.g. 4
Messaging -> New UM Mailbox Policy -
> PIN Policies

Number of previous Organization Configuration -> Unified e.g. 5
PINs to disallow Messaging -> New UM Mailbox Policy -
> Message Text

Number of incorrect Organization Configuration -> Unified e.g. 5
PIN entries before =~ Messaging -> New UM Mailbox Policy -

PIN is automatically > Message Text

reset

Number of incorrect Organization Configuration -> Unified e.g. 15
PIN entries before =~ Messaging -> New UM Mailbox Policy -

UM mailbox is > Message Text

locked out

Allow calls to uses  Organization Configuration -> Unified Aktiviert



within the same dial Messaging -> New UM Mailbox Policy -
plan > Dialing Restrictions

Allow calls to exten- Organization Configuration -> Unified Aktiviert
sions Messaging -> New UM Mailbox Policy -
> Dialing Restrictions

Activation of unified messaging for an exchange mailbox

Unified Messaging  Organization Configuration -> Recipi- e.g. demo dialplan

Mailbox Policy ent Configuration -> Mailbox Default Policy
Manually specify Organization Configuration -> Recipi- Your PIN
PIN ent Configuration -> Mailbox

Manually entered Organization Configuration -> Recipi- e.g. 720
mailbox extension  ent Configuration -> Mailbox

ISDN Configuration 7
Field Menu Value

Autoconfiguration on Physical Interfaces -> ISDN Ports -> Aktiviert
Bootup <bri2-0 (TE)> .

SIP extension configuration

Field Menu Value

Description VoIP -> Media Gateway -> Subscriber - e.g. Mailbox
> New

Extension / User VoIP -> Media Gateway -> Subscriber - 500

Name > New

SIP Endpoint IP Ad- VolIP -> Media Gateway -> Subscriber - e.g. 192.168.10.101
dress > New

Protocol VoIP -> Media Gateway -> Subscriber - 7CP
> New

Port VoIP -> Media Gateway -> Subscriber - 5065
> New

Sort order VoIP -> Media Gateway -> Extensions - T.38 Fax, DTMF Out-
> New-> Advanced Settings band

Configuration of call routing

Description VoIP -> Media Gateway -> Call Routing e.g. to isdn

2007



Type

Calling Line

Called Address

Priority

Outbound Line

Menu

-> New

VoIP -> Media Gateway -> Call Routing External
-> New

VoIP -> Media Gateway -> Call Routing Any
-> New

VoIP -> Media Gateway -> Call Routing *
-> New

VoIP -> Media Gateway -> Call Routing e.g. 1
-> New-> Add

VoIP -> Media Gateway -> Call Routing e.g. bri2-0
-> New-> Add
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Chapter 11 Media Gateway - Connecting the IP
PBX hybird 300 to an SIP provider via bintec
RS232b gateway

11.1 Introduction

Below is a description of how to connect the IP PBX elmeg hybird 300 to a VoIP provider.
Access to the Internet is established with the aid of a bintec RS232b gateway. The VolP
provider (e.g. sipgate) can be accessed via the Internet.

The GUI (Graphical User Interface) is used for configuration.

\olIP SIP
elmeg Hybird 300 Provider

bintec RS232b

Internet

Fig. 169:

Requirements

* An elmeg hybird 300

¢ A bintec RS232b gateway with system software of 7.9.5 upwards

* Internet access

* Configuring the local IP address with the aid of the Dime Manager

» Setting up the Internet access at the bintec RS232b gateway

» Adapting firewall and quality of service to the internal bintec RS232b gateway
» Configuring the VoIP provider settings of the elmeg hybird 300

» Checking the QoS function at the bintec RS232b gateway
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11.2 Configuration

11.2.1 Configuring the local IP address with the aid of the
Dime Manager

After the the elmeg hybird 300 and the bintec RS232b have been integrated in the local
network, they can be located via the Dime Manager. The Dime Manager now offers the
option of setting the local IP address via the context menu.

(1) Go to Dime Manager -> IP Settings.

*) Dime Manager E=EEE]
Discover | Maintsnance  Services

Q &k EI 33 bt
Di Jad - Show o 5o Swe Lo Ak
iscover
—m Interval (rrln).
Devices (All Devices) | -
() Location ;s 2 =
@@ sEY AV 4lEd X B N FHE
=423 All Devices B 1P-C ~
(23 unknow| Froduct Device Name: IP Address MAC Address Action Address Mods Static IP address F
4 d Data a Gateway 192.168.1.254
@ RS> m2 192.168.1.254 00-AD-F3.23.9C-8A Rostname
IP Address 192.168.1.100
& Misc
Company Name Unknown
= Device Name hybird_300
@ I F sett"‘gs File acctstor 0.0 H
Fileboss.bin V.7.9 Rev. 1 (Beta 30)
— Filesshd_host_rsa_key 0.0
2 Sl
D=caliizne, —_ File text_ger.ez V.7.9 Rev. 1 (Beta 30)
Current Pessword: ~ 2teeeses Filewebpages.ez V.7.9 Rev. 1 (Beta 30)
New Passwaord: Firmware V.7.9 Rev. 1 (Beta 30) from|
Frorpeerrie m e Location Unknown
MAC Address 00-09-4F-FF-E0-92
IP configuration Monitoring Yes
P Address: 1921681100 Ping Device Yes
Cimtic IP mddrmes - Product Hybird_300
Static IP address - =
i i s Serial Number TH3CC0009520002
Subnet Mask. 255.255,255.0 3 states
e 1921681 254 Ambiguous IPAddress o
Data set via HTTPS Success -
| Save configuration permanently Address Mode
A il A [ P— [ ok ]@Verﬂy ][ canca ] o

Fig. 1770: Dime Manager -> IP Settings

In this workshop, the address 192.168.1.254/24 is assigned to the bintec RS232b gateway
and the address 192.168.1.100/24 with standard gateway 192.168.1.254 for the IP PBX el-
meg hybird 300.
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11.2.2 Setting up the Internet access at the bintec RS232b
gateway

To configure the Internet access at the bintec RS232b gateway the GUI has a wizard. Go
to the following menu:

(1) Go to Assistants -> Internet access -> Internet connections -> New.

(2) At Connection type, select Internal ADSL modem .

(3) Click on Continue in order to configure a new Internet connection.

Enter the required data for the Internet connection.

Internet Connections

=)
ISP Data for Internal
Description IADSL_Perder ADSLISHDSL Modem
Select your Internst Service Provider (ISP) from the list

Wireless LAN
VolP PBX in LAN =
1 \ntemet Service For Internet access you must setupa =
Provider {Gemany - T-Home "‘ connection to your Intemet Service Provider
15F).
Enter the authertication data for your Internet account (57) . :
Follow your provider's instructions!
User Name |user#UUU1@t-Dn\me de Description:

Enter a description for the Internet connection.

Password I-nnnnn

You can select one of the predefined ISPs or
define a custom Internet connection. Different
Ahways active ClEenabled settings are required depending on the chaice
you rnake for the ISP or the userdefined
connection protocol

Internet Service Provider

Select your ISP or define a customized
provider by choosing User-defined via the
required connection protocol PPPoE (PPP
over Ethernet), PPPoA (PPP aver ATM),
ETHoA (Ethernet over ATM) or IPoA (IP aver
AT

Select the connection maode:

When establishing an Internet connection,

you are norrally prompted for authentication

by the ISP. A user name and a password are
normally used for authentication. You can ~|

( oK ) ( Cancel )

Fig. 171: Assistants -> Internet access -> Internet connections -> Continue.

Proceed as follows, to configure a new Internet connection:

(1) At Description, enter any designation for the Internet connection, e.g. AD-
SL Provider.

(2) Under Internet Service Provider, select the profile Germany-T-Home.

(3) For Username, enter the access data given to you by your provider, e.g.
user#0001@t-online.de.

(4) Enter the Password given to you by your provider, e.g supersecretgeheimkey.
(5) Confirm the details with OK.

rkshops (Exc



11 Media Gateway - Connecting the IP PBX hybird 300 to bintec elmeg GmbH
an SIP provider via bintec RS232b gateway

11.2.3 Adapting Firewall and Quality of Service to the internal
bintec RS232b gateway

The bintec RS232b gateway uses, among others, Network Address Translation (NAT) as
Firewall mechanism (Symetric NAT) to block undesirable data from the Internet. To ensure
an uninterrupted VoIP connection, it must be guaranteed that the VolP PBX in the LAN (el-
meg hybird 300) uses a different NAT type (Full_cone NAT). In addition, the VoIP data
(call signalling and the pure voice data) are to be prioritised with Quality of Service (QoS).

(1) Go to Assistants -> VolP PBX in LAN -> VoIP PBX in LAN -> New.

Save configuration VoIP PBX in LAN
Assistants -

First steps

Internet Access

Pl Erter the seftings of the VolP PBX within wour LAN:

Wireless LAN Wk interface for volP priorisation. | ADSL_Prowvider v Select the settings for the required WAR
VolIP PBX in LAIl interface
e e - Maximum Upload Speed 1024 kbps \éV?N inl:emt; for VOIPhI‘I:‘OI;s“\;iC;; -
Physical Interfaces = DSCP filter for priorisation DSCP Binary Walue | 101110 W\E:P:E‘;auer‘E}:Nal;Z:P‘;?n‘; \r:t:ment and, far
LAN — T which QoS prioritisation and the activation of
_ "Full Cone NAT" are configured
Wireless LAN T P Adﬂ;ﬁs orvalP PEX within 192.168.1.100 Maximum Upload Speed
Routing - yeue Add Enter the maximum upload speed for the
WWAN connection (outgoing) in kbps. Possible
oy - values are 010 2000000
VPN - DSCP filter for priorisation
Firewall - If you configured DSCP values (Differentiated
Semices Code Point) for signalling the priority
VolP - of WolP packets on your VolP PBX, configure
e - the DSCR/TOS filter. This walue must equal
the one you configured on your VaolP PEX.
Maintenance - Please consider possible requirements of your
= provider!
SxemolRevoiing b The default value is Expedited Forwarding
Monitoring - (DSCP=46/TOS =184).
IP Address of the VolP PBX within your
LAN
Enter the LAM IP address of your YolP PEX.
MNAT modus for the entered IP address is set o,
oK Cancel

Fig. 172: Assistants -> VoIP PBX in LAN -> VoIP PBX in LAN -> New.

Proceed as follows in order to make the necessary settings:
(1) For WAN interface VolP prioritisation , for example, select ADSL. Provider.
(2) For Maximum Upload Speed, for example, enter 1024 kbit/s.

(3) With the setting DSCP filter for prioritisation on DSCP binary value 101110,a
filter for recognising and subsequently prioritising the VolP data traffic of the IP PBX
VolP is configured. The elmeg hybird 300 signals the VoIP data traffic with DSCP
value 46 (decimal format) or 101110 (binary format).

(4) With option IP Address of VolP PBX, the IP address of the local IP PBX (elmeg hy-
bird 300) is queried. With Add, you add an entry, e.g., 192.168.1.100. This entry
automatically changes the Network Address Translation Mode.

(5) Confirm the entry with OK.
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11.2.4 Configuring the VolP provider settings of the elmeg hy-

bird 300

Before the VoIP settings of the SIP provider are stored in the web interface of the elmeg

hybird 300, their network settings must have been completed.

(1) Go to Assistants -> First Steps.

First steps

Enter the basic system settings

Systern MName Fiyhaird_300
Locatian Diata center
Contact admin@bintec-elmeg.com

Enter the System Admin Passward:
CITTITTYY
sssssans

Select the physical Ethernet port that is used to connect to the LARN:

Physical Ethemet Port (LAM) ETH1 +

Erter the LAN IP Configur stion:

System Admin Password

Confirm Admin Passwaord

Lagical EthemnetiBridoe Interface . en1-0
Address Mode @ static ODHCP Client

IP Address IW
Netmask IW
Default Gateway |P Address W
DMS Server 1 IW
DNS Server 2 [

(1] ‘Warning! Configuration connection may be lost when changing the IP

Address! Click OK and login again to proceed!

Iz this device used as DHCP Server?

Use this device as DHCF sever . [ Enabled

Advanced Settings
( oK ) (___cancel )

Fig. 173: Assistants -> First Steps

Proceed as follows in order to complete the network settings:

Al
Basic Setup

Here you can configure all of the settings
required to integrate your device into your
Local Area Metwork (LAM).

The following parameters are only used to
describe your device.

System Name

System name is indicated as a login prompt
of configuration inteface header when you
access the device.

Location

Location where the device is installed
Contact

Should contain the person who is responsible
for the device (e-mail address is
recommended)

To protect your device against unauthorized
access it is urgently recommended that you
configure a systermn password for your device.

In the ex works state, the system password is
Ffunkwerk

System Admin Password:

Enter a password

Confirm Admin Password: L

(1) The System Name can be changed in the assistant, here hybird 300, for example.

(2) For Location, for example, enter Computing Centre.

(3) For Contact, for example, enter admin@bintec-elmeg. com.

(4) Also the password can be changed in the assistant, here supersecretgeheimkey,

for example.

(5) Inthe sector LAN IP Configuration, enter the Standard gateway IP Address, here
192.168.1.254.

(6) For DNS Server 1, enter the address of the bintec RS232b, in this case




192.168.1.254.
(7) Confirm the entry with OK.
For every connection set-up of a VoIP call, the IP PBX elmeg hybird 300 calculates which

speech coding (e.g. G.711) is used and whether the connection can be developed with the
available bandwidth. A location profile for the VoIP provider is created for this.

(1) Goto VoIP -> Settings -> Locations -> New.

SIP Provider L Codec Profiles | Options

Basic Settings

Description sipgate

Parent Location

Type

Addresses

Upstream Bandwidth Limitation
Maximum Upstream Bandwidth

Downstream Bandwidth Limitation

MNone v

@ pddresses O Interfaces

IP AcicressDNS Maime Metmask

[singate.de |EE

“lEnabled

1024 kbps

“lEnabled

Maxirum Downstream Bandwidth

16000 kbps
Advanced Settings

DSCP Settings for rp Trafic DSCF Binary Walue v |TI]111EI

C oK O cancel

Fig. 174: VolIP -> Settings -> Locations -> New.

Proceed as follows in order to set up the location profile for the VoIP provider:
(1) For Description, for example, enter sipgate.

(2) Click on Add, in order to configure new addresses. Enter the IP Address of the SIP
server, e.g. sipgate.de.

(3) Enable the option Bandwidth Limitation Upstream.

(4) At Maximum Upstream Bandwidth, enter the maximum data rate in kbit/s per
second in the direction of transmission, e.g. 1024.

(5) Enable the option Bandwidth Limitation Downstream.

(6) For Maximum Downstream Bandwidth, enter the maximum data rate in kbit/s per
second in the direction of transmission, e.g. 16000.

(7) Click on Advanced Settings.

(8) In the case of the DSCP Settings for RTP Data option, the DSCP value for marking
language packs is entered, in this case DSCP Binary Value. With this option, the
same value is assigned that has been configured at bintec RS232b gateway in the
Assistants -> VolP PBX menu in the LAN. This DSCP value can be entered in dif-
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ferent formats, e.g. in decimal (46) or in binary format (101110).
Confirm the entry with OK.

Following this, the login data of the SIP Provider (here shown with the example of VolP
provider sipgate) can be stored.

M

Go to VoIP -> Settings -> SIP Provider -> New.

__Save configuration ) SIP Provider Locations | Codec Profiles | Options

Basic Parameters

Description |swpgale

Provider Stalus © Active O mactive
Access Type ® Single Number(s) O pirect Dial-n
Authentication ID Iuaerid

Password I““uu

User Name |

Domain |

Registrar

Registrar Is\pgale de
Registrar Port IW

Transport Pratacol @uop OTCP
STUN

STUN server I

Port STUN server IW

Timsr

Registration Timer IED—SEcnnds

Advanced Settings
( oK ) (__ cancel )

Fig. 175: VoIP -> Settings -> SIP Provider -> New.

Proceed as follows, in order to store the SIP provider's login data:

Q)
)
@)
(4)
(5)

(6)

For Description, for example, enter a description for the SIP provider, e.g. sipgate.
Enter your provider's Authentication Address, e.g. userid.

Enter the User Name given to you by your VoIP provider, e.g userid.

Specify the IP address or the domain name of the SIP Registrar, e.g. sipgate.de.

Enter the IP address or the domain name of the STUN server, e.g.
stun.sipgate.de. Since the connection to the VoIP provider is established via an
upstream NAT gateway ( bintec RS232b), a STUN server must also be configured in
the provider settings. The IP PBX elmeg hybird 300 determines the WAN IP address
of the bintec RS232b gateway with the aid of the STUN server.

Confirm your entry with OK.
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11.2.5 Checking the QoS function at the bintec RS232b gate-
way

Go to the following menu to check the quality of service settings on the bintec RS232b
gateway:

(1) Go to Monitoring -> QoS -> QoS.

Interface QoS Queue Send Dropped Queued
ADSL_Provider
High Priority 2497 0 0
unprigrized 8527 0 0

Internal Log

HotSpot Gateway
- 0os

Fig. 176: Monitoring -> QoS -> QoS

A list of all the interfaces for which the QoS has been configured is displayed in this menu.
Here the IP packages that are sent to the Internet are counted. In the case of VoIP calls,
the entry High Priority (High Priority QoS Queue) must be incremented. This ensures
that the call data have a higher priority than the remaining data traffic.

11.3 Overview of configuration steps

Configuring the local IP address

Field Menu Value

IP address Dime Manager -> IP Set- 192.168.1.100
tings

gateway Dime Manager -> IP Set- 192.168.1.254
tings

Select connection type
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11 Media Gateway - Connecting the IP PBX hybird 300 to
an SIP provider via bintec RS232b gateway

Connection type Assistants-> Internet Ac- e.g. internal ADSL mo-
cess -> Internet Connec-  dem
tions -> New.

Setting up the Internet connection
Field Menu Value

Description Assistants -> Internet Ac- e.g. ADSL Provider
cess -> Internet Connec-
tions -> Continue.

Internet Service Provider Assistants -> Internet Ac- e.g. Germany-T-Home
cess -> Internet Connec-
tions -> Continue.

Username Assistants -> Internet Ac- e.g.
cess -> Internet Connec- user#0001@t-online.de
tions -> Continue.

Password Assistants -> Internet Ac- e.g. supersecretge-
cess -> Internet Connec- heimkey
tions -> Continue.

Adaptation to the Internet gateway
Field Menu Value

WAN interface for VoIP prior- Assistants -> VolP PBX in e.g. ADSL Modem
itisation LAN -> VoIP PBX in LAN ->
New.

Maximum Upload Speed Assistants -> VoIP PBX in e.g. 1024
LAN -> VoIP PBX in LAN ->
New.

DSCP filter for prioritisation ~ Assistants -> VolP PBX in e.g. DSCP Binary Value
LAN -> VoIP PBX in LAN -> and 101110

New.
IP Address of the VoIlP PBX Assistants -> VolP PBX in e.g. 192.168.1.100
in the LAN LAN -> VoIP PBX in LAN ->
New.
Configuring VoIP Providers
Field Menu Value
System Name Assistants -> First Steps e.g. hybird 300
Location Assistants -> First Steps e. 9. Computing Centre

Contact Assistants -> First Steps  e.g. ad-



11 Media Gateway - Connecting the IP PBX hybird 300 to
an SIP provider via bintec RS232b gateway

bintec elmeg GmbH

System Admin Password

Default gateway IP Address
DNS Server 1

Assistants -> First Steps

Assistants -> First Steps

Assistants -> First Steps

Setting up a location profile for the VolP provider

Field

Description

Addresses

Maximum Upstream Band-
width

Maximum Downstream
Bandwidth

DSCP Settings for RTP Data

Menu

VoIP -> Settings -> Loca-
tions -> New.

VoIP -> Settings -> Loca-
tions -> New.

VoIP -> Settings -> Loca-
tions -> New.

VoIP -> Settings -> Loca-
tions -> New.

VoIP -> Settings -> Loca-
tions -> New-> Advanced
Settings

Storing SIP provider's login data

Description

Authentication ID

User name

Registrar

STUN Server

VoIP -> Settings -> SIP Pro-
vider -> New.

VoIP -> Settings -> SIP Pro-
vider -> New.

VoIP -> Settings -> SIP Pro-
vider -> New.

VoIP -> Settings -> SIP Pro-
vider -> New.

VoIP -> Settings -> SIP Pro-
vider -> New.

min@bintec-elmeg.com

€.0. supersecretge-
heimkey

e.g.192.168.1.254
e.g.192.168.1.254

Value

e.g. sipgate

e.g. sipgate.de

e.g. 1024

e.g. 16000

€.g. DSCP Binary Value
and 101110

e.g. sipgate

userid

e.g.
e.g. userid
e.g. sipgate.de

stun.sipgate.net

e.g.



Chapter 12 Media Gateway - Settings on the
elmeg hybird 300 to phone via an SIP provider

(sipgate)

12.1 Introduction

The following describes configuration of an SIP provider using an elmeg hybird 300.

The pictured information is only provided as an example. Please use the data obtained
from your SIP provider. When using an inland SIP provider, certain presets are important,
e.g. in order not to have to enter the entire prefix and number in case of a local call, but
rather only the number itself. When connecting the elmeg hybird 300 to an existing net-
work, configuration of the border router must be taken into account.

The GUI (Graphical User Interface) is used for configuration.

PC

VolIP SIP
provider

bintec RS232b

—] Internet

elmeg Hybird 300

1P290

Fig. 177: Example scenario

Prerequisites

* An elmeg hybird 300 with system software 7.9.1 patch 4
* A bintec RS232b with system software 7.9.5 patch 4
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¢ An Internet access

12.2 Configuration

12.2.1 Configuring the bintec RS232bw

Session Initiation Protocol (SIP) serves as a translation instance between different telecom-
munications networks, e.g between the plain old phone network and the next generation
networks (IP networks). To create SIP connections, go to the following menu:

(1) Goto VolIP -> SIP -> Options.

Basic Parameters

SIF Prosy Enabled

SIP Port 5060

Prioritize SIP Calls Oenabtea

C oK ) ( cancel )

Fig. 178: VoIP ->SIP-> Options

Proceed as follows to perform the SIP settings:
(1) Activate the SIP Proxy. The SIP connections are forwarded.
(2) Activate Prioritise SIP Calls.

(3) Press OK to confirm your entry.

12.2.2 Configuration of the elmeg hybird 300

Over the assistant you can configure the settings required for login to an external SIP pro-
vider.

(1) Go to Assistants -> First Steps -> Basic Settings.
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{ save configuration__

| Enter the basic system sstings R Basic Setup

Systern Name hryhairdl_300 Here you can configure all of the settings
I 1

reguired to integrate your device into your

Location Local Area Network (LAN)
I 1
|Gonmet | |TELDAT The following parameters are only used to

describe your device.
System Name:

System Admin Password |slensnnee System name is indicated as a lagin prompt
I 1 or configuration inteface header when you
Confirm Admin Password LLITILLT ) access the device

~ Enter the System &dmin Pagsword,

| Select the physical Ethernet port that is used to connect to the LAN Location

I = = = R Location where the device is installed
Physical Ethernet Part (LAN) ETH1 ¥ Contact

Enter the LAN IP Configuration, | Should contain the person who is responsible
Logical EthemetBridoe Interface. en1-0 iDELLh;rﬁz‘;:;:sd()E-ma‘l address is
Address Mode | ©static ODHCP Client

I 1 To protect your device against unauthorized
IP Address | 192.168.0.250 access it is urgently recommended that you

1 configure a system password for your device
| 2552552550 In the ex works state, the system password is
I T Ffunkwerk .
Default Gateway IP Address 192.168.0.254 System Admin Password:
DNS Server 1 192.166.0.254 Enleraipsssir =
I 1 |

+ | Confirm Admin Password: L)
0.0.0.0 = L
EO ‘Warning! Configuration connection may be lost when changing the IP

Qnddress! Click OK and login again to proceed!

| Is this device used as DHCP Server?

Metmask

DMNS Server 2

Use this device as DHCP server | ] Enabled ]

! Advanced Settings E
( oK [ cancel )

Fig. 179: Go to Assistants -> First Steps -> Basic Settings.

Proceed as follows to make the SIP settings:

(1) In Assistants, the System name can be modified, here, for example hybird 300.

—

2) For Standard Gateway IP Address enter the IP address of your gateway providing
Internet access, e.g. 192.168.0.254.

—

3) For DNS Server 1 enter the IP address of the name server for the name resolution of
Internet addresses 192.168.0.254.

—

4) Press OK to confirm your entry.

For automatic generation of international and national numbers, you must perform the fol-
lowing settings:

(1) Go to System Administration -> Global Settings -> System.
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Global Settings
Access Codes
Administrative Access

System Passwords Date and Time Timer System Licences
| L L 1 il |

(T
i Systemn Name
Location
Contact

Maximurm Number of Syslog Entries

System Setings

Transfer to busy extension

Rerouting to Number

Interconnect external calls
Country Settings

| Country Profile
Display Language
International Prefix/ Country Code

Mational Prefix ¥ City Code

hyhird_300

| [TELDAT

I

0

Maximurm Message Level of Syslog Entries ' | Infarmation L

|

Maximum Number of Accounting Log Emnes; 20

[#lEnablea

& off CwWith Ringing Tone O With Music On Hold

1
| Mane -Busy Tone ¥

Deutschland v
Deutsch v

Advanced Settings
( oK ) (___cancel

Fig. 180: System Management -> Global Settings -> System

Proceed as follows to configure the numbers:

(1) Under International prefix / country code enter the country code, e.g., 49 for Ger-
many. Without the entry, for SIP providers the entire call number with country code
must be dialled.

(2) Under National Prefix / Area code enter the area code for the location where your
system is installed, e.g. 5171 . This area code is crucial for a point-to-point connec-
tion, as otherwise, automatic callback to an external number, for example, is not pos-

sible.

(3) Confirm with OK.

12.2.3 Registering bintec TR200 with provider sipgate

The login data for registering the VoIP provider accounts with provider sipgate are entered
in the SIP Providers menu.

(1) Goto VoIP -> Settings -> SIP Providers -> New.
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| Locations | Godec Profiles || options |

| Basic Parameters

Description |5|pgale
Provider Status @ Active © nactive
Access Type @ single Number(s} O Direct Dial-In

Authentication ID

36

Password

User Narme IBE
Dormain |
g | Renistrar
= Registrar Iaipgale de
= Registrar Port W
Transport Protocol ®upp OT1ep
STUN
STUN server I
Port STUM server W
| Timer
Registration Timer | lEtl—Secnnus

Advanced Settings

C ok JC( Cancel )

Fig. 181: VoIP -> Settings -> SIP Providers -> New.

To save SIP provider login data, proceed as follows:

(1) Under Description enter a description for the SIP provider, e.g. sipgate.

(2) Enter your provider's Authentication ID e.g. 36.

(3) Enter the User Name you received f

rom your VoIP provider, e.g. 36.

(4) Indicate the IP address or domain name of the SIP Registrar e.g. sipgate.de.

(5) Press OK to confirm your entry.

In the menu VoIP ->Settings -> SIP Providers the current VoIP configuration is displayed.
It takes less than a minute to register a new SIP provider account with the provider. As

soon as the enrolment process has been
ically to ¢y (active).

_save configuration )

completed successfully, the status is set automat-

| Locations | Cadec Profiles | Options |

wiew |20 perpage Fiter in | Mone vlequal v |
= =2

| Hao Description | Registrar | Access Type | Status | Action | |

|1 sipgate isipgate de ESmgIe Murmber(s)y [@ ‘EI‘ fﬂ IE

[ Page: 1,hems: 1 -1, Max tems: 25

Fig. 182: VoIP -> Settings -> SIP Providers .



You change the status of VoIP configuration by pressing the |£| button or E button in the

Action column.

Next, login data of the SIP provider can be saved. For the prefix to be automatically added
before the dialled number, the Generate National Number option must be enabled. For
this, go to the following menu:

(1) Goto VoIP -> Settings -> SIP Providers -> Advanced Settings.

Fig. 183: VoIP -> Settings -> SIP Providers -> Advanced Settings.

! Locations || Codec Profiles | Options |

Basic Parameters

Description

|s|pgate

Provider Status

@ Active C Inactive

Access Twpe @Single Number(s) O Direct Dial-In

Authentication 1D IBE

Password [esssenes

User Mame |3E

Domain I

Registrar

Registrar Isipgate.de

Registrar Port IW
Advanced Settings

Promy I

Proxy Port IW

Transpart Protacol @upp CT1CP

Further Settings

From Domain |

Number of allowed simultaneous Calls

Lacation

Codet Profiles Syster Default +|

Dial End Manitoring Tirme IE—Secnnds

Call Hold inside the PBX system [ Enabled

Generate international phone number CEnabled

Generate national subscriber numhber [“] Enabled

Deactivate number suppression [ Enabled

To automatically generate the prefix, proceed as follows:

(1) Enable the option Generate National Number. The prefix you've entered under Na-
tional prefix / area code is automatically generated (e. g. for 5171 the prefix 05171 is
automatically added before the dialled number).

(2) Confirm with OK.
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bintec elmeg GmbH

12 Media Gateway - Settings on the elmeg hybird 300 to
phone via an SIP provider (sipgate)

12.3 Overview of configuration steps

Configuring the bintec RS232bw

SIP Proxy VoIP ->SIP-> Options Activated
Prioritize SIP Calls VoIP ->SIP-> Options Activated

Configuration of the elmeg hybird 300

Field Menu Value

Standard gateway IP ad- Go to Assistants -> First e.g. 192.168.0.254
dress Steps -> Basic Settings.

DNS Server 1 Go to Assistants -> First e.g. 192.168.0.254

Steps -> Basic Settings.

Generate number
Field Menu Value

International prefix/Country ~ System Management -> e.g. 49
code Global Settings -> System

National prefix/Area code System Management -> eg. 5171
Global Settings -> System

Login with the provider

Description VoIP -> Settings -> SIP Pro- e.g. sipgate
viders -> New.

Authentication ID VoIP -> Settings -> SIP Pro- e.g. 36
viders -> New.

User Name VoIP -> Settings -> SIP Pro- e.g. 36
viders -> New.

Registrar VoIP -> Settings -> SIP Pro- e.g. sipgate.de
viders -> New.

Automatically generate prefix 7
Field Menu Value
Create inland call number VoIP -> Settings -> SIP Pro- Activated
viders ->New -> Advanced
Settings
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